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Important Safety Instructions

Before operating this machine, please read the entire manual thoroughly.

This unit is designed to be used as surveillance appliance for transporting sounds and images to and
from other locations across various interconnects. The manufacturer designed, built, and tested this
product for use indoors, using nominal local voltages. Outdoor operation or use of different voltages could
damage the unit or peripheral equipment or create a potentially unsafe operating condition

Important Safeguards

®  Use close supervision when using or allowing children to use any appliance.

® To avoid electrical shock or damage, always unplug appliance from electrical outlet before cleaning
and servicing. Grasp plug and pull to disconnect.

® To reduce the risk of electric shock, do not immerse this appliance in water or other liquids, or place
liquids on it.

® To reduce the risk of electric shock, do no disassembile this appliance. Use factory repairs only
when service or repair work is required. Incorrect reassembly can cause electric shock when the
appliance is subsequently used.

® The use of an accessory attachment not recommended by the manufacturer may cause a risk of
fire, electric shock, or injury to persons.

® To reduce the chance of electrical shock, connect this appliance to a grounded outlet.

® Extension cords rated for less amperage than the system is rated may overheat and cause a fire.
If an extension cord is necessary, a cord with a current rating at least equal to that of the system
should be used.

® Operating a system with a damaged cord, or if the appliance has been dropped or damaged, could
cause electrical shorts and overheating, resulting in fire. Do not use until it has been examined by
a qualified service technician.

® Position cords so that they will not be tripped over, pulled, or contact hot surfaces.

® Keep ventilation openings free of any obstructions to avoid overheating and possible damage or
fire.

® To avoid electrical shorts, damage, or shock, do not spray liquids directly on to the system when
cleaning. Always apply the liquid first to a static free cloth.

® Lighting storms can cause voltage spikes on power and telecomm lines. In case of lighting storms,
please make sure the system connect to surge protected outlets.

Safety Notices
Please observe all safety markings when using this product.

Caution! - Potential hazard that can damage the product.
Important! - Potential hazard that can seriously impair operation.

Do not proceed beyond any of the above notices until you
have fully understood the implications.

SAVE THESE INSTRUCTIONS

©2007 Asante Networks Inc., All rights reserved. NetCam are registered trademarks of Asante Network, Inc.
All other names may be trademarks or registered trademarks of their respective owners. Specifications subject to change without prior
notice.

Download from Www.Somanuals.com. All Manuals Search And Download.



About This Document

This manual is intended for administrators and users of NetCam 8001 Network Camera. The manual includes
instructions for installing and using the product on your network. Any previous experience of networking will be of
use to the reader when installing and using this product. With knowledge of IP networking, router, firewall,
UNIX/Linux-based systems would also be greatly helpful for installing and operating the system.

Legal Considerations

Camera surveillance can be prohibited by laws that vary from country to country. Check the laws in your local region
before using the NetCam 8001 for surveillance.

Electromagnetic Compatibility (EMC)

USA - This equipment generates, uses, and can radiate radio frequency energy and if not installed and used in
accordance with the instruction manual, may cause interference to radio communications. It has been tested and
found to comply with the limits for a Class A computing device pursuant to Subpart B of Part 15 of FCC rules, which
are designed to provide reasonable protection against such interference when operated in a commercial environment.
Operation of this equipment in a residential area is likely to cause interference, in which case the user at his/her own
expense will be required to take whatever measures may be required to correct the interference. Shielded cables
should be used with this unit to ensure compliance with the Class A limits.

Europe - This digital equipment fulfills the requirements for radiated emission according to limit B of EN55022/1994,
and the requirements for immunity according to EN50082-1/1992 residential, commercial, and light industry.

Liability

Every care has been taken in the preparation of this manual; if you detect any inaccuracies or omissions, please
inform reseller, Asante Networks cannot be held responsible for any technical or typographical errors and reserves the
right to make changes to the product and manuals without prior notice. Asante Networks makes no warranty of any
kind with regard to the material contained within this document, including, but not limited to, the implied warranties of
merchantability and fitness for a particular purpose. Asante Networks shall not be liable nor responsible for incidental
or consequential damages in connection with the furnishing, performance or use of this material.

Trademark Acknowledgments

Linux, UNIX, Ethernet, TCP/IP, Adobe, IBM, Intel, x86, LAN, Microsoft, Netscape, WWW, ActiveX, Acrobat, HTTP,
router, firewall, VPN, Acrobat, Adobe, are registered trademarks of the respective holders. Java and all Java-based
trademarks and logos are trademarks or registered trademarks of Sun Microsystems, Inc. in the United States and
other countries.

Asante Support Services

If you require any technical assistance, please contact Asante’s reseller. You may ask your reseller forward your
queries through the appropriate channels to Asante to ensure a rapid response. If you are connected to the Internet,
you can:

Download user documentation and firmware updates.
Find answers to resolved problems in the FAQ database.
Search by product, category, or phrases.

Report problems to Asante support staff

Visit the Asante Support Web at www.asante.com
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The Package Contents

Thank you for choosing the Asante products. NetCam 8001 is a very competitive Pan Tilt(Digital Zoom)

Network Camera system. It is to plug into Ethernet jack with plug-n-play fashion to allow you to delivers
clear and sharp image to any browser on the Internet.

The NetCam 8001 PT(Z) Internet Camera is provided with the following accessories. Please contact
your dealer if any one of the following is missing.

Descriptions

NetCam 8001 Network Camera

12V DC Power Adaptor

Tripod

AV & 3mm Stereo Plug Converter

10. User Manual (CD/ROM)

Quick Installation guide

Safety Instruction:
For PLUGGABLE EQUIPMENT, the socket-outlet shall be installed near the equipment and shall be easily
accessible.
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1. System Requirements

NetCam 8001/P/W PT(Z) Internet Camera

Internet Environments

LAN 10/100M Ethernet

Wireless LAN 802.11b or 802.119g

Monitor System Requirements

OS support Windows 2000 Professional SP4, XP Home SP2
Browser support Internet Explorer 6.x or later

CPU: Pentium 4 2.4 GHz or later
Hardware Memory: 256 MB (512 MB recommended)
VGA card resolution: 800 x 600 or higher
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2.

Introduction

The NetCam 8001 PT Network Camera is a combined Network Camera and Pan/Tilt device. It
plugs directly into an Ethernet network and delivers clear and sharp surveillance video/images to
any Internet browser via Ethernet or IP network. The NetCam 8001 includes its own, built-in Web
server that enhances traditional surveillance systems by distributing monitored images over a
secure intranet network. The unit's Pan/Tilt/Zoom functions are controlled directly from the
browser window, as are all of the other available configuration options. All that is required is a
Microsoft Internet Explorer.

The NetCam 8001 is a family of Network Camera:

1. NetCam 8001 Network Camera — Connecting directly to Ethernet or Fast Ethernet
networks,

2. NetCam 8001P, a Power over Ethernet (PoE) Network Camera - is designed for
Non-stop power security support environment using Ethernet supply power.

3. NetCam 8001W, a Wireless, 802.11b/g Network Camers — Is designed for Wireless LAN
operation.

The Web-based interface in both models features several user-friendly Wizards that simplify the
installation process and provide for a seamless integration into your networking environment and
custom applications. The open-network structure minimizes the need for costly coax cabling, to
offer remote imaging over the network for a minimal connection overhead.

The NetCam 8001 family is smart and cost-effective solution for meeting the sophisticated
demands expected of a modern interactive surveillance and remote monitoring system. It is



Cost effective -  NetCam 8001 can deliver quality image/video over prevail
broadband IP networks such as DSL/cable or any Ethernet which is
majority of worldwide Internet infrastructure. The load or overhead to
bring this IP surveillance is very cost effective. There is no additional
hardware of software are required.

Open System -  The NetCam 8001 generates high-quality pictures in standard JPEG,
MPEG4 and up coming H.264 format that can be viewed using any
standard Web browser technology. The system design using Linux
Operating System which provides a stable platform for open-source
development in future releases of the product. It gives a great
scalability of extending the product for both near term and long term.

Security - The NetCam 8001 provides multi-user password protection, so that
access can be limited to specified individuals or groups.

Applications - Network Camera naturally extend the distance boundary of being
viewed and monitored over the network. Use it for validating
intrusion, traffic, finance applications, retail security (cashier/teller),
buildings and factories, process control, visual security, nanny,
children, senior center and much more beyond. In additional,
NetCam 8001 provides 3GPP, SMTP e-mail support also allows
images to be sent as e-mail attachments, or identified within an
e-mail, using a hypertext link to any target server on your network.
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3. Product Description

Please do read the following information to familiarize with NetCam 8001 before you start to install

and use it.

Front View

o Link Indicator
The Network Link LED shows steady, flash or
off during normal operation end depend on

setting.

Rear Panel

o Event Indicator

The Event Link LED shows flash green during
detecting moving object or alarm is triggered.

o Wireless Antenna

Antenna is default to NETCAM 8001W
model only.

I/O Terminal Block

The 1/0O Terminal Block connector provides
the physical interface to one relay switch
output and one digital opto-coupled input.
This block is used for receiving external
triggers and for controlling

o Power Connector
The connector jack for DC adaptor from
NETCAM 8001.

Ethernet RJ45 Jack

The RJ45 network jack is designed for 10
Mbps Ethernet and100 Mbps Fast Ethernet
network, or Power Over Ethernet and
connect to the network.

o Embedded Microphone hole

The microphone voice receiving hole. If block

it the quality of voice reception will be
degraded.

Reset button

Abutton is to reset system or reset to
default manufacture setting after holding the
button for more than 5 seconds .
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Tripod Mounting

The NetCam 8001 is supplied with a screw hole for tripod mounting. The screw hole is
located on the base of the unit, as shown below. The base plate of the NetCam 8001 is
similar, but is supplied with a ceiling or wall mounting plate instead of the tripod screw hole.

Wall Mounting the NetCam 8001 Ceiling Mounting the NetCam 8001

The NetCam 8001 is designed exclusively for ceiling/wall mounting and a special mounting plate is
supplied for the purpose. Screw the plate (screws not supplied) to the ceiling at the point of installation.

WARNING!
When installing the NetCam 8001 on the ceiling,

Q) check the position of NetCam 8001 need to be vertically 90 degree even. Any non-vertical setting will cause
abnormal PAN/TILT operation.

(2)  check that the ceiling is strong enough to bear the weight of the camera plus the mounting plate. A weak fitting
could result in the camera falling and causing serious injury.

Please check for looseness in the camera installation mount at least once a year.
Please note that PAN degree -135° ~ 135°(Max120°/sec.) and Tilt degree -45° ~ 90° (Max120°/sec.).
Mounting Plate Information

3 Screw hole diameter: 6mm (1/4 in.)
Plate thickness: 1.6 mm (1/16 in.)

Note: The horizontal angle is important when you hang the product from the ceiling. Excessive
inclination may bring about abnormal rotation of the camera lens.
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Audio/Video Output

Plug the AV converter into the audio/video output.
The yellow RCA female plug is for video output.
The white RCA female plug is for audio output.

LAN Socket
Connect the LAN cable into the LAN socket.

LAN socket

External alert bus (DI/DO)
For more information about DI/DO, refer to Attachment A.

Reset to factory settings
After turning on the power, insert a slim plastic object into the reset orifice and press for five seconds to
restore the unit to factory settings.

Built-in microphone
The product is provided with built-in microphone pickup function. Don't block this hole if you want to
use this function to acquire the best audio response.
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MiIC External alert bus  Reset

Link LED and Event LED

1. Link LED: The green LED lights up when you transmit images after turning on the camera.

2. Event LED: The green LED flashes when motion or alert detection is implemented after you turn
on the camera.

Focus knob
You can rotate the focus knob clockwise or anticlockwise to acquire the sharpest image. This is not
recommend to change unless you can not focus the image.

e
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4. Installing The System

Before connecting the hardware

1. Please be aware of that it is required to connect a PC and NetCam 8001 on the same IP
network or same Ethernet switch or hub for easier set up.

By default, NetCam 8001 is set at 192.168.0.20 private IP address.

Or you may use “IPFinder.exe” software come from CDROM alone with document and search
available or multiple NetCam 8001 on your network.

wn

Wiring the Product

External
alert bus Ll

Power LAN socket Video/audio output

Connecting the hardware

1. Connect an Ethernet cable to the Ethernet connector and attach it to the network or Ethernet
switch RJ45 jack.

Ethernet Jack

2. External Audio and Video could be connected to speaker and TV display respectively. Yellow
RCA connector is video output, and white RCA connector is audio output.
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White Head
Audio Output

Yellow Head |- I
Video Output

3. External Alarm DI/DO connector — Please refer appendix A.
4. Reset button is to reset the system back to manufacturing default setting.
5. Connect the power cable to the power supply connector and connect it to the main power

supply.

DC Power Supply

a. Upon connect the power, Pan/Tilt camera will pan back to start position and Event
indicator will show green.

Turn Power On, Link LED Should ON in Noermal

6. If Ethernet has traffic pass through, the Link indicator will be flash. You can now access the
NetCam 8001 directly from your browser, as described below.

(Please note, NetCam 8001W need to connect to 802.11 AP and encryption later. Please refer to
wireless setup session.)
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View or set up device via browser

System Requirements

OO0OO0OO0OO0O0

Windows 2000 Professional SP4 or XP Home SP2/Profession

256 MB Memory

Ethernet/WLAN

Internet Explorer 6.x or above

VGA resolution: 800 x 600 or above

CPU : Pentium 4 2.4 GHz or above (If you would like to monitor multiple IP camera and
record, Pentium 4 with 3GHz above or Dual Core Intel process, 1 GB Memory
and 32 MB display card are recommended )

Internet Router/Firewall Setting

How to access IP Camera form outside of LAN or Intranet

1)

(2)

3)

Public IP address

In general, setting IP based video and voice end point device are close to the same and it
subjects to be different from router, switch, firewall and VPN environment. Please refer to
the manual to set up a static public IP address, network mask and default gateway. This is
the simplest way to bring up video device on the network.

DMZ

De-Military Zone are quite popular and simple to bring up a server or device to allow
external user to access. A router normally stops incoming Internet traffic from getting
information inside the network, unless the traffic is to designate to one of your computers
and route will IP address and port forwarding the packet. But instead of discarding the
incoming traffic or using port forwarding, you can send incoming traffic to any device on
your network by establishing a "Default DMZ Server". (DMZ = humorous reference to
"Demilitarized Zone".) This avoids you having to figure out what ports an Internet
application wants — by throwing all ports open for that device.

Please refer to your router/firewall manual that there are hardware DMZ port or software
DMZ port. In the most case SOHO router, the software DMZ does only allow a single device
can refer to. Thus, the network device like video server or camera need to set into an
private IP address.

After setting up complete, the viewer should be able to use router’s public IP address to
access. Please note that

(1) If you use HTTP to streaming the video — make sure there is no second device including
router or firewall are using TCP port 80. Other wise, you have to change the port to others
to differentiate from it. For example, http://71.6.38.188:8888 is showing router ‘s public IP
address is 71.6.38.188 and network device could be any available static private IP address
with port 8888 for HTTP streaming access.

Port forwarding
This is a one of common programs and the ports they use for network access.
Port Forwarding can typically be used to enable similar functionality, but it is static and has
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some limitations.

Using the Port Forwarding, you can make local computers or servers available to the
Internet for different services (for example, FTP or HTTP), to play Internet games (like
Quake I, or to use Internet applications (like CUseeMe).

Port Forwarding is designed for FTP, Web Server or other server based services like IP
Camera web server. Once port forwarding is set up, requests from the Internet will be
forwarded to the proper server. For example, the below is an Netgear SOHO router that
we set HTTP port 80 to forward to 192.168.41.199 which is IP camera or video server’s
private IP address. As same HTTP port 80, you may add TCP or UDP streaming transport
into the port forwarding map as well.

) NETGEAR Router - Mozilla Firefox E@@
File Edit View Go Bookmarks Tools Help 0
<:z| ~Ep - @ | @ [_u hittp://192. 168,41, Lstart.htm v ® s [CL |

P Getting Started G Latest Headlines

NETGEAR seiiing

108 Mbps Wireless Firewall Router

Port Forwarding / Port Triggering

Parental Controls
Schedule
E-mail

Please select the service type
& Port Forwarding
O Port Triggering

Router Status Service Name Server IP Address

Attached Devices = ez llee || |
[Am <] [z ]fzee }[ax ][ |[Add]
Backup Settings

Set Password # Service Name Start Port End Port Server IP Address
Router Upgrade 0|1 IPcamera 30 20 192 168 44,199

[ IPcamera-RTF 50000 60000 192.168.41.199
Wireless Settings

® |3 IPcamera-RTSP 50000 60000 192.168.41.199
Port Forwarding /
Port Triggering
WAN Setup [ Edit Service ][ Delete Service ]
LAN IP Setup -

Add Custom Service

Dynamic DNS

Static Routes

Remote
Management

Change the Internet Explorer (IE) Browser Setting

1. Please be aware that the Internet security setting on router or your personal PC might block
the IP video or voice access. Please do verify the following condition.

2. \Verify Internet Explorer is version 6.0 or above. Please go to menu and click Help and “About
Internet Explorer” and confirm make sure IE is version 6.0 or above.
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Ask about an £
Vista

55 Ungrade ts Windsws .« Winduws Medin Player 11

3. \Verify Internet browser security. Click menu “tools” and “Internet Options” . Continue click tab
on “Security” and press the button on “Default Level”. If your browser is being set into
“Medium”, then you may close all pop-up windows meaning you should be able to access
video without any blocking.

4. Verify ActiveX Setting :  Click IE browser’s “tools” menu, and “internet Options”. Select
“Security” and click “Customer Level” then you should see “Security Setting” pop up. Please
verify the following ActiveX related are set accordingly.

a. “Download signed ActiveXcontrols” — Please set “Prompt”

b. “Download unsigned ActiveXcontrols” — Please set “Enable”

c. “Initialize and script ActiveX controls not marked as safe” — Please set “Prompt”
d. “Run ActiveX controls and plug-ins — Please set “Enable”

e. “Script ActiveX controls marked safe for scripting” — Please set “Enable”
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Internet Options
| General | Security | Privacy | Cortent | Connections || Programs |
Select  Web cortent zone to spacify its securty settings

® €@ 0 @

Intemet Localintranet  Trusted sites  Restricted
sites

Intemet
This zone contains all Web sites you
havent placed in other zones

Seourity level for this zone

Custom
Custom settings
- To change the settings, click Custom Level
- To use the recommended settings, click Default Les

[ custom Level.. | [ Defaut Le

Security Settings

Settings:

O Enable -~
Download signed ActiveX controls
Disable =
Enable
Prompt
@ Download unsigned ActiveX contrals
Disable
Enable
Prompt
Initizlize and script ActiveX controls not marked as safe
Disable
Enable
Prompt

i\ =2 77\“ =]

Reset custom settings

Resetto: [Medium v| [ Reset |

o ]

Cancel

(o J[coea | [0y J| - l

5. Verify Window Firewall Setting. Click Control Panel and Window Firewall. If the setting is ON,
then the IP video may be blocked but in normal case the Windows may ask if you want to
unblock for temporary. It is not recommend to turn off firewall permanently in order to view the
video. It is totally user’s decision to change this setting. HTTP is the transport which normally

allow in Window Firewall.

€. Control Panel

= Windows Firewall

File  Edit ielp

e View  Fav f
@Back Q @ pSeardw I_E" Folders .

- I-T
\\\'/’ Windows Frewal is helping to protedt your PC

Address g? Contral Panel

E” Control Panel 2

G» Switch to Categary View

& Windows Update
@) Help and Support

@ °

Mail Mouse

Adobe Version  Automatic Broadcom Dateand Tme  Display
Cue C52 Updates  Wireless Utility
~ g s
Folder Options Fonts Game Internet Keyboard
Controllers Options

Network Phone and  Portable Media
Connections ~ Modem ... Devices

General Exceptions H Mvanced‘

Windows Firewall helps protect your computer by preventing unauthorized users
from gaining access to your computer through the Intemet or & network

@ @ On (recommended)

This setting blocks all outside sources from connecting to this
computg}r with the exception of those selected on the Exceptions tab.

[] Dont allow exceptions
Selec

6. “tools” and “Internet Options” . Continue click tab on “Security” and press the button on

“Default Level”.

If your browser is being set into “Medium”, then you may close all pop-up

windows meaning you should be able to access video without any blocking.
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Use Internet Explorer (IE) Browser

1. Start a new IE browser

2. Enter NetCam 8001 IP address and enter default username “root” with a default password
“root”.

3 Live Soncch - icronolt Intorpn Cplover,

Web | Imsges | News | Maas | Classfieds | Horer

‘]ﬂ'—-qwmqu.’lr-ﬂ.l.;.\;\l...

3. You should be able to observe NetCam 8001 control panel and video. If video can not be
observed, then you may be blocked by your firewall or router. In case of this, please select

HTTP as streaming options which is the most popular available streaming transportation and
open ports for most network environment.
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/= http://60.248.204.240/ - Windows Internet Explorer provided by

@,}' |&] htip: /50,248, 204,240/ V‘-‘y-f_ ahon! Search |:
Xt 2

v} searchweb ~| 2 BB @ @ | @val + @My vahoo! -+ [PHotlobs + »
2= j]ghm::fff»u24&&.204.2«01' x IY}Yahoo! Finance - Get stock 0., W7| - e - [ Page ~ (G Tooks ~
[ Your current security settings put your computer at risk. Click here to change your security settings...
2
il Asante Asante Network Cameras Live View | Gatting
Language Video Format View Size Streaming Wl Trigger Alert
English ¥ [meEc-a »] 1X

0 ©© @

Speed

Zoom

Preset

Tour

AutoPan
Alert Message

9O

@ Done

>

[ @ internet

Ho100% v
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5. The Basic Operations

Web Control Features Descriptions

Main Page

Video Camera product’s main page display the video streaming from camera or video server using
TCP, UDP or HTTP transport to streaming the video to viewer, where

Under the video frame, there is text message showing source streaming is presented at 4 different
resolutions of video format.

(1) QCIF (176x120 (NTSC) or 174x144 (PAL))
(2) CIF (352x240 (NTSC) or 352x288(PAL))
(3) 4CIF (704x480 (NTSC) or 704x576(PAL))
(4)  FullDl  (720x480 (NTSC) or 720x576(PAL))

FPS: Frame Per Second (from 1-30).
Bitrate: Network bandwidth available from 32K to 4096kbps and depends on device setting.

72 hitp://60.248.204.240/ - Windows Internet Explorer provided by Yahoo!

@.-7 o)~ | @] htto:iis0. 248,204,240/ o [#2][x] | |2l
Yr - & v||| searchwieb ~ | 2 B~ @~ @ | E@mal v @y vahoo! - [F Hotlobs + »
W Gt (g5 |@neps0 2904290 % |yevahoot Fance - Getstocka || B - B - @ - [Creace - € Took »
¥ Your current security settings put your computer at risk. Click here to change your security settings. .. x
~
! Asante Asante Network Cameras Live View | Setting
Language Video Format View Size Str: ing [Erightne=s & Trigger Alert
English % MPEG-4 v 1X v UDD b ) = ! ]
[encter B | | ! | (BN ] &S oo | @

®)

Speed
Zoom

Preset

Tour

AutoPan

Alert Message Format:352 x 240 | FPS:27 | BitRate:137Kb

@ Done (8 @ mntemet H100% v

Video Format : Network Camera/Video server offers

1. MPEG4 — MPEG4 simple profile video encoding technologies
2. Motion JPEG — Motion JPEG solution will higher resolution but more cost on
network bandwidth.

Video Size : View screen can be zoom in from x1 to x4
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Streaming: Video Streaming Protocol

a. UDP (User Datagram Protocol)
UDP is non-flow control protocol and it is good for real time video voice
application. However, the UDP packet will no guarantee of delivering and
re-transmit if UDP packet loss due to the network or intermediate IP
network node congestion or service disruption.

b. TCP (Transmission Control Protocol)
Unlike UDP, it has flow control it will guarantee of delivering by giving
buffering and retransmit mechanism. This device using RTSP (Real-time
Transport Streaming Protocol) to streaming the video/audio and it is a
TCP application.

c. HTTP (Hypertext Transfer Protocol)
HTTP is WWW application protocol using TCP port 80. This is very open
to most enterprise and home router/firewall system. Leverage HTTP for
video streaming would be easier for most environments but would potential
receive more intrusion.
Brightness/Contrast:

Brightness: 0-100 adjustable
Contrast: 0-100 adjustable

Alert “ Alert light will flash in “RED” if the alert trigger condition is met. Please refer to “Event” menu
about trigger condition. This is to raise attention to staff who is monitoring the camera.
Press button again will reset the alert.

REC: “Record the video. By default, it will be stored at C:\video. You may change it at PATH
button.

SNAP shot: Real-time image capture will be stored at C:\snapshot as default. You may change it
at PATH button.

PATH: Change record or shap shot storage path at your local PC.
Audio On/Off: Enable or Disable device audio input

Microphone: Enable or Disable monitor side audio input — from PC/laptop microphone input.
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= http://60.248.204.240/ - Windows Internet Explorer provided by Yahoo!

N 112
@ i v | 2] httor/60.248.204.290) ) [#lfx] [ e

| R http://71.6.38.183 - Path Setting - Microsoft Inte... [ |[B)K]| i seactiveh -2 B3 @ @[ Govd © @Muyeheot T @ itbs - =
L, “0f X |"ypvahoo! Finance - Get stock g | ft - B - d v (2hrage v G Todks - =
Path Setting
iputer at risk. Click here to change your sequrity settings... :
Path Ci\Wideo
Filename Prefix Profc_2007-04-17_10-53-41,avi Asante Network Cameras Live View | Setting
s at view Size Streaming Erightness (¥ Trigger Alert
Path aDsN:l ¥l [x =] luoe I i:/ :/) \r’l_".'rJ fy @
Filename Prefic Prefic_2007-04-17_10-53-41pg
v
&] Done @ Intemet
- ~
Speed 4 >
zoom (@G
Preset L.eami-1 i
Tour 3.
AutoPan :
Alert Me=sage Format:352 x 240 | FPS:27 | BitRate:137Kb
D@ QO
T e pr—
¥
i Doce etk @) Intemet | R100% -

Camera Control Panel

Camera control panel offers capability of managing camera from Pan, Tilt, Preset position, or auto
Pan. The camera control wheel is able to manage the direction, speed of pan and tilt, and display
“alert message”

Control wheel: With Up, Down, Left and Right directional button to allow you to adjust the
direction.

Center button: Home position and calibration.

Speed : Scale from 1 to 7. 1 is the slowest one and 7 is the fastest.

Speed 1 2 3 4 5 6 7
Angel/Sec 3 20 40 60 80 100 120

Zoom: Zoom could be Zoom In or Zoom Out on camera. If camera has zoom capability, it will
control zoom motor. If camera has no zoom capability, the digital zoom will be applied as
default.

Preset : Device could have 16 position with capability to naming the position so that you can
expedite the camera pan/tilt by one button. Procedure described as follow:
1) Select SET, a sub window will popup
2) Select Location Number from sub windows and enter the position name.
3) Control camera wheel to desire location for this position identity
4) Click “Update” and “exit”.
5) You may test by select number on control panel and press “go”. Camera will speedy
to turn to that location you set easier.
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Tour : Device could be arranged by automatically “touring” each “preset location” with still stand
at that location for a dwelling timer. The timer is configurable. Procedure describes as
follow:

1) Select SET, a sub window will popup

2) Select Location Number from sub windows and enter the position name.

3) Control camera wheel to desire location for this position identity

4) Click “Update” and “exit”.

5) You may test by select number on control panel and press “go”. Camera will speedy
to turn to that location you set easier.

A NEp://192.168.31.200/ - MICrosolt Internet Explorer = [EX]]

Q- ©-x B & SO searcn iz pavories ) - 8 = @ 3

&1 https /132, 168, 31,200 . .
&l hto: — S 3 hittp://192.168.31.200 - Preset Setting - Micro... [ |[E1] K] cepmer e e e 10

v ©0 @

=i Preset Setting
s Presst List

No  Name

]

speed [1 1§
Preset | ¥
reset Setting

Location Name
Tour M
‘ I: Location Number

(& Lo ) (oo ) B

AutoPan | En

Alert
€] pone & Internet
|
Save AlertImg
Source : Format:640 x 480 FPS:30 BitRate: 546Kb
i ol
LIEES =] & ternet i

AutoPan: Device could be paned automatically from left to right and right to left until you disable
it.

Alert Message: Enable/Disable button is to enable or disable alert message (Max 50 message).
When you leave this page, the alert messages will not be saved. Detail alert message,
please refer to setting-=>application setting-=>event.

Save Alertinglmg: Enable/Disable button is to enable or disable save alert image to the directory
of SNAPSHOT defined at Path.

Please refer to Setting/Application Setting/Event/Event for more detail.
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6.Setting Page

System :
vl Asante Asante Network Camera Live View | Setting
Basic Setting System Setting
System System Info .
video / Image ~ Device Name [MEECH 1P CAMERS )
i MAC Address
1P Address
User
MNetwork Mask
Network
i Gateway
B Firmwware Yersion
m‘ . Firmuware Build Time
Application Setting Firrware Build Mumber |
Event
: 2 Current Viewers £
Motion Detection LED: Event status ;ON_.V.
Eirmware Upgrade | ED; Link status [on &
Eactory Default System Log
. 2000 Jan 1 00:00:09 - System boot up.
Beboot 2000 Jan 1 00:00:12 : HTTED listening on port 80
2006 Dec 16 17:33:47 - [127.0.0.1] root start live wiew
2008 pec 16 17:33:51 - [60.248 204.238] root start live view
2006 Dec 14 17:33:52 - [127.0.0.1] root start live wiew
2006 pec 14 20:07:17 - [127.0.0.1] root start live wiew
2006 Dec 14 20:27:47 - [127.0.0.1] root stop live view
2006 Dec 14 20:27:47 - [127.0.0.1] root stop live view
System Info

Device Name - Any Device Name should be entered without any space.
MAC address — Network Camera/server Ethernet Media Access Control (MAC) address.
IP address — Network Camera/server Internet Protocol (IP) address.
Network Mask — IP address network mask for subnetwork setting
Gateway — LAN or WAN to external IP address
Current Viewers — Counter for viewers
Firmware Build Time - Firmware Release date
Firmware Build Number - Firmware Release date
Firmware Version — Device Firmware version
Current Viewer: number of viewer
Event LED:

ON/Flash : any event trigger

OFF: Turn off the LED
Link LED:

ON/Flash : Any streaming flow through network
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OFF: Turn off the LED

System Log : Network Camera/server system log

Administrator can understand the usage on this device including ON and OFF device,
streaming viewer, Login users and time.

Video/Image :

Video image configuration

—
vl Asante Asante Network Camera Luewen | setting
Basic Setting Video / Image Setting
System Video / Image
Video / Image 3GPPR OEnable & Disable
P V!deo Format. |MIPEG ¥ ]
Py Video Resolution | CIF(352x288 f 320%240) ¥
User Frame per Second (FPS) 1~
Network video Quality O Fix Quality Best ¥
Date / Time @ Fix Bitrate im v
IP Filtering GOP e frames
Application Setting
Event osDh
Display Mod i
et et ciiln isplay Hads [(Date (Time [ Text
Display Text IPCam
Firmware Upgrade i e 1
Display Color 255 - (0~255)
Factory Default @
Reboot Sensor
Brightness |50 |(0~100)
Contrast _-515_ (0~1007

Vide/lImage: 3GPP

To view the camera image using a 3G cellular phone, click Enable to enable the 3GPP mode.
(Note: When the 3GPP mode has been activated, all relevant parameters are set
automatically and cannot be changed. .This is for the reason of compatibility).

Please refer to your 3G service provider to conduct all necessary setting.

To use the 3GPP function, the following requirements must be met. Contact your telecom
company
to learn more about the connection conditions):

1. 3G phone: Your cellular phone functions properly and supports 3G service. The
compatible cellular phones that have passed our test are: Nokia 6630, Nokia N73, Wibo
Winll, Nokia E61, Nokia N70, Nokia N93

3G phone number is available.

The 3G wireless networking service is available.

wn
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4. The camera has a fixed IP address.
5. The 3GPP mode is activated.

Example : Nokia N71. Follow these steps to set up your 3G viewing function.

Strearming

- rﬁw IR

~  Connecting
rtsp:/{60,248.204,23..

Open
Send
Find
Edit
Delete

Link
3204.241:554 fcam1/3

real

Connection to
server needed.
Connect?
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UIC Video Sepeer

'ﬁ RealPlayer i ﬁ Sead

H

Vide/lmage: Video Format

You can select MPEG4 or MJPEG as the video format. It is recommended to select MPEG4
for real-time browsing to optimize the bandwidth. MJPEG is a good choice for the best
resolution when video recording is required for collection of evidence.

Video Image: Video Resolution

Generally speaking, selection of resolution is depending on the bandwidth of the network you
can afford. This product offers different selections for video/audio settings. However, to ensure
video flow rate sustaining, you need a higher uploading bandwidth. Generally, it is
recommended to use CIF resolution for remote access using DSL or cable modem bandwidth
capacity. To meet other requirements, refer to Attachment B for more information. Please note,
the higher resolution the higher bandwidth. If you overrun your network bandwidth, the low
frame rate and disrupted frame picture will be observed.

Video Resolution: PAL/NTSC

D1(704x576 / 704x480)
VGA(640x480)
CIF(352x288 / 352x240)
QCIF(176x144 /176x112)

PwnpE
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v Asante

Basic Setting
System

Video / Image
Audio

User

Network

Date f Time

IP Filtering
Application Setting
Event

Motion Detection
Firmware Upgrade
Factory Default

Reboot

Asante Network Camera

Video / Image Setting

Video / Image

3GPP

Video Format

Video Resolution

Frame per Second (FPS)
Video Quality

GOP

asDh

Display Mode
Display Text
Display Colar

Sensor
Brightness

Cantrast

(Enable @ Disahle
MIPEG |
| 176x144 / 176x112] |

B

WVGA(640x450)

CIF(352x288 / 320x240)

QCIF(176x1d4 / 176x117)
e

frames

[pate [ Time [ Text
;IPCam I

s |{o~es§)
50 | (a~100;
|55 | to~100)
EneEs

Video Image: Frame Per Second (FPS)

Live Yiew | Setting

Frame per Second (FPS): Frames per second to stream on the network
NTSC have 30, 15, 10, 7, 6, 5, 4, 3, 2, frame rates selection

PAL have 25, 12, 6, 5, 4, 3, 2, 1 frame rates selection

v Asante

Basic Setting
System

Yideo / Image
Audio

User

Network
Date f Time

IP Filtering
Application Setting
Event

Motion Detection
Firmware Upgrade
Factory Default
Reboot

Asante Network Camera

Video { Image Setting

Video [ Image

3GPP

Wideo Format

wvideo Resolution

Frame per Second (FPS)
video Quality

GOP

osD

Display Mode
Display Text
Display Color

Sensaor
Brightness

Contrast

(OEnable @ Disahble

|miFEG V|
[QEIF(176x 144 / 176x112) (W]
|1 el

i Bast v/
= Quality . as o6
10 Ritrate |imM
= edhite
j i frames
B
:
3
i jeCITime ClTex:

|

2 - | (0~255)
[sn | {o~100)
|ss  l{0~100)

Video Image: Video Quality

Live ¥iew | Setting

Video quality subjects to be determined by the quality of each image frame or quality of
consecutive video motion which we offer. When you select this, the bandwidth will be variable bit
rate and depends of the motion changing. The higher motion the higher bandwidth is required.
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Fix Quality: Device will perform best effort in the quality level of

aoprLONE

v Asante

Basic Setting
System
Yideo / Image
Audio
User
Network
Date f Time

1P Filtering
Application Setting
Event

Motion Detection
Firmware Upgrade

Factory Default
Reboot

Best
Better
Normal
Fast
Fastest

Asante Network Camera

Video { Image Setting
wideo / Image
3GPP

Yideo Format
Yideo Resolution

(OEnable @ Disable
| MIPEG W

Frame per Second (FPS) E
videa Quality (O Fist Quality

@) Fix Bitrate
Qsh
Display Made [Opate [ Time [ Text
Display Text [ J
Display Color o i(DwQSS)
Sensor
Brightness [_SD . ] (0~100)
Contrast [ss | to~100

Live ¥iew | Setting

Fix Bit Rate: This device offers 15 different rates, Higher the bandwidth you select, the better and
smooth video quality will be delivered. This is a constant bit rate quality which the video
will be within the range of bandwidth you select.

v Asante Asante Network Camera

Live Yiew | Setting

Basic Setting Video / Image Sefting
System Video / Image

video / Image

3GPP
Video Format

(OEnable ©Disable
| MIPEG W |

Audio ’ : ———
Videno Resolution | QCIF(176x144 / 176x%112) ¥ |
User: Frame per Second (FPS) |1 |
Netwaork video Quality O Fix Quality Bast (¥
Date / Time @Fiy Bitrate | aM v
. T
IP Filtering GOP | ] 3.5M
Application Setting g'\gM
Event O_SD 2M
] 8 Display Mode Ooate CTime C]2.5m
Motion Detection 3 1M
Dizplay Taut |TPCam JegK
Firmware Upgrade : i
Display Color l2ss g:gE 55)
Factory Default [Save 284K
Reboot Sensor i iggﬁ
Brighthness [50 E4K 0o)
= 22K
Contrast |ss TTU~100)
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Video Image: GOP (Group Of Pictures)

GOP provides users with the function to set the pages of the | Frame and P Frame to be
transmitted in the MPEG4 mode. Basically, the | Frame page contains the entire picture and
needs higher bandwidth, while the P Frame page only contains the parts that are different from
the | Frame and needs lower bandwidth. Hence, when you need to transmit the pages without
disruption in a normal network environment, you can set up a higher GOP. For example, if
GOP 25 is selected, 24 P Frame pages will follow 1 | Frame page, and so forth. However,
packets may be lost when they are transmitted in a congested network environment. In this
case, the following P Frame pages may bring about disruption of the transmission because
they lose the reference upon which the difference from the | Frame is identified. You may
change GOP to 10 with this concern to avoid disruption of the transmission. The GOP is 15 by
default.

Video Image: OSD

You can set to display the date, camera name and other information on the screen.
Video Image: OSD: Display Mode
You can select to display the date (Date), time (Time) or text (Text).

Video Image: OSD: Display Text

You can key in the text to be displayed on the screen (Ex.: Lobby IP Cam)

Video Image: OSD: Display Color

256 colors and tones from 0 (deepest black) to 255 (lightest white) are available for display of
the text.

Video Image: OSD: Sensor (Brightness/contrast adjustment)
Video Image: OSD: Sensor : Brightness

Brightness: Adjustable between 0~100
Video Image: OSD: Sensor : Contrast

Contrast: Adjustable between 0~100
Or it could be adjusted at front panel.
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vl Asante Asante Network Camera Live View | Setting

Basic Setting Video / Image Setting
System video / Image
video / Image 3GPP Q_E_rj_a_l_l_lg: (& Disable
P Video Format MIPEG V| -
video Resolution CIF(352x288 / 320x240) ¥ |
User Frame per Second (FPS) 1 ¥
Network wideo Quality OFix Quality  [Best  v|
Date / Time Q_Fix Bitrate [ |
p— GOP 1 | frames
IP Filtering L J
Application Setting
Event O_SD
; : Display Mode Opate [ Time [ Text
Motion Detection " s
4 Display Text |1PCam |
= u ; e
irmware Upgrade Dicplay.Color | (0255)
Factory Default E
Reboot Sensar
Brightness [ (0~100)
Contrast {0~100)

Audio.

Audio Setting:

Audio Raw Format: Audio Codec (No or 16bit PCM)

v Asante Asante Network Camera Live view | Setting

Basic Setting Audio Setting
System Audio —
video / Image Audio Raw Format | o audio b
Audio
User

Application Setting
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User Setting

User List:

v A
v Asante Asante Network Camera Live view | Setting
Basic Setting

System

video / Image I £ adrninizstrator

Audio

User

Network

|

Dt /-l User Setting

IP Filtering ananymaus login (JEnable @& Disable
Application Setting anonymous PTZ control (O Enable & Disable

Event Maximum number of simultaneous viewers !;q |

Motion Detection

Firmware Upgrade
Factory Default
Reboot

Add — Add user by setting Username, Password, and Privilege.

A table for user privilege format:
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User Administrator operator viewer
Live View \ \ \
System Setting v v
. . v v
Video Setting 3GPP v v
Audio Setting v v
Date / Time Setting \
User Setting root
v
Wireless v
DDNS setting v
PPPOE setting v
Network Setting Streaming v
UPnP v
SMTP v
SAMBA v
Notification v
IP Filter setting v
v v
Event Setting schedule setting v v
event server v v
trigger setting v v
Motion Setting v v
Firmware Upgrade root
Factory default v

Delete: Remove current user. Please note that “root” user can not be removed.

User Setting:

Anonymous login: Allow anonymous log in
Anonymous PTZ control: Allow user control PTZ
Maximum number of simultaneous viewers: Maximum of concurrent viewers.

vl A
(]
vt Asante Asante Network Camera Live view | Setting
Basic Setting User Setting

System

video / Image | administratar

Audio

User LL

Network

) (pdate

Date f Time User Setting

IP Filtering anonymous login (O Enable @ Disable
Application Setting anonymous PTZ control (O Enable @ Disable

Event Magimum nurmber of simultaneous viewers ;;D

Motion Detection

Firmware Uparade
Factory Default
Reboot
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Network.

]

v Asante

Basic Setting Network Sefting
System 1P &ssignment
Yideo / Image DHEP
s 1P Address

Subnet Mask
Default Gateway

DHS 1
Network DNS 2

User

Network

Wireless MAC Address

Strearning

SMTP Server

Samba

Motification
Date f Time

1P Filtering
Application Setting
Event

Motion Detection
Firmware Upgrade
Factory Default
Reboot

IP Assighment

Asante Network Camera

60,248.204.239 ]
255.255.255.224
AREARIEIRE

DHCP: Dynamic Host Configuration Protocol.

Live Yiew | Setting

Default is OFF. Factory preset IP address as 192.168.0.20.

DHCP setting will issue DHCP request to any available DHCP server in your network
environment. On the return, you will receive a “legal” IP address, Subnet mask, Default

gateway, DNS 1, DNS 2:

DNS: system can not run without a correct DNS, particular to the SMTP mail, and DDNS

service.

Wireless Setting:

Wireless

AP Information

Wireless network Camera do allow you to search available wireless AP(Access Point) near the
network camera device. The default will scan after you switch to this page or you may scan

again to search the update AP.
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From the AP information table, you can find out the SSID, Mode, Channel, Encryption, Quality,
and MAC address, where SSIS is the only item you need to select to configure network
wireless setting. Encryption is required to be identical to AP encryption setting. Please consult
your IT manager to acquire the Encryption Key information and at least one key is required.

-~
v Asante ASANTE MPEG4 IP CAMERA Live View | Setting
Basic Setting Wireless Setting
System AP infomation
video / Image SSID Mode Channel Encry. Quality BSSID
Audio 7 o 8 0 00
User ke G
Network
Network r
Wireless Wireless
Streaming Mode
Authentication Type
S5ID
WEP Encryption i)
@®KeY 1
QOKeY 2
QOKeY 3
Notification QKEY 2 .
Wireless IP Assignment
Date / Time DHCP @On OOf‘f
IP Filtering IP Address [165.254.128.2
Application Setting Subnet Mask
Event Default Gateway
Motion Detection DNS 1
Firmware Upgrade DNS 2
Factory Default MAC Address BD:
Reboot
v
-@j & Internet
Mode:

Infrastructure: WALN Infrastructure | sunder WLAN AP or bridge AP network mode.

AdHoc: A P2P allows wireless devices to directly communicate with each other. Wireless
devices within range of each other can discover and communicate directly without involving
central access points. This method is typically used by two computers so that they can
connect to each other to form a network.

Mode: Selection of the wireless networking mode

1. Infrastructure: Infrastructure networking mode

This camera uses the wireless Access Point (AP) as the hub when set to infrastructure
networking mode and connects to the network via the wireless AP.
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WORKSTATION 1

WL.PN AP
—&y—(=
. gt '
Internet Modem ‘-L i o
fl '
IP Camera /™

PC/Laptop

WORKSTATION 2

AdHoc networking mode

2. AdHoc: Point-to-point networking mode

This camera connects to other wireless devices via a wireless network when it is in the
AdHoc point-to-point networking mode; i.e. the product connects to other devices equipped
with built-in wireless connection function without the need to access from any AP.

Note: Where no IP address is assigned from the DHCP server, the system will set the
Link-Local Address automatically. However, it is not routable IP address in most
environments.

Note: Wireless LAN is very popular today, please note that user use the network camera is
recommended to use “1.5Mbps” or below bandwidth due to wireless connectivity’s are
subject to depend on the wireless signal strength from the location where network connect to
AP, building block signal, and all wireless traffic in single AP. All factors will significant impact
the quality for realtime streaming data such as video.

Unlike wired 100M/1000M Ethernet point to point throughput which give you a lot of
bandwidth room to use. Although WLAN technologies claims to have 54Mbps throughput, is
it a share bandwidth and condition usage network. Therefore, 1.5Mbps and 60% of signal
strength or higher are highly recommend. Above that bandwidth or low signal strength will
result packet loss, low frame rate, distort video image. Or you have to lower the frame rate,
video size or bandwidth.

Authentication Type:

Open System Authentication

Open system authentication simply consists of two communications. The first is an
authentication request by the client that contains the station ID (typically the MAC address).
This is followed by an authentication response from the AP/router containing a success or
failure message.

©2007 Asante Networks Inc., All rights reserved. NetCam are registered trademarks of Asante Network, Inc.
All other names may be trademarks or registered trademarks of their respective owners. Specifications subject to change without prior notice.

Download from Www.Somanuals.com. All Manuals Search And Download.



Shared Key Authentication

Shared key authentication relies on the fact that both stations taking part in the authentication
process have the same "shared" key or pass phrase. The shared key is manually set on both
the client station and the AP/router. Three types of shared key authentication are available
today for home or small office WLAN environments.

val A
vii Asante Asante Network Camera Live view | Setting
Basic Setting Wireless Setting
System Wireless
Yideo f Image Maode
; Authentication Type
Audio
SS5ID
User WEP Encryption e
Network EIKEY 1
Network OkEY 2
Wireless COkeY 3
; OKEY 4
Etreaming e _
Wireless IP Assighment
EPPoE DHCP Con ®oFF
DONS 1P Address 192.168.0.21
Upn Subnet Mask 255255 255.0.
SMTP Server Default Gateway 192.165.0.254 |
DNS 1 168.95.1.1
Samba =
DS 2
Motification Mac address o000, ?
Date / Time [Save ) [Reset |
1P Filtering

Application Setting
Event

Motion Detection
Firmware Upgrade
Factory Default
Reboot

SSID:  An SSID is the public name of a wireless network. You will use this to connect a
trusted wireless AP.

Wired Equivalent Privacy (WEP)

The process consists of an authentication request from the client, clear challenge text from the
AP/router, encrypted challenge text from the client and an authentication response from the
AP/router. Two levels for WEP keys/pass phrases:

1. 64-bit: 40 bits dedicated to encryption and 24 bits allocated to Initialization Vector (IV). It
may also be referred to as 40-bit WEP.

2. 128-bit: 104 bits dedicated to encryption and 24 bits allocated to Initialization Vector
(IV). It may also be referred to as 104-bit WEP.

WEP security mode: Select an encryption mode from the list. The format is “None” by default,
indicating that the security function is disabled.

Authentication mode: One of the following authentication modes is required when you select
a WEP encryption mode from the security list.

1. 64 Bit (10 Hex chars)

2. 64 Bit (5 ASCII chars)

3. 128 Bit (26 Hex chars)

4. 128 Bit (26 ASCII chars)

WEP key password encryption mode:
You can set up 64 Bit or 128 Bit WEP key password encryption mode. A set of 64 Bit
encryptions is equivalent to 10 sets of hexadecimal digits or 5 sets of ASCII characters. A set
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of 128 Bit encryptions is equivalent to 26 sets of hexadecimal digits or 13 sets of ASCII

characters.
Encoding HEX ASCII
Available characters 0~9, a~f, A~F 0~9, a~f, A~Z
64 Bit 10 5
128 Bit 26 13

Example.: Wireless mode setting (applicable to most situations)

Selection:
1. Mode: Select Infrastructure to connect the camera to a wireless base station.
2. Authentication Type: Select Shared Key.
3. SSID: Enter the server name of the base station.
4. WEP Encryption: Select the encrypted key that is the same as the base station.
5. KEY: Select a group that is the same as the wireless base station. You must select
KEY1 for base stations that only have a set of keys.
. DHCP ON/OFF: DHCP ON is recommended.
. Save the settings.

~N o

Restart the equipment.

]
v Asante Asante Network Camera Live view | Setting
Basic:Setting Wireless Setting
System Wireless
Y¥ideo f Image Mode Infrastructure 2|
" Authentication Type Open Systern ¥
audio Dpen:oy ste
551D
User WEPR Encryption
Network ® .
{ KEY.1 &4 Bit Keys (10 Hex Chars)
Metwark OKEY 2 64 Bit Keys (5 ASCII Chars)
128 Bit Keys (26 Hex Chars)
Wireless (KEY 3 128 Bit Keys (13 ASCII Chars)
: OFKEY 4
Strearming et -
Wireless IP Assignment
FPPoE DHCP O oN @ oFF
DONS IP Address 192.168.0.21
UPRP Subnet Mask 255,255,255.0

SMTP Server

Default Gateway
DMS 1

192.168.0.254
165.951.1

Wireless IP Assignment:

DHCP: Dynamic Host Configuration Protocol.
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Default is OFF. Factory preset IP address as 192.168.0.20.

DHCP setting will issue DHCP request to any available DHCP server in your network
environment. On the return, you will receive a “legal” IP address, Subnet mask, Default
gateway, DNS 1, DNS 2:

Streaming

PPPOE

HTTP: HTTP is WWW application protocol using TCP port 80. This is very open to
most enterprise and home router/firewall system. Leverage HTTP for video streaming
would be easier for most environments but would potential receive more intrusion.

RTSP: TCP Port 554 as default. it has flow control it will guarantee of delivering by
giving buffering and retransmit mechanism. This device using RTSP (Real-time
Transport Streaming Protocol) to streaming the video/audio and it is a TCP
application.

RTP: UDP Port 50000 ~ 60000 as default. UDP is non-flow control protocol and it is
good for real time video voice application. However, the UDP packet will no guarantee
of delivering and re-transmit if UDP packet loss due to the network or intermediate 1P
network node congestion or service disruption.

vl Asante Asante Network Camera Live view | Setting
Basic Setting Streaming Setting
ot Streaming
Yideo / Image HTTP [80
Audio RTSP [554 »
User RTP So000  |+{60000
Network [SB_THHJ
Hetwark
wireless
Streaming
EPPoE
DONS
UPnp
SMTP Server
Samba
Hotification
Date / Time
IP Filtering

Application Setting
Event

Motion Detection
Firmware Uparade
Factory Default

Reboot

PPPoE: Point-to-Point Protocol over Ethernet, is a network protocol for encapsulating PPP
frames in Ethernet frames. It is used mainly with ADSL services. It offers standard PPP features
such as authentication, encryption, and compression. Unfortunately it has an MTU lower than

that of standard Ethernet which can sometimes cause problems with badly configured firewalls.
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PPPoE is a tunneling protocol which allows layering IP, or other protocols that run over PPP,
over a connection between two Ethernet ports, but with the software features of a PPP link, so it
is used to virtually "dial" to another Ethernet machine and make a point to point connection with
it, which is then used to transport IP packets, based on the features of PPP.

It allows the use of traditional PPP-based software to handle a connection which does not use a
serial line, but a packet-oriented network like Ethernet, to provide a classical connection with
login and password for Internet connection accounting. Also, the IP address on the other side of
the link is only assigned when the PPPOE connection is open, allowing the dynamic reuse of IP
addresses.
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Network: PPPoE (dial-up networking setting)

PPPoE: Point-to-Point Protocol over Ethernet is a protocol that supports access to a
high-speed wideband network using a PC and a wideband modem (such as xDSL, Cable,
Wireless modem). The user need only to equip the PC with an Ethernet card and apply to
an ISP (such as HiNet) and an ADSL provider (such as Chunghwa Telecom) for ADSL
service to roam the Internet through ordinary twisted copper wires.

PPPoE: Point to Point Protocol over Ethernet is applicable to networking via a xDSL or
cable modem. PPPoE setting must be executed in the LAN environment for your PC to
connect to ADSL. Follow the steps below to complete the setting:

1
2.
3.

Dial: You can select whether or not to dial when you boot the machine.
Use DHCP or fixed IP for connection to the LAN environment.

Key in the IP address of the camera and enter "PPPoE Setting" following the route
Setting = Basic Setting = Network=>» PPPOE.

Key in the xDSL "Username" and "Password" acquired from your ISP. Click to
confirm the setting.

Where the ADSL modem and the camera is connected via a switch-hub, you can
press “Reboot” or restart the machine manually to try PPPOE dialing when the setting
of the camera has been completed.

To observe the new IP address acquired when PPPoE dialing has been executed
successfully, follow the route Setting =» Basic Setting =» Network=>»Notification for the
IP information. You can acquire the new IP address via SMTP, FTP, and HTTP. Refer
to the “Notification Setting” page for more information.

Note: You can use the DDNS function to access the camera. Refer to the “DDNS Setting” page
for more information.

v Asante Asante Network Camera Live View | Setting

Basic Setting PPPoE Setting
[ Rl R .
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Network: PPPoE: PPPoE

Dial: You can select whether or not to dial when you boot the machine (On Boot or Off).
Username: Enter the username provided by your ISP.
Password: Enter the password.

Network: PPPoE: PPPoOE Information
IP Address: The IP address acquired when dialing has been executed successfully.
Subnet Mask: The subnet mask information acquired when dialing has been executed

successfully.
Default Gateway: The gateway information acquired when dialing has been executed

successfully.
DNS: The ISP domain name acquired when dialing has been executed successfully.
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DDNS

DDNS: Dynamic Domain Name Server

DDNS is a service that maps Internet domain names to IP addresses. DDNS serves a similar
purpose to DNS: DDNS allows anyone hosting a Web or FTP server to advertise a public
name to prospective users.

Unlike DNS that only works with static IP addresses, DDNS works with dynamic IP addresses,
such as those assigned by an ISP or other DHCP server. DDNS is popular with home
networkers, who typically receive dynamic, frequently-changing IP addresses from their
service provider. To use DDNS, one simply signs up with a provider and installs network
software on their host to monitor its IP address.

The service of DDNS on the Internet including www.no-ip.com and www.DynDNS.org.
Please note that some of gateway or router may register to DDNS, thus end point device sit
behind the router or gateway may not need to set the DDNS information.

4|
sl Asante Asante Network Camera Liveryiew | Betilha
Basic Setting DDNS Setting
System DDNS
Yideo / Imaqe Active © Enable @& Disahle
Audio DDHMS Server httrp://
Username
User
Password
Network B fiSraa
omain
B Save |[Resst
Wireles

Motification
Date / Time

1P Filtering
Application Setting
Event

Motion Detection
Firmware Upgrade
Factory Default
Reboot

Active: DDNS(Enable) or (Disable)
DDNS Server: Current support only http://dyndns.org. This is a free service.

Network: DDNS (Dynamic Domain Name Server Setting)

The IP address (for example 210.168.0.22) is like a telephone number, while the website
address is like a name in an address book. The DDNS allows the user to access the website
by entering the name of the website without memorizing a bunch of cold numbers.

When you apply for an Internet service, you will have at least one IP address from your ISP
that is either fixed or dynamic. Most of the ADSL service providers will give you a dynamic IP
for ADSL environments, which means your IP address will constantly change each time you
connect to the Internet. As a result, users from WAN environments will have much difficulty
finding the correct IP address. The DDNS (Dynamic DNS service) is created for exactly this
kind of moment. By updating your WAN IP address each time you connect to the Internet, the
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DDNS helps you locate your website and access your website easily. You can find a lot of free
DDNS service providers on the Internet, such as www.no-ip.com and www.DynDNS.org.

Some gateway-routers can directly communicate with DDNS. In this case, you may directly
enter your DDNS account on the setting page in the Internet router, and then the router will
update your WAN IP status whenever it is changed and report to the DDNS. If your router
does not support direct communication with the DDNS, you can download a small application
program on the DDNS service page to help you update your WAN IP.

Item Description:
Active: enables/disables DDNS

DDNS Server: currently we only support http://dyndns.org. This is a free domain name server
provided by DynDNS. You may log on this website for relevant information and apply for free
domain names.

Username: your account for the domain name you applied for
Password: your password for the domain name you applied for
Domain Name: the domain name you applied for.
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UPNnP: Universal Plug and Play

UPNP Device

If you connect your camera to a router, IP allocator, or wireless AP, your camera will possibly
be blocked by the NAT and can't be located on the Internet. To penetrate the firewall, activate
the supportive item- UPnP. The Link URL shows the external IP address and the port of the
router. Enter the IP address in the Internet Explorer to penetrate the NAT.

UPNnP (Universal Plug and Play)

If you connect your camera to a router, IP allocator, or wireless AP, your camera will possibly
be blocked by the NAT and can't be located on the Internet. To penetrate the firewall, activate
the supportive item- UPnP. The Link URL shows the external IP address and the port of the
router. Enter the IP address in the Internet Explorer to penetrate the NAT.

Network: UPnP: UPnP Device
Active: yes (enable)/no (disable)

Device Name: the name of the UPnP device

Network: UPnP: UPnP Traversal
Active: yes (enable)/no (disable)

Port Range: the range of the usable ports, from 32768 to 65535 as default
Link URL: Uniform Resource Locator, the web address

Click “Save” to confirm when you finish.
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ri Asante Asante Network Camera i) SUtRG
Basic Setting UPnP Setting
System UPNP Device
¥ideo / Image Active @yes Ono
Audio Device Name [MPEG4 1P CAMERA
e Save || Reset
T UPnP Traversal
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Network Port Range 32768 |~ ;55_535
Wirsless Link URL not ready
Save || Reset
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PPPoE
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UPnP
SMTP Server
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Notification
Date f Time
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Application Setting
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Firmware Upgrade
Factory Default

Reboot

UPNP setting
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To activate the UPnP function in Windows OS:
For example : Windows XP:
1. Windows component installation.

£ Control Panel

© ¥ | P [ rodes
¢ ¥ D B B X =

Accesshilty AddHardware  Addor  Administratve  Automatic Dateand Tme  Display  Folder Options
0

Remov... Qols ates
[l &)

Mail Mouse

witch to Category View

% Add or Remove Programs

B | cevmoimgars O souwties sorfom W)

Change or
Remove
Programs

Windows Components Wizard ‘X‘

‘Windows Components
You can add or remove companents of

Networking Services.

Add New To add or remave & camponent, dlick the cheok bax. A shadsd box means that only part

Programs To add ar removs a componert, cick ] % e component wil be nstallad. To sas what's included in & companent, lick Dealls

part of the companent wil be installsd
Details

Components:

Subcomponents of Networking Services

0.0MB

A‘f&‘f;om"e [ =2 Messags Queling
Foreaies WRMSH Exiort [ B Simple TCP/IP Services oome
s
UPnP User nteriace 02M8
@, [ 8510ther Network File and Print 59 ]
W 2800 ok Funrass

Set Program
Access and Description: Contains a varisty of spec]

Defauits Descrption:  Allows you to find and cortrol Intemet connection sharing hardware and

software that uses UPnP(TM).

Total disk space required: 54
Space available on disk: 11476

Total disk space required: 54.5MB
Space available on disk: 114763 MB

2. Open Windows firewall option

B Control Panel |;”EHX|

File dit  View Tools  Help #
@Rar) > Ij} pSEardﬂ [ Folders | [EH]~

'v‘ 4 Go

‘Control Panel

General | Exceptions | Advanced
B Switch to Category View ‘ ‘ ‘
Regional and Languagyg

‘Windows Firewall is blocking incoming network connections, except for the
programs and services sslectad balow. Adding sxceptions sliows some programs
e 3 - to work better but might increase your security risk.

L | uz‘ Scheduled Tasks
Programs and Services:

@) Help and Support
5 — Name ]
2 Remote Deskiop
]

Speech

[ WNC Server Free Edition for Win32
WNC Viewer Personal Edition for Win32
System wvsys Application

[ Windows Explorsr

Windows Media Connect

Windows Media Connect

EQER

ThinkPad Canfiguratiory =
[ Windrwe Media Connect £
[ AddProgram... | [ AddPor.. ][ Edt. Dekte
[} TrackPoint Accessibility| =
LA Display a notfication when Windows Firewall blocks a program
ﬁ Windows Firewall Wihat are the risks of allowing exceptions?

% ireless Link =
- ~

2. View the connection device using “My Network Place”
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b My Network Places

EEX

File Edit View Favorites Tools Help "P
& B! \_) |ﬁ' /:7 search [L_“ Folders v
E

Address tg My Metwork Places

Network Tasks

& Add a network place
% View network connections

3 o
<2 Setup a wireless network
for a home or small office

[m Hide icons for networked
UPnP devices
Other Places

@ Desktap
@ Entire Network

vj My Computer
|B My Documents

02y Printers and Faxes

Details

SMTP Server

SMTP server is to set for alarm triggering report via email format. When the criteria or
condition match on event from motion detection or alarm 1/O or manual trigger, the image will

Local Network

@
=,

D on Backup-computer
{Uic-albert-p4)

59,230.15.12

My Web Sites on MSN

e

-! Print Server PS-25F2CF

| =% Preload (C) on albertdaptop
___Tg {Albert)

71.5.38.190

be captured and email to the destination accordingly.

SMTP server: Setting SMTP server IP address or domain name address — for example
mail.comcast.net or your ISP available SMTP server. Please note that SMTP is
support only regular standard access using TCP port 25. If you are not using IP
address for specify the SMTP server, your DNS server need to set correctly so

that SMTP name resolution to IP could be successful.

SMTP From: Sender mail address — for example xxx@xxx.com. It is to notice recipient the

sender information.

SMTP Authentication: enable or disable to verify the login security.

Username: enter user valid account name (in most case, you do not need to put “@xxx.com”)

Password: enter user valid password

Select “SAVE” to save the setting.
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Samba

Samba is software that can be run on a platform other than Microsoft Windows, for example,
UNIX, Linux, IBM System 390, OpenVMS, and other operating systems. Samba uses the
TCP/IP protocol that is installed on the host server. It allows that host to interact with a Microsoft

Asante Network Camera

SMTP Setting
SMTP Server

SMTP From

SMTP Authentication
SMTP Username
SMTP Password

(Enable @ Disable

Gae)reset)

SMTP setting

Live ¥iew | Setting

Windows client or server as if it is a Windows file and print server.

This device offer a capability to seamlessly access external share file system which is not
managed by Linux such as Windows Operating System, Network Access Storage(NAS) or

Network Video Recorder(NVR).

To configure this IP surveillance device to store alarm video/image to a larger or secure or

Network
Camera

Browser
\/iawar

backup file system. You may activate as follows:

Active: enable or disable

Samba Authentication: enable or disable the security access
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Username: enter external file system account user name. (For NAS, please refer to NAS user
manual to create user name and password).

Password: enter external file system account password.

Path: Enter the full path of destination to store your information in format of IP address and
directory in the format as path //192.168.x.X/xxx where 192.168.x.x is storage IP address and
xxx is the root directory. Network camera will create a “AviFolder” below the home directory.

Shared Folder Size (MB) : The maximum size of folder
Max Record File Size (MB) : The maximum of each record file size.

Please note, if the record exceed the file folder size. The oldest file will be deleted and replaced
by newest record file.

v
vl Asante Asante Network Camera Live View | Setting
Basic Setting Samba Setting
System Samba
il ) Tiiade Aictive O Enable @ Disable
Kidic Samba authentication Enable Disable
Username
User
Passwaord
Network
Path i _
HELWG Shared Folder Size (MB) |
Wireless Max Record File Size (MB) |
Streaming Recycle Record Enahble Disable
CDNE
upnP
SMTP Server
Samba
Motification
Date / Time
IP Filtering

Application Setting
Event

Motion Detection
Firmware Upgrade
Factory Default

Reboot
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Notification

This setting is not necessary for a fixed IP address configuration. For a dynamic IP, you need
to update the IP address every time you connect to the Internet to access the camera. This
setting allows you to update the IP address by the automatic notification of IP address change.
Choose one of the following three notice options to update the IP address:

1. Notification via SMTP mail server
SMTP Notification
SMTP Notification: notification via SMTP mail server
SMTP Send To: the recipient, i.e. XXxx@xxx.com
SMTP Subject: mail subject
Select to complete and activate your settings.

2. Notification via FTP server
FTP Notification
FTP Server: FTP Server name.
FTP Port: FTP port. The default setting is 21 (recommended).
FTP Upload path: the path to upload files.
FTP Login name: the name to log in the FTP.
FTP Login Password: the password to log in the FTP.
Select to complete and activate your settings.

3. Notification via HTTP server
HTTP Notification
Server: the address of the server, i.e. http://.
Port: the port to access HTTP. The default setting is 80 (recommended).

Parameter: the setting of the parameters, refer to the installation setting of your HTTP
server.

Refer to the installation setting of your HTTP server for the setting of the parameters (such
as Username, Password, and Proxy).

Select to complete and activate your settings.
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v Asante

SMTP Server

Asante Network Camera

HTTP Motification
HTTP Motification

Basic Setting Notification of IP address Change
System SMTP Motification
illen S Thage SMTP Motification CEnable @ Disable
i SMTP SendTo
SMTP Subject
User
Network FTP Motification
— FTP Motification OEnable @ Disable
. FTP Server |
Wwireless y
FTP Port 21
Streamung FTP Upload Path
EPPoE FTP Login Mame
DONSE FTP Login Password
UPnp

O Enable @ Disable

Live ¥iew | Setting

Samba Server p—— ]
Motification Port an
Date / Time el
S— Username
1P Filterin
Application Setting Passward
Event Proxy Address
Motion Detection ~ FYOXY Port 3128
Firmware Upgrade 'O UsErname
Proxy Password

Factory Default
Reboot

Notification setting
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Date/Time (date/time setting)

il A
(|
vi: Asante Asante Network Camera Live view | Setting
Basic Setting Date / Time Setting
System Server Time
video / Image Date:2006-12-16. | Time:[21:18:44
Audio PC time N R 3 e —
Date:|2005-11-15 | Time:[21:18:47
User B -
Network Tirme Setting
Date / Time Set Time O S_y_r_'nc_hf_op_izg_ with F_‘C's tirm TP O User Input
NTP Server 1 |198.123.30.132
SEfiliemon NTP Server 2 [192.43.244 15
Application Setting frzgatHie s O
NTP Server 3 1133.100.9.2
Event -
Date |2006-10-24
Motion Detection - =
Time |01:01:01
: b ; — .
Firmware Upgrade Time Zone | (GMT+08:00) Taipei ¥
Factory Default

Reboot

Date/Time setting
Server Time: Display the video device time.
PC Time: Display the local PC or Laptop time.

To synchronize the time, you may

1. Synchronize the time with PC’s time:

The preset method of time synchronization of the camera time with your PC time.

2. Get Time from an NTP server: synchronize the time with the NTP (Network Time
Protocol)

® Click on the “NTP” Button
® Enter the NTP server’s IP address.
® Press “SAVE” to activate it.

The camera will update its time once obtaining the NTP time.
Note: The default NTP servers are:

A. NTP Server 1: 198.123.30.132

B. NTP Server 2: 192.43.244.18

C. NTP Server 3: 133.100.9.2

3. Change the time manually:

® Click the “User Input”.
Select the format of date display, i.e. “yyyy/mm/dd” format.
Select the format of date display, “hh:mm:ss” by 24 hours format.
Select the time zone.
Select “Adjust” to adjust time.
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IP Filtering

This function is to allow or deny any particular IP device to access this video device.

-y
vl Asante Asante Network Camera .| SEn
Basic Setting IP Filtering Setting
System General
video / Image IP Filtering O Enable @ Disable
Addiia Palicy Oallow @ Deny
s
et Filtered IP Address
Network |
Date / Time
IP Filtering
Application Setting
Event

Motion Detection

Firmware Upqgrade _ |
| [ Remove || Removeall |

Factory Default |

Reboot
IP filter setting
General

IP Filtering: enables/disables the IP filter
Policy: allows/denies access

Basic Setting => IP Filter => Filter IP Address (Overview of the set IPs)
: enter the IP address you want to allow or deny the access of in the front field.

Remove|. removes a set IP addresses

Remove All: removes all the set IP address

Please note:
1. Improper use of this function may cause disconnection from Internet. You might need to

use hardware reset to reset to the factory default. Please refer to the “Factory Default”
for details.
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7. Application Setting

This camera is equipped with intelligent security management functions. It ensures security
monitoring by allowing user to define “trigger events” based on particular times and situations,
and sets the camera respond to the event.

Event

v Asante

Basic Setting
System

Asante Network Camera

Event Setting
Event List

¥ideo / Image Haime

Enable

Trig. /Sched.

Live ¥iew | Setting

Action

Audio

User
Network
Date f Time

1P Filtering
Application Setting
Event

Event

Add Event ] [ &dd Schedule ] [ Delete ] [ Modify ]

Trigger

Event Server
Motion Detection
Firmware Upgrade
Factory Default

Reboot

Add Event

2R http://192.168.31.104 - Event Setting - Microsoft Internet Explorer

Event Setting

General

Name

Response to event trigger
@ Always

) During time

O Never

Trigger by

O Alarm input

© Motion Detection
O video Loss

© ©On boot
Response process
[ Active alarm out
[ send mail

[] upload image to FTP server
[ send HTTP notification

[[] send TCP notification

O Goto preset location

Samba

Thu Fri Sat

[newo |
Sun Mon Tue wed
Start from | | Duration |

|(max 168:00 hours)

O alarm input 1 [ Alarm input 2
O areal O area2 O Area3

Duration |o

To mail address [

Subject [

[1 Return to home after event

Save Cancel

4] Done

& Internet

©2007 Asante Networks Inc.,

All rights reserved. NetCam are registered trademarks of Asante Network, Inc.

All other names may be trademarks or registered trademarks of their respective owners. Specifications subject to change without prior notice.

Download from Www.Somanuals.com. All Manuals Search And Download.



/Add Event |: Add Event setting page

Options:
General:
Name:

Name the trigger event here.

Response to event trigger: the time setting of the trigger event

Always:
During time:

Never:

Always monitoring

Check the date you want to monitor (Sun.~Sat.) and the duration of
monitoring here. For example, if you want to set the camera to monitor
from 7 pm after work to 7 am next morning from Monday to Friday, check
the boxes from Monday to Friday, enter “19:00” in the “Start From” field,
and enter “12:00” in the “Duration” field.

Do not set the time.

Trigger by: sources of trigger events (Note: You can only set one trigger event once.)

Alarm input:

Motion
Detection:

Video Loss:

On boot:

The alarm is triggered by the security equipment connected from the DI
terminals behind the machine, such as door/window detectors, infrared
sensors.

The alarm is triggered when motion is detected. The camera will send an
alarm when any objects appear in the set detection area.

The alarm is triggered by video loss. The camera will send an alarm when
there is no video transmission due to camera sabotage or other reasons.

The alarm is triggered by reboot. The camera will send an alarm when the
system is rebooted due to power shortage, sabotage, or other reasons.

Response process: trigger event response (Note: Multiple selections are available)

Active alarm
out:

Send mail:

Send HTTP
notification:

Send TCP
notification:

An event is detected by the security equipment connected from the DI
terminal behind the machine, such as high-decibel alarms, light projectors.
You can set the alarm duration in the “Duration” field.

The alarm will be sent to you by email.

The alarm will be sent to the HTTP server you specified. To use this
function, set the coordinative HTTP server in the Event Server setting page
in advance.

The alarm will be sent to the TCP Server you specified. To use this
function, set the coordinative TCP serv



Add Schedule Add Schedule setting page

2} http://192.168.31.104 - Event Setting - Microsoft Internet Explorer

Schedule Setting
General

Name |NewD |

Response to event trigger : :

® Always

) During time Sun Mon Tue Wed Thu Fri Sat
Start from | ! _i Duration |__ | (max 168:00 hours)

O Never

Response process

[ Active alarm out Duration 0 |

[[1 send mail To mail address |
Subject | |

- [

Upload image to FTP server  —
[] Send HTTP notification | |
Custom parameters| |

Message | |
[] send TCP notification | —— = |
Message | |

[J Go to preset location — ~|
[ Return to home after event

&] Done ® Internet

Samba

v

The Add Event setting page and the Add Schedule setting page are basically the same except
that the Add Schedule setting page does not have the option “Trigger by” to indicate the
sources of the trigger event.

Click to save and activate your settings when you complete setting.

Delete|: delete the event cluster setting.
Modify: modify the event cluster setting.
Note: Event response process will deliver to anyone of Input and Output. Please note that all
video messages could be large bulk file to be transmitted. Due to the limited network device

memory, the large storage file is not allowed. To make sure the alert video or image deliver
appropriately and precisely.

The following recommendation is for your reference if you want to store at least 10 seconds of
each event in any size. You may adjust the FPS/Vide size/Quality to record the alert message.

Recommend FPS for 10sec above storage 3fps 4fps 30 fps 30fps
Video size D1 VGA CIF QCIF
3M 12 sec 12 sec N/A N/A

Fix Bit Rate 1.5M 24 sec 24 sec 24 sec N/A
512K 44 sec 40 sec 28 sec 44 sec
128K 48 sec 48 sec 50 sec 53 sec
Best 12 sec 15 sec 20 sec 25 sec
Better 20 sec 18 sec 28 sec 25 sec

Fix Quality | Normal 28 sec 30 sec 43 sec 50 sec
Fast 48 sec 45 sec 60 sec 60 sec
Fastest 56 sec 48 sec 62 sec 62 sec

Note: Please note, SMTP mail, FTP server, TCP, and HTTP notification has very limited
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on-device memory. The above table is for your reference if you would like to use these types
of notification for event. However, SAMBA will be the only exemption which does allow as
many frames as you like due to the SAMBA is virtually local disk which can capture and write
to the disk at the same time as long as your network has reasonable throughput. SAMBA has
no limit to record the message and it is configureable.

Trigger

Trigger is for user to set manual alarm, record image or video via following method. There
are 3 types of trigger responses: alarm sending, LED status indicator flash, and emailing
the alarm or recorded image to the specified server. To use this function, enter the server
information by accessing Application Setting => Event => Event Server. You may perform
manual test as specified in this section once you complete the setting to ensure that all
functions are working properly.

<
v Asante Asante Network Camera Live View | Setting
Basic Setting Trigger Setting
System Trigger Alarm output
Yideo / Image Alarm output 1
T Trigger LED
T LED: Event status
User LED; Link status
Network Trigger mail :
Date / Time To mail address . |
e Subject | |
IP FIItBI’II’Ig s

Application Setting —
Event 9

:Upl_oad A1 file to FTP server

Event

Trigger  Custom parameters
Event Server ﬁﬁm

Motion Detection
Firmware Upgrade
Factory Default

Reboot

Message

1. Trigger Alarm output: Alarm output

Click “Set” to trigger the alarm. Click “Clear” to stop the alarm.

2. Trigger LED: LED indicator display

LED: Event status: click “Set” to turn on the LED event status indicator. Click "Clear” to
turnoff the indicator.

LED: Link status : click “Set” to turn on the LED Link status indicator. Click “Clear” to turnoff
the indicator.

3. Trigger mail: Sending mail

Click “Set” after you enter the email address and subject to test the integrity of the sent mail.
4. Trigger FTP: Sending AVI file to FTP Server

Upload AVI files to FTP server to test the file integrity.

5. HTTP Server: Sending message to HTTP Server

Upload message to HTTP server to test the message integrity. Enter the message in the
“Message” field. You may go to Application Setting => Event => Event Server to make a
complete custom parameters settings.

6. TCP Server: Sending message to TCP Server

Enter the message in the “Message” field.
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7. Trigger SAMBA: Sending message to Samba shared folder
Path: Enter the path of the shared folder in your PC.

Event Servers (setting for uploading trigger event file to the server)

You can perform a complete setting for uploading files to the server. Please set servers
(SMTP, FTP, SAMBA...etc) in the Event Server setting by the instructions below:

L/
vl Asante Asante Network Camera posose | serting
Basic Setting Event Servers
System
: = e
vitien!/ Tivabe 3 hitp-/f192 168 18 20 _.__ﬁaiﬂ: Microsoft Inle{'net Explorer
Audio
Event Server Setup
B Fip Server
Network Mame MewFtpServer
Date / Time Metwork Address
IP Filtering Login
Application Setting Password
Event Upload Path 8
Event M Part
Triaqer Passive Ll
Event Server
Motion Detection
Firmware Upgrade
Factory Default
Reboot @%ﬁﬁ © s

Click |Add Ftp| to go to the setting page and enter the information of the FTP server you specified.
3 hitp://192.168-31.200/ - Microsoft Internet Explorer - [B]x]
Ed e orites Tools Help L
O O MEAG Pue o @ 323 JO B
Address @htm:f{lgz.lss‘zl‘ 200/ "l Go ks *
il Asante ASANTE MPEG4 IP CAMERA Live View | Setting
Basic Setting Event Servers
System Event Server List
Video / Tmage Hame Protocol Network Address Upload Path User Hame
™ ALbertFIPSe...FIP
Audio
user
Network A hitp://192.168.31.200 - 7L2(D?4L - Microsoft Internet Explo...
Date / Time -
IP Filtering Event Server Setup
Application Setting Ftp Semer
Event IL MName NewFtpServer
Event E Network Address 71.6.38.190
Trigaer Login John
EvahitSEnier Password senenan
. h Upload Path /upload/jehn
Motion Detection i
Y d Port 21
Firmware Upgrade =
Firmware Upgrade CRERy '
Factory Default
Reboot
&] bone B Internet
& 2 B Intermet

Name: the name of the FTP
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Network Address: IP address of the FTP

Login: Log-in name

Password: Log-in password

Upload Path: Uploading path

Port: Port (Default Standard FTP port is 21)
Passive: Check to set the FTP status as passive

Click |Add Http| to go to the setting page and enter the information of the HTTP server you
specified.

i Asante Asante Network Camera T -

Basic Setting Event Servers
System Event Server List

Yideo / Image Hame Protocol Hetwo:

Audio .

Event Server Setup
User Tep Server ) L
Network Narme [MewTopserver

Date f Time | Metwark Address |

1
|
IP Filtering Port [

Application Setting

Event

[#da rtp ) [Ade Htp ] [ Add Top |

Event Server
Motion Detection
Firmware Upgrade
Factory Default
Reboot EEE @ EEER

Name: HTTP name

Network Address: HTTP IP address

Login: Log-in name

Password: Log-in password

Proxy: Proxy server name

ProxyPort: Proxy server port

ProxyLogin: Proxy server log-in name

Proxy Password: Proxy server log-in password

Click to go to the setting page and enter the information of the TCP server you specified.
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3 http://192.168.31.200/ - Micrasoit Internet Explorer

eﬁam > B @ {h ):\SEarrh *Favnnlﬁs @ ﬁv :; ‘ LJ @ 3

&) http: /192, 168.31.200/ v| Go  Lirks

Address

il Asante ASANTE MPEG4 IP CAMERA Live View | Setting

Basic Setting Event Servers

System Event Server List

video / Image Naue Protocol Network Address Upload Path User Name
ALbertFIPSe...FIP 71.6.38.190 /temp albert

Audio
User
Network
Date / Time
IP Filtering
Application Setting A http://192.168.31.200 - 7171 D7 - Microsoft Internet Expl
Event
Event (adirp | [addrip [ 2ddTd Eyent Server Setup
Tcp Server
Name MewTcp3erver
Network Address
Motion Detection Port
Firmware Upgrade 0K Cancel
Factory Default

Reboot

Trigger

Event Server

&] Done ® Intermet

&] Done =] ® mnternet

Name: TCP server name
Network Address: TCP IP address
Port: TCP port

: Modifies the setting value
: Removes the setting value
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Motion Detection

You can open the setting frame by clicking on the area to monitor. To set the area to monitor,
you can adjust the size of the frame by dragging the pointer to the frame edge and adjust
after you move the mouse to the desire location.

There are 3 frames available for setting. You may adjust the sensitivity of the area by
entering the degree of sensitivity in the “Sensitive” field. “1” is the least sensitive, and
the "100” is extremely sensitive.

Note 1 — 100 level of sensitivity may conduct too many false alarm due to ay light
change will cause the alarm. This is not highly recommended for detect any moving
object. Default is 60.

Note 2 — If you would like to set 3 areas separately and treat it as independent event.
You can create 3 different events accordingly.

Select to complete and activate your settings.

2 http://192.168.31.200/ - Microsoft Internet Explorer.

File Edit Wiew Favorites Tools Help 7]

Q- O HEQ Lo oo @ -2 B-L O B
Audres;@hnp /192, 168.31,200/ -
7l Asante ASANTE MPEG4 IP CAMERA Live View | Setting

Basic Setting Motion Detection
System

Sensitive [60 |

=
Sensitive |60

Date / Time

1P Filtering
Applicatien
Setting

Event

o
Sensitive |80

Motion

Detection

& Done & mntermet

©2007 Asante Networks Inc., All rights reserved. NetCam are registered trademarks of Asante Network, Inc.
All other names may be trademarks or registered trademarks of their respective owners. Specifications subject to change without prior notice.

Download from Www.Somanuals.com. All Manuals Search And Download.



Firmware upgrade

‘2 http://192.168.31.200/ - Microsaft Internet Explorer

File Edit View Favorites Tools Help ﬁ'
@Back - gl |ﬂ @ ;\J /._'Search :1:!/ Favorites 6:4 :‘ _- - .‘7 - | @ 3
acdress | ] http://192. 158.31,200 | Be ks>
7 Asante ASANTE MPEG4 IP CAMERA Live view | Setting
Basic Setting Firmware Upgrade Setting
System Firmware Info —
video / Trage Firmware Version ooz ]
Audio Firmware Build Time [z007 7 ]

Firmware Build Mumber E |
User L -

Firmware uparade
Network

Date / Time I | (Bronsz.. ) [submit
1P Filtering

Application Setting
Event

Motion Detection
Firmware Upgrade

Factory Default
Reboot

@ Done 0 Internet

Contact your dealer for more information about firmware upgrade. The sales representative
will send you the latest version via e-mail or from ftp server. When you receive the firmware,
please move the file (ulmage.gz) to known location at your PC and execute the upgrade
procedure as below.

Please follow the instruction and upgrade it !!
1. Close all active applications on your PC.
2. Select “Firmware Upgrade”
3. The Firmware Upgrade Setting page appears.
Click to select the location where the firmware file is stored.

4. Click [submit].
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The auto upgrade will start to run. The upgrade status shows the progress of the upgrade.

2 http://192.168.31.200/ - Microsoft Internet Explorer (=1
Fle Edit View Favorites Tools Help o
Qoo - O[] [F] Gy O seren fprmeme @i [Fe ) @b
Address @ http:ff192, 168,31, 200/ > Bce ins »

7l Asante ASANTE MPEG4 IP CAMERA Live View | Setting
Basic Setting Firmware Uﬁgrade Setting

System

Vidco £ Imane Firmware Version 1

N Firmware Build Time

Firmware Build Number 3
User

Network
Date / Time Upgrade Status...
1p Filtering | 355%

Application Setting
Event
Motion Detection
Firmware Upgrade
Factory Default
Reboot

€] Opening page http://192. 168,31, 200 /frmwareupgrade.cgi. . L B ntemet

When the firmware upgrade has been completed, the machine reboots automatically.
Reconnect to the server after 60 seconds.
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3 hittp://192.168.31.200/ - Microsoft Internet Explorer =1E3
File Edit Vs Fatvorites ols Help ﬂ" I
eBadt - d @ @ {h /:j Search *Favor\b&s @ .'-?:- :-;F - :J @ .ﬂ

Address @] rttps//192. 168.31. 200/ v Bso | inis »

fil Asante ASANTE MPEG4 IP CAMERA

Live View | Setting

Basicsetiing Firmware Upgrade Setting
video / Image Firmware Version

Audio Firmware Build Time

Firmware Build Number 3
User

Firmware upgrade

Network
Date / Time

1P Filtering
Application Setting
Event

i

Motion Detection
Firmware Upgrade System reboot, please walt 26 seconds.

Factory Default

Reboot

£

@ Done ‘ Internet

Note: You can not interrupt and power off the network camera while it is process of
upgrading. The system may be damaged severely and may need to RMA for repairing.

Firmware upgrading in a wireless network environment is not recommended.

When the firmware upgrade has been completed, you don't need to restart the camera
manually. The camera will reboot automatically after 60 seconds (Reboot OK). Then open
the IE browser and key in the IP address (The original IP address remains undeleted).
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Factory Default
You can use this function to reset to factory default, but all changes, including the IP

address, you have made are deleted.

Factory Default: Reset to factory default.

A http://192.168.31.200/ - Microsoft Internet Explorer

Fle Edit View Favorites Tools Help i
Qe - © \ﬂ |EL| _;\ S seach g raventes €2 (- .; |- @ b 3
Address [{@] http: 192, 168,31, 200/ ¥ B e
il Asante ASANTE MPEG4 IP CAMERA Live View | Setting
Basic Setting Factory Default Setting
System Factory Default
video / Image Resets all parameters, except the IP parameters Set
At Resets all parameters Set
Backup
User
Backup all parameters
Networlk
Date / Time
Restore backup parameters
1P Filtering
Application Setting [ |(Bewse.]) [submi
Event ‘

Motion Detection
Firmware Upgrade
Factory Default

Reboot

&) B Internet

Resets all parameters, except the IP parameters:

You can use this function to reset to factory default. All changes you have made are
deleted but the IP address and all settings relevant to networking remain valid,
including cable and wireless network settings. Click to complete the reset.

Resets all parameters:

You can use this function to reset to factory default. All changes, including the IP
address, you have made are deleted. Click and a warning window appears to ask if
you really want to reset to factory default. Click “OK” to complete the reset.
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Backup: Data backup

Back all parameters:

Back up all changes you have made. When you click [Backup], a file download window
appears. Back up the file named param.bin (Attention: Don't change the file name;
otherwise, the backup may fail.)

) http://192.168.31.200/ - Microsaft Internet Explorer

@Badc - @ @ ib }':)Search ‘;LFawontes & Bv :% - |_J @ 3

Address |@ http://192, 163, 31, 200/ v‘ Go |Links
7l Asante ASANTE MPEG4 IP CAMERA Live View | Setting
BaAcicSeting Factory Default Setting
System Factory Defaylt :
Video / Image R File Download B3] =
Audio Res_ets all paf Set
oo Do you wanl lo open or save this file?
user
E [(Backup |
Network gedapaliod e Name: param.bin ey
e p=1 Type: YLC media file (bin)
e Restore b From:: 192.168.31.200
IP Filtering
Application Setting
o Open | [ save | [ cancel ]
Motion Detection
Firmware Upgrade @ Wihils files from the Intemat can be ussful, some files can potertialy
ham your computer. f you da net tust the saree, do ot open ar
Factory Default save this fie. Whet's the ris?
Reboot
&] Done B Internet

File backup
Restore backup parameters:

You can select this function to restore the changes you have made. To do this, click

to select a backup file and click to confirm the restoration.

; ht:tp:fﬁ 92.1 @8.31 200/ - Microsoft Internet Explorer

Qe - © B @ f:] pSEard’| *Favnnt&s & Bv ; ™| @ 3

address (] http: /192, 168,31, 200/ "| Bloo ks
7 Asante ASANTE MPEG4 IP CAMERA Live View | Setting
Basic Setting Factory DgempiB @
System Factory Defauf -
et Resets all par Lookin: [ V10073 s rEsE
Audio Resets all par] ’E (L WISIFCam_V 1.0,0.7_uImage
3 Limage
User
User My Recent
e Backup all pa il
Date / Time
1P Restore ba
IP Filtering Deskion
Application Setting |:
Event
Motion Detection My[;ommems
Firmware Upgrade
Factory Default
Reboot My Computer

My hietwnrk File name: || —'] &
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Reboot

You can enable this function for the camera to reboot automatically.

A http://192.168.31.200/ - Microsoft Internet Explorer
File Edit View Favorites Tools Help .’ﬁlr

eEack - &9 @ @ Lh /'.j\JSeard‘! \::l\?Fa'mntes @ t:—‘,v
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8. Attachment A: External Alarm

In addition to the motion detection executed by the internal software application, the camera can
connect to external infrared detectors, beepers, and smoke detectors. For more information about
these external devices, contact to your local retailer, dealer or installation service provider. This
camera provides a standard Alarm 1/O for you.

This product is provided with 2 sets of digital inputs and 1 set of digital outputs. Pin 1 and Pin 2 of the
terminal are used for external sensor 1, while Pin 2 and Pin 3 are used for external sensors 2. Pin 4,
5, and 6 are relays to control the normal open/normal close of external devices.

Pin



External Alarm I/O Circuit Diagram
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9. Attachment B: Bandwidth Estimation

Please note the value of the table is for reference only. The bandwidth utilization is determined by the
factor of

1. Quality setting — Bandwidth subjects to determined by best effort or fix bandwidth setting.
Video clarity and smooth motion are two complete different characteristic of compression.

2. Video scene - The scene will conduct the key factor of bandwidth will be used. More
motion change, the higher bandwidth will be consumed in general compression
technologies rule of thumb.

3. Network throughout — you may have 10Mbps, 100Mbps, 1000Mbps Ethernet or 12mbps
802.11b, 54Mbps 802.11g or 110Mbps WLAN 802.11n or above with varieties of signal
strength.

Effort Base Video Qualit

Image

; Better Normal Fastest
Resolution
176 x 122

(QCIF) 47-370KBS N/A N/A N/A N/A
SS(ZC)I(F2)4O 370-700kbps | 170 — 325kbps | 120-260kbps | 110-227kbpS | 100-200KBPS
640 x 480

(VGA) 942-2000kbps | 610-1140kbps | 590-930kbps | 539-910kbps | 500-840kbps
704 x 480

(D1) 1300-2700kbps | 680-1450kbps | 580-1200kbps | 600-950kbps | 600-880kbps

For Example.: The transmission speed on the Internet is 2fps under 352 x 240, i.e. 40k*2=80k to
200*2=400k per second. It is suggested to apply for 512K "upload" bandwidth.

Note 1:  What the camera needs at the client end is the “upload” bandwidth. However, most ISPs
offer higher download bandwidth than upload bandwidth. Therefore, symmetrical bandwidth
is a good choice for users who need to streaming the video to external network.

Note 2:  Whenever you have a network planning, you may need to reserve 32 kbps to 64kbps for
audio.
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10. Attachment C: Frequently Asked Questions

Q. What are the differences between MPJEG and MPEG4 ?

A. The camera uses MJPEG or MPEG4 compression technology to provide quality images. MJPEG is
a standard image compression technology for years. It was evolved from JPEG which is compression
for still image. MJPEG’s compression ratio is relative low which implied the higher bandwidth is
required. MPEG4 is a next-generation image compression standard and can provide high image
quality at low bandwidth. This is for motion video compression technology and the compression ratio is
around 2 times than MPEG2 and MJPEG and it is great for video over IP and digital video recording.

Q. Is it possible to catch the image from the camera in a real-time manner?
A. Yes, you can use the snapshot function from the main control page.

Q. Can | access from anyplace from the Internet ?

A. Yes, you can access with some limitations from

(1) your office /home network outbound bandwidth — In general, you can not exceed the
outbound bandwidth you have. In most broadband network we have in place, the most popular
DSL/cable modem comes with 384kbps outbound. It implies the best video quality and affordable
video is CIF format and between 20 to 30fps.

(2) Your office/home router/firewall setting — Most of router should have capability to allow IP
device to be accessed externally. Please refer to your router user guide.

Q. What is ActiveX ? Where can | download it ?

A. ActiveX is Microsoft native runtime executable program which is very flexible to access and plug
and play. Network Camera is required an download ActiveX plug-in on the very 1st time access.
Viewer will be asked to install the ActiveX where the 1st time access the network camera. Without
ActiveX complete plug-in install, you will not be able to see a video screen on the home page. When
you access the network camera on the IE browser 1st time, your should be able to see a popup menu
to ask the permission to install ActiveX.

Q. How many users are allowed to view the camera simultaneously?

A. The maximum logical number of viewers is 20. However, due to the network bandwidth allowance, it
will be depend on the total bandwidth of the client accessing the camera. Please beware of that the
maximum bandwidth for one stream could be up to 5Mbps. Unless you have 100Mbps of network
infrastructure, unlikely you can enjoy D1 30fps with full bandwidth utilization on each stream with 20
users at the same time. On the other hand, if you have to have 20 users on a single 100M Ethernet
network, please either limit the bandwidth usage on each stream or lower the video size or lower the
frame rate.

Q. Is this areal time device and if there is any delay ?
A. Yes, this is a realtime but with few frame of delay. The video compression is required to store few

frames in advanced so that compression engine can compare the frame before and after to make the
best effort justification to compress. Few frame of delay is inevitable.
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Q. Can the camera be used outdoors?

A. The camera is not waterproof, so a special waterproof cover must be available for outdoor use.
Please note that the waterproof cover may affect the built-in pickup function of the camera.

Q. Can this device ON for 24 hours ?

A. Yes, it is designed to be 24 hours operation.

Q. Can I mount on ceiling?

A. Yes, you may need to reverse the image from top page on camera position.

Q. How fast is the video frame rate of the network camera ?

A. The network camera can perform up to 30 fps which is up to human vision can differentiate the
motion. MPEG4 can run full 30 fps in D1 and MJPEG could operate up to 15 fps in D1 video size.

Q. Can anyone out there on Internet can snoop the camera ? Or could we secure our privacy on
the camera access?

A. The user authentication is level one to protect you from being hi-jacked. You can reallocate HTTP
port to non-standard 80 HTTP for access as 2" level protection. Or you can use UDP or TCP special

port to access which is 3" level protection. Lastly, you can use IP filtering Setting to allow or deny
viewer be very specific so that only have few limited PC on that IP address could be viewed.
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11.Attachment D: Troubleshooting

Issue

Quick tips

What are the username
and password for the first
use and after reset to
factory default?

Username = root

Password=root.

Please change your password immediately after entering the system
to ensure information security.

What If | forgot Password

Administrator account is always there. Please use “root” log in and
change user password accordingly.

What If | forgot
“administrator’s password

Please “press” reset button on the back for more than 10 seconds
and reboot the system. You will be able to use “root” and “root”,
username and password accordingly.

Link LED does not light up.

. Check that the attached standard transformer is not damaged.
Plug the power cable and reboot the machine.
o|f the problem remains, contact your dealer for help.

What network cable is used
for the camera?

The camera uses a 10 or 100 Base-T Category 5 UTP network
cable.

How to install and operate
the camera behind a
firewall?

If you have a firewall in your network environment, please select
HTTP mode (Port80). Generally the port 80 is always open for the
browser to access the Internet.

| forgot the IP address of
the camera. What should |
do?

Use IP Finder to locate the IP address of the camera.
Please connect the camera and the PC on which the IP finder is
executed to the same hub.

IP Finder cannot find the
camera.

e When the camera still can't be located over 1 minute,
re-activate the camera.

e Do not connect the camera to more than one router or switch or
hub. The IP Finder will not be able to detect the camera.

e Please confirm that the IP address has been properly set.

e The anti-virus applications on the PC or the firewall might block
the IP Finder from execution. If you can not execute the IP
Finder, please disable your anti-virus applications or
firewall.

Or try to use different PC to verify if PC has issue to access.

Internet Explorer does not
display the camera screen
correctly.

Please be sure that the version of your Internet Explorer is 6.0 or
later. Should you have any difficulties, please log on the Microsoft
website to update your browser.

Microsoft website: http://www.microsoft.com/windows/ie.

IP Finder cannot store
network parameters.

« Do not use spaces. Use underline “_" or dash “-“.
« Your connection might have problems. Please ensure that the
network parameters and the camera connection are correctly set.

| cannot enter the login
screen and camera page
from Internet Explorer.
What should | do?

e The IP address of the camera is possibly being used by another
PC or device. Please disconnect the network cable from the
camera and execute PING to confirm if the IP address has been
used.

It is possibly due to the network cable. Please use the cross-line
network cable to connect the PC and the camera, and see if the
log-in screen appears.

» Be sure that the network connection and the settings are properly
configured.

» Be sure to enter correct IP address in the Internet Explorer. If you
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use dynamic IP address, the address might have been changed
after your last check.

« Internet traffic might slow down the webpage access. Please wait.

» Be sure that you are using http port. The default setting is Port 80.
It will be converted to the private camera IP address.

» The port assigned for your camera might not able to access the
Internet. Contact your ISP to acquire a usable port.

» The proxy server might be blocking you from connecting to the
camera. Do not set the proxy server.

» Please be sure that the default gateway address is correct.

« Your router might need Port conversion. Refer to the user manual
of your router for details.

» The package filtering function of the router might have blocked the
access to the external Internet. Refer to the user manual of your
router for details.

* If you are using DDNS, please remember to set the default
gateway and server address.

 If none of the procedures above is working, please reset to the
factory default values and re-install.

« If the problem still persists, there might be some problems with the
product. Contact the dealer who sold you the product for more
help.

No image appears on the « When using PC to connect to the camera for the first time, a

main control screen. security warning window will tell you that you need to download
the ActiveX control. When you are using Windows 2000 or
Windows XP, you might need a properly- authorized user account
to install the application

» Network traffic might slow down the video streams. If the video is
extremely slow, select a lower resolution for a lower bandwidth
requirement.

Check whether the Active X
control of the camera has
been installed in your
computer.

Select C:\Windows\Downloaded Program Files to check if the file
“Media Viewer Class” is registered. The status bar should indicate
the file has been installed. If you do not see this file, be sure that
your Internet Explorer security is properly set (the default value is
moderate). Re-connect to the camera main page and download the
file again. Incomplete download or installation of the camera ActiveX
control is the major reason for this problem. Check the security
setting of your Internet Explorer. Close and re-open Internet
Explorer, and enter the main page to see if you can log in.

Change the IE security setting to allow downloading unsigned
ActiveX control.

IE—>Tools—Internet Options—Security—Custom Level. Change
"Inactive" to "Tips" for the ActiveX control if required.

Internet Explorer displays
the following message:
Downloading the ActiveX
control is prohibited under
the current security
setting."

The camera can operate | * A firewall mechanism might have been activated. Check the

only in the LAN rather in setting of your system or ask your network administrator. To

the Internet environment. access the camera from the Internet, you may need to change the
setting of the firewall.

» Make sure that your camera does not conflict with other servers
on the same LAN.

» Check the router and make sure that its setting allows it to access
your camera from the Internet.

The number of frames
transmitted are less than
the defined value.

Congestion of the network or objects of the image may affect the
number of frames transmitted. The number of frames may be less
than the defined value when they are transmitted via a congested
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network.

e« The number of frames transmitted may become less when
multiple users are viewing the video stream.

e The network hub might be another reason for this problem,
especially when multiple camera video streams are viewed
simultaneously.

When the audit function is
activated, the video
streaming area becomes
black or the transmission
becomes slower.

* When you connect your PC to the camera, no sufficient bandwidth
is available to support more frames with the current resolution of
video streams. Reduce the resolution to QCIF(176x144) or CIF
(320x240) and deactivate the audio function.

» The audio signal needs 32 to 64 kbps of your bandwidth. You can
deactivate the audio function to improve the image quality. Your
Internet service may have not sufficient bandwidth to support
audio transmission.

Images cannot be
transmitted via e-mail or
FTP.

» Make sure the IP address of the gateway and domain server
(DNS) have been defined correctly.

» Where FTP still fails, contact your ISP or network administrator to
check the FTP server.

| can't control the camera to
move up, down, right, left or
to the center or preset
point.

 When communication to the camera stops, click "Refresh" on
your |IE browser to refresh the transmission.

It might be that other users are controlling the movement of the
camera.

» The horizontal/vertical movement of the camera has reached its
limit.

« The horizontal/vertical remote control option of the camera might
have been deselected.

| can't control the camera to
move up, down, right, or left
smoothly.

Delay might occur when you are accessing a video stream and
remotely moving the camera horizontally. Where significant delay is
identified when you move the camera horizontally or vertically
deactivate the audio streams and/or reduce the size of the video
stream...

Camera has a problem
focusing.

» The lens might be contaminated with dust, fingerprints, or other
dirt. Use a special cleaning cloth to clean the lens or adjust the
focus manually.

» Focusing might be impossible in some cases. If the object is too
close to the lens, more it away from your camera.

Color of the video stream is
too deep or light.

» Please confirm that the image your are watching has the best
quality. Adjust the setting of your display card (color quality) to at
least 16 bits (24 bits or more are recommended).

 Incorrect camera video setting. You may need to adjust some
parameters, such as brightness, contrast, color, and saturation.

Video stream flashes.

« Incorrect power cord frequency may cause flashing of the image.
Confirm that your camera uses NTSC or PAL system.

» The image flashes if the objects are black. In this case, adjust the
illumination brighter around your camera.

This is noise problem
during transmission of the
image.

Noise may be produced if you install your camera at a very dark
place. Adjust the illumination around your camera.

How to reboot my camera?

If you only need to re-boot the system and don't want to change any
setting, enter the Setting page and select the Reboot option at the
bottom of the screen. The system will reboot automatically.

| can't replay recorded files.

Confirm that you have installed Microsoft®’s DirectX 9.0 or above
and use Windows Media Player 9 or above.
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