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Preface

Compliance

USA

UL 1950, 3rd Edition
FCC Part 15, Class A
FCC Part 68

NEBS Level 3 for Type 2 and 4 equipment
GR-1089-CORE
GR-63-CORE

CANADA

® CSA C22.2 No. 950.95
® |CES-003, ClassA
e CSO03

See Chapters 2, 3, and 4 for detailed compliance requirements on each product.

Notices

This manual contains important information and warnings that must be followed to ensure safe
operation of the equipment.

DANGER! A DANGER NOTICE INDICATES THE PRESENCE OF A HAZARD THAT CAN OR WILL
CAUSE DEATH OR SEVERE PERSONAL INJURY IF THE HAZARD IS NOT AVOIDED.

CAUTION! A CAUTION NOTICE INDICATES THE POSSIBILITY OF INTERRUPTING NETWORK
SERVICE IF THE HAZARD IS NOT AVOIDED.

WARNING! A WARNING NOTICE INDICATES THE POSSIBILITY OF EQUIPMENT DAMAGE IF
THE HAZARD IS NOT AVOIDED.

NOTE: A Note indicates information to help you understand how to perform a procedure
or how the system work. Notes should be read before performing the required action.

liv
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Electrostatic Discharge (ESD) Precautions

ESD can damage processors, circuit boards, and other electronic components. Always observe the
following precautions before installing a system component.

1. Do not remove a component from its protective packaging until ready to install it.

2. Wear awrist grounding strap and attach it to ametal part of the system unit before handling
components. If awrist strap is not available, maintain contact with the system unit throughout
any procedure requiring ESD protection.

3. For more information, see Static-Sensitive Equipment Handling Procedures on page 3.

WARNING! INTEGRATED cIRcuITS (ICS) ARE EXTREMELY SUSCEPTIBLE TO ELECTRO-
STATIC DISCHARGE. UNLESS YOU ARE A QUALIFIED SERVICE TECHNICIAN WHO USES TOOLS AND
TECHNIQUES THAT CONFORM TO ACCEPTED INDUSTRY PRACTICES, DO NOT HANDLE ICS.

The ESD warning label appears on packages and storage bags that contain static-sensitive products and
components.

Access Navigator - Release 1.8 August 2003 1v
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Carrier Access Software License Agreement

PLEASE CAREFULLY READ THE FOLLOWING TERMSAND CONDITIONS CONTAINED IN
THISLICENSE (THE "LICENSE") BEFORE OPENING THE SOFTWARE PACKAGE; OPENING
THIS PACKAGE INDICATESTHAT YOU HAVE ACCEPTED THESE TERMS AND
CONDITIONS AND AGREE TO BE BOUND BY THEM.

CARRIER ACCESS CORPORATION provides this Software and licenses its use to you, the
LICENSEE, pursuant to thefollowing terms. "LICENSEE" meansthe entity that has accepted theterms
and conditions of this License by opening this package, referencesto "LICENSOR" mean "CARRIER
ACCESS CORPORATION" and references to the " Software" mean all of the contents of thefiles,
disks, CD-ROMs or other mediawith which this Licenseis provided. LICENSEE assumes
responsibility for the selection of the Software to achieve LICENSEE's intended results. Further,
LICENSEE isresponsible for the installation, use, and results obtained from the Software.

License

LICENSEE desiresto license from LICENSOR and LICENSOR desires to license to LICENSEE
the Software that isan integral element of the communication and equipment package marketed by
LICENSOR.

LICENSEE hasthe limited non-exclusiveright to use the accessed Software only on the number of
units agreed to in the purchase order under which the Software was purchased. LI CENSEE may not
transfer the Software from one unit to another even though the Softwareis used on only one unit at
atime. LICENSEE may not provide copies of the Software to any third party. LICENSEE may
make one copy of the Software solely for backup purposes. LICENSEE may not modify the
Software.

LICENSEE agrees that it will not attempt to alter, disassemble, decrypt or reverse engineer the
Software. LICENSEE will not make, or have made, or permit to be made, any copies of the
Software or portions thereof, except as necessary for its use with the number of units previously
agreed upon in the purchase order under which the Software was purchased. LI CENSEE agreesthat
any such copies of the Software shall contain the same proprietary notices that appear on or in the
Software.

Title and Risk

Title to the Software, including the ownership of all copyrights, mask work rights, patents,
trademarks, trade secrets, and all other intellectual property rights subsisting in the Software,
documentation, enhancements, adaptations, and to any modifications thereto shall at all times
remain with LICENSOR.

LICENSEE shall make no claim of any ownership, interest in the intellectual property rights,
including without limitation copyright and patents, in the Software, enhancements, and any
adaptations, developments, or modifications thereof.

LICENSEE acknowledges that the laws and regulations of the United States restrict the export and
re-export of commaodities and technical data of United States origin, including the Software.

1vi
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Preface

LICENSEE agrees that it will not export or re-export the Software in any form without the
appropriate United States and foreign government licenses. LICENSEE agrees that its obligations
pursuant to this Section shall survive and continue after any termination or expiration of rights
under this License.

Copyright

The Software is copyrighted by LICENSOR and, except as permitted by this License, LICENSEE
may not duplicate the Software or disclose it to any other party.

Term

This Licenseis effective until terminated. LICENSEE may terminate it voluntarily at any time.
Voluntary termination by LICENSEE must be accompanied by complete destruction of the
Software and all copies thereof. LICENSOR or LICENSOR's Licensors of the Software may
terminate this License without notice upon LICENSEE 's failure to abide by this License.

Warranty

For aperiod of ninety (90) days after theinitial delivery of the Software to LICENSEE (the
"Software Warranty Period"), LICENSOR warrants that the Software, when used as permitted
under this License will operate substantially as described in the Software published specifications.
LICENSOR will, at its own expense and as its sole obligation and LICENSEE's exclusive remedy
for any breach of this warranty, use commercially reasonable efforts to correct any reproducible
error in the Software reported to LICENSOR by LICENSEE in writing during the Software
Warranty Period, or to replace the defective Software. If LICENSOR determinesthat it isunable to
correct theerror or replace the Software, LICENSOR will refundto LICENSEE all licensefeespaid
for the Software, in which case this License and LICENSEE's right to use the Software will be
terminated. Any such error correction or replacement provided to LICENSEE will not extend the
original Software Warranty Period

Disclaimer

ALL WARRANTIES OTHER THAN THOSE STATED IN THISLICENSE, EITHER
EXPRESSED OR IMPLIED, ARE DISCLAIMED ASTO THE SOFTWARE AND ITS
QUALITY, PERFORMANCE, OR FITNESSFORANY PARTICULAR PURPOSE. LICENSEE
BEARS THE ENTIRE RISK RELATING TO THE QUALITY OF THE SOFTWARE AND |F
THE SOFTWARE PROVESTOHAVEANY DEFECTS, LICENSEE ASSUMES THE COST OF
ANY NECESSARY SERVICING OR REPAIRS.

LICENSOR MAKES NO OTHER WARRANTIES, EXPRESSED OR IMPLIED, INCLUDING,
BUT NOT LIMITED TO, ANY WARRANTY OF MERCHANTABILITY OR FITNESSFOR A
PARTICULAR PURPOSE TITLE, AND NON-INFRINGEMENT OF THIRD PARTY RIGHTS.

Limitation of Liability

IN NO EVENT SHALL LICENSOR BE RESPONSIBLE FORANY INDIRECT, EXEMPLARY,
SPECIAL, INCIDENTAL OR CONSEQUENTIAL DAMAGES INCLUDING WITHOUT
LIMITATION ANY LOST DATA, LOST PROFITS, AND COSTS OF PROCUREMENT OF
SUBSTITUTE GOODS OR SERVICES, ARISING FROM OR RELATING TO THESE
LICENSE TERMS, HOWEVER CAUSED AND UNDER ANY THEORY OF LIABILITY

Access Navigator - Release 1.8 August 2003 vii
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(INCLUDING NEGLIGENCE, CONTRACT AND TORT), EVEN IF LICENSOR HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

THE AGGREGATE LIABILITY OF LICENSOR TO LICENSEE IN RESPECT OF ANY AND
ALL CAUSESOF ACTION AT ANY TIME OR TIMES ARISING OUT OF THIS LICENSE,
INCLUDING WITHOUT LIMITATION ANY BREACH OF WARRANTY, SHALL NOT
EXCEED AN AMOUNT EQUAL TO THE SOFTWARE LICENSE OR PURCHASE FEE PAID
PRIORTO THE TIME WHEN SUCH CAUSE OF ACTION ARISES, REDUCED BY TWENTY

PERCENT (20%) FOR EACH SUBSEQUENT YEAR, WHICH SHALL HAVE EXPIRED
PRIOR TO THAT TIME.

Jurisdiction and Venue

ThisLicense shall be construed and interpreted according to the laws of the state of Colorado. Any
action or proceeding arising from or relating to these License Terms shall be brought solely in the
state and federal courts of Colorado, and each Party irrevocably submits to the jurisdiction and
venue of any such court in any such action or proceeding.

Lviii August 2003 Access Navigator - Release 1.8
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Warranty

Carrier Access Corporation conditionally warrants to BUY ER that PRODUCTS are free from
substantial defect in material and workmanship under normal use given proper installation and
maintenance for the period of five years from the date of shipment by Carrier Access Corporation.

BUYER will promptly notify Carrier Access Corporation of any defect in the PRODUCT. Carrier
Access Corporation or its agent will have the right to inspect the PRODUCT or workmanship on
BUYER'S or BUYER’S customer premises. Carrier Access Corporation has the option to: (a) repair,
replace or service at its factory or on the premises the PRODUCT or workmanship found to be
defective; or (b) credit BUY ER for the PRODUCT in accordance with Carrier Access Corporation’s
depreciation policy. Refurbished material may be used to repair or replace the PRODUCT.
PRODUCTS returned to Carrier Access Corporation for repair, replacement, or credit will be shipped
prepaid to BUYER.

Limitations of Warranty & Limitation of Remedies

Correction of defects by repair, replacement, service or credit will be at Carrier Access Corporation’s
option and constitute fulfillment of all obligations to buyer for breach of warranty.

Carrier Access Corporation assumes no warranty liability with respect to defectsin the PRODUCT
caused by: (a) modification, repair, installation, operation or maintenance of the PRODUCT by anyone
other than Carrier Access Corporation or its agent, except as described in Carrier Access Corporation’s
documentation; or (b) the negligent or other improper use of the PRODUCT; or (c) handling or
transportation after title of the PRODUCT passesto BUYER.

Other manufacturer’ s equipment purchased by Carrier Access Corporation and resold to BUY ER will
belimited to that manufacture’ swarranty. Carrier Access Corporation assumes no warranty liability for
other manufacturer’ s equipment furnished by BUY ER.

Buyer understands and agrees as follows: the warranties in this agreement replace all other warranties,
expressed or implied, and all other obligations or liabilities of Carrier Access Corporation, including
any warranties of merchantability and fithess for a particular purpose. All other warranties are
disclaimed and excluded by Carrier Access Corporation.

The remedies contained in this agreement will be the sole and exclusive remedies whether in contract,
tort or otherwise, and Carrier Access Corporation will not be liable for injuries or damages to persons
or property resulting from any case whatsoever, with the exception of injuries or damages caused by the
gross negligence of Carrier Access Corporation. These limitations apply to all services, software, and
products during and after the warranty period. In no event will Carrier Access Corporation beliablefor
any special, incidental, or consequential damages or commercial losses even if Carrier Access
Corporation has been advised thereof.

No agent, distributor, or representativeisauthorized to make any warranties on behalf of Carrier Access
Corporation or to assume for Carrier Access Corporation any other liability in connection with any of
Carrier Access Corporation’s PRODUCTS, Software, or Services.

Access Navigator - Release 1.8 August 2003 1ix
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Warranty Product Returns

Before returning any equipment to Carrier Access, first contact the distributor or dealer from which you
purchased the product.

A Return Material Authorization (RMA) number isrequired for all equipment returned to Carrier
Access. Cal Carrier Access Customer Support at (800) 786-9929 or (303) 442-5455 for RMA number,
repair/warranty information and shipping instructions. Be prepared to provide the following
information:

® Carrier Access serial number(s) from the system chassis or circuit card(s)
® Name of distributor or dealer from which you purchased the product
® Description of defect
Ensure that returned items are packaged properly:
® Follow Electrostatic Discharge (ESD) Precautions on page v
® Enclosecircuit cardsin anti-static wrappers
Cushion itemsto prevent damage during shipment
If replacing parts, use same packaging to return old parts
Ensure that shipping addressis correct and clearly visible on outside of shipping container

If returning equipment to Carrier Access Corporation, ensure that RMA number is clearly
visible on outside of shipping container

1x
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Overview

Overview

The Access Navigator® Multiservice Digita Access (MDA) system combines the functionality of a
miniature 1/0 digital crossconnect switch (DCS) with the call processing and concentration capabilities of
aGR-303 digital loop carrier (DL C) system. Providing up to 32 DS1 ports (768 DS0s) in one small package,
the Access Navigator fits easily into small collocation spaces and phone closets. Software configuration
optionsinclude:

® DCS Service Manager
® GR-303 with DataHost
® GR-303 Host with P-Phone

The Access Navigator is a complete solution for managing 4 to 32 T1 access connections. In conjunction
with Carrier Access' remotely managed Adit® 600 and Access Bank® families of T1 voice and data access
products, the Access Navigator provides an end-to-end managed sol ution for deploying T1-based multi-line
voice and data services to businesses, with up to 24 voice lines and data rates up to 1.536 Mbps.

Figure 1-1. Access Navigator
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Features and Benefits

Features and Benefits

The Access Navigator provides the ability to concentrate and groom a mix of voice and data information.
The 1/0 crossconnect functionality of the DCS allows data channels from a variety of locations to be
crossconnected and packed into dedicated T1s. Thetime dot interchange (TSI) functionality of the GR-303
system dynamically assignsvoicetraffic to thelocal digital switch. Thesetwo functionssignificantly reduce
the number of switch ports and T1s required to backhaul both voice and data traffic.

DCS, GR-303, and P-Phone benefits include:

Voice and data concentration

Voice and data grooming

GR-303 line concentration of 4:1 TDM ISDN BRI services

GR-303 line concentration of Nortel P-Phone (EBS) services from CA’s Adit® terminals
Installation at central office or customer premises

Remote Access Navigator management via Ethernet IP, Telnet, SNMP, Valet™ and NetworkValet™
EMS software

Remote management of CA’s Adit 600 and Access Bank® Il terminalsvia T1 Facility Data Link
Remote management of CA’s Adit 600 terminals using |P commands via T1 DS0 channel

Access Navigator Configurations

With up to 32 DS1 interfaces, the Access Navigator has the capacity and flexibility to deploy avariety of
voice and data services. Configurations include:

Access Navigator / DCS Service Manager — crossconnects and grooms DSO0s carrying voice and data
for most efficient use of DS1s (see Access Navigator / DCS Service Manager on page 2-1).

Access Navigator / GR-303 + Data Host — dynamically crossconnects and concentrates DSO voice
linesfor most efficient switch usage, in addition to providing all DCS features (see Access Navigator
/ GR-303 + Data Host on page 3-1).

Access Navigator / GR-303 Host with P-Phone — dynamically crossconnects and concentrates Nortel
EBS (P-Phone) servicesfrom CA’s Adit 600 terminalsfor most efficient switch usage, in addition to
providing all GR-303 and DCS features (see Access Navigator / GR-303 Host with P-Phone on

page 4-1).

Access Navigator - Release 1.8 August 2003 1-3
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System Architecture

System Architecture

The Access Navigator is adistributed system in which the Access Navigator isthe host terminal located at
aco-location or customer premise. CA’s Access Bank® and Adit® 600 products operate as remotely
managed service units at the customer premises.
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Figure 1-2. Access Navigator System Architecture
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| ntroduction
Carrier Access Support Products

Carrier Access Support Products

Access Banks
Access Bank® family of T1 CSU products (see Figure 1-2) includes:

® AccessBank | —up to 24 voice channels

® AccessBank Il —up to 24 voice channels plus T1 and V.35 data interfaces

® AccessBank I / SNMP — up to 24 voice channels plus T1 and V.35 data, and Ethernet SNMP
® AccessBank Il / SDSL — up to 24 voice channels plus SDSL and V.35 data interfaces

Adit 600

Adit® 600 family of Customer Service Terminals (see Figure 1-2) includes:

® Adit 600 TDM — 6 service card dots support up to 18 T1s per unit, up to 48 voice channels, or
any combination of voice and data services

Access Navigator - Release 1.8 August 2003 1-5
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I ntroduction
Management

Management

The Access Navigator includes RS-232 and Ethernet portsfor local and remote management, provisioning,
and testing (see Figure 1-3). Flow-through provisioning enables the Access Navigator to pre-provision, test
and manage remote Access Bank Il units to provide the required voice and data services. The Access
Navigator aso provides host support for provisioning and managing Adit 600 terminals.

Remote IP, SNMP, L
Management Telnet CLI Hub or Ethernet |:

| Network

I
1
1 X
: | RS-232 CLI Modem or ! RS-232 |’
Direct ! ;
Network ; .
Operations . !
Center Local IP, SNMP, | ! Access
Management Telnet CLI ! ; Navigator
____________ J
- :
I
-7 RS-232 CLI !

Computer or
Craft Terminal

Figure 1-3. Access Navigator Management

Command Line Interface

The command line interface is a simple user interface that controls configuration and maintenance
operations. There are two ways to use the command line interface:

® A VT-100termina (or a PC running terminal emulation software such as Hyper Terminal)
connected to the 9-pin (DB9) RS-232 port. The port runs at 9600 baud, 8 data bits, 1 stop bit, no
parity, and no flow control.

® A Telnet connection using the 10Base-T Ethernet port. To use Telnet, the user must first assign
an |P address to the Access Navigator using the RS-232 interface.
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SNMP

SNMP

The Access Navigator SNMP Agent isbased on the SNMPv1 standard. It implementsthefollowing two
industry standard specifications for the TCP/IP and DS1 interfaces, plus an Enterprise M1B developed
for managing CA’s Access Bank Il products:

e RFC 1213-Management Information Basefor Network Management of TCP/IP-based internets:
MIB-11
® RFC 1406 — Definitions of Managed Objects for the DS1 and E1 Interface Types

The Access Navigator supports:

® All mandatory objects defined in RFC 1213 for the TCP/IP network interface.

® TheDS1 mandatory objectsin RFC 1406 Near End Configuration Group, including the Near End
Current, Interval, and Total objects. The Far End Object Group is optional and is not currently
supported.

The CA Enterprise MIB provides management support for Access Navigator features not included in
the standard M1B (RFC 1213). It also enables remote management of CA products connected viathe
T1facility datalink (FDL) to the Access Navigator (Figure 1-1). The CA Enterprise MIB supports:
Access Navigator system configuration settings including SNMP

Access Navigator interface management

DS1 management features not supported by the standard M1B

DS0 management

Remote device management

Remote crossconnect management

Remote interface settings

Remote DSL1 settings

Remote DSO settings

Remote cards and slots

The network manager can use any SNM P-compatible network management system such as
SunConnect’ s SunNet Manager, HP OpenView, or Castle Rock’s SNMPc to monitor and control the
Access Navigator

The user connects to the SNM P agent through the 10Base-T Ethernet port. Before using the Ethernet
port, the user must set the IP, mask, gateway, and NM S addresses using the RS-232 command line
interface. See Provision Access Navigator on page 8-1 for instructions on how to configure these
addresses.
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I ntroduction
Valet and NetworkValet EMS Software

Valet and NetworkValet EMS Software

Vaet™ and NetworkValet™ EMS are enhanced el ement management systems with simple graphical
user interfaces. Valet isideal for technicians deploying Access Navigatorsin carrier networks, while
the full-featured NetworkValet EM S with alarms and performance monitoring isintended for Network
Operations Centers (NOCs).

Valet and NetworkV a et provide easy management of Carrier Access products including the Access
Navigator and Adit 600. Valet and NetworkV al et are cross-platform Javaapplications that run on either
Microsoft Windows and Solaris based computer systems. Java Runtime Engine (JRE) software for
Windows or Solarisisincluded with the Valet and NetworkV alet installation programs.

Valet and NetworkV alet send commands over the carrier’ s 1P network to communicate with the SNMP
agent in the Access Navigator. The Access Navigator includes a standard 10Base-T Ethernet port for
connection to the hub or network interface, or laptop computer. The Access Navigator must have
FLASH software version 1.7 or higher to support |P DS0 management of remote Adit 600 terminals.
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Access Navigator / DCS Service Manager
Overview

Overview

The Access Navigator® / DCS Service Manager is a complete service solution for managing 4to0 32 T1
access connections. The power of aremotely managed, 32-port, Digital Crossconnect System (DCS) is
contained in only 1% rack units. Integrated testing and optional common equipment redundancy ensure
carrier-class service availability.

The Access Navigator / DCS Service Manager provides the functionality of a miniature 1/0 digital
crossconnect switch (DCS). Providing up to 32 DSL1 ports (768 DS0s) in one small package, the Access
Navigator fits easily into small collocation spaces and phone closets.

The Access Navigator is a complete solution for managing 4 to 32 T1 access connections. In conjunction
with Carrier Access' remotely managed Adit® 600 and Access Bank® families of T1 voice and data access
products, the Access Navigator provides an end-to-end managed solution for deploying T1-based multi-line
voice and data services to businesses, with up to 24 voice lines and data rates up to 1.536 Mbps.

Figure 2-1. Access Navigator / DCS Service Manager
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Access Navigator / DCS Service Manager

System Architecture
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Figure 2-2. Access Navigator / DCS Service Manager Architecture
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Access Navigator / DCS Service Manager
Features and Benefits

Features and Benefits

Functions

The Access Navigator / DCS Service Manager is atransport element that combines the functions of a
32-port T1 digital crossconnect system, T1 channel/data service unit (CSU), T1 diagnostic test
equipment, and Access Bank® Il host controller into amodular chassis 1¥2 rack units high (see Figure
2-2). Ethernet SNMP, optional redundancy, and modular T1 expansion provide carrier-class service
protection and management at either carrier or customer located T1 service access points.

Services

The Access Navigator provides all the grooming and filling functions of a 1/0 digital crossconnect
system to maximize T1 usage. With carrier/customer demarcation testing, carriers are able to decrease
maintenance costs and labor, while increasing service availability. Fractional voice and data services
from multiple customers and applications are combined by the Access Navigator to save recurring
backhaul transmission costs, and capital costs on switch or router ports.

Facilities

With both NEBS and customer premise certifications, the Access Navigator can be located in carrier
racks or on customer walls. Space, power, and installation | abor are dramatically reduced in comparison
to old generation digital crossconnect and CSU or NIU shelves. Additional Quad T1 Framer cards can
beinstalled while the Access Navigator isin serviceto provide from 4 to 32 DS1/CSU connection ports.
TFTP and Xmodem utilities permit software updates to redundant systems without affecting service.

Management

Access Navigators provide management access via Ethernet SNMP, Telnet CLI, and RS-232 CLI (see
Figure 2-3). Vaet™ and NetworkVaet™ EMS software provides a graphical user interface (GUI) for
SNMP management. Flow-through provisioning of the remote Access Bank |1 and testing control over
T1 connectionsreducetruck rollsand monitors voice and data service availability at customer locations.
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Access Navigator / DCS Service Manager
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Figure 2-3. Access Navigator Management Architecture
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Access Navigator / DCS Service Manager
Configuration

Configuration

® Hardware configuration: Modular construction with plug-in cards includes built-in circuit and
network testing and fuse-less protection (see Figure 2-4).

® Software configuration: Operating system is stored in upgradeabl e flash memory. Configuration and
provisioning data are stored in nonvolatile RAM, protected from power interruptions.

Technology Advantages

e Low Cost

» Small Size

* Low Power

* Surge Protection

* Test Integration &
* Fault Isolation N
« No Fans &  Controller Card Features
* Power and control
circuit redundanc
Quad T1 Framer Card Features « Ethernet Telnet azd SNMP
* Four T1 circuits per card Front / remote management
* Up to 8 cards (32 T1s) —— —— * Built-in circuit and network

* 1/0 cross-connections ¥ testing
* Groom and fill T1s

« Fuseless high-voltage Controller || Controller || | Lightning Power Line

protection Card Card Hazards Hazards
* Built-in T1 CSU | l

* Hot swappable — §
A N Rear & I | |

RS232 Ethernet Redundant T1 Interface
Management Management Power Input Cables

Quad T1 Card

Figure 2-4. Access Navigator Hardware Configuration
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Access Navigator / DCS Service Manager
Applications

Applications

T1 Service POP-In-A-Box: Customer-located T1 access management for carriers

End-Office T1 Grooming: T1 access consolidation, provisioning, protection, and service
management

DCSHost Control of AccessBank I1: Flow-through remote management and bandwidth grooming of
AccessBank IIs

PCS and Céllular Site T1 Bandwidth Management: Drop, groom, and test multiple T1 connections
between cell sites and hubs

Interfaces

DS1 Interface: Two Champ® 64-pin connectorswith 32 DS1 circuits, onefor receive (input) and one
for transmit (output)

RM5C Interface: Timing input connector for external clock source (such asBITS)

RS-232 Interface: DB9 (DE9) female connector for CLI management by craft terminal or computer
with terminal emulation software

Ethernet Interface: 10Base-T connector for SNMP and Telnet CLI management

Specifications

DCS Operation

Up to 32 T1s per system

DCS 1/0 interface supports crossconnects at DSO level

Crossconnects up to 24 contiguous DS0s between T1s with one command
Redundancy, 1:1 controller & power conversion

DS1 Interface

Four T1s per line card, hot swappable
Linerate: 1.544 Mb/s + 32ppm

Line code: B8ZS or AMI

Framing: D4 (SF) or ESF

DS receive sensitivity: —28dB to +1.5dB

Line build-outs:
DSX-1 (0to 660 ft. in 5 steps)
CsSU (0dB, —7.5dB, —15 dB, —22.5dB)
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Access Navigator / DCS Service Manager
System Clocking

® ANSI T1.403, Section 6 & 7 (jitter, pulse mask transmission, receive sensitivity, framing
formats)

® Built-in CSU with loopback and BERT for testing the T1s

System Clocking

® Primary and secondary sources from: DS1s, external clock source (such as BITS) or internal
clock (minimum Stratum 4)

® Automatic clock switching and holdover

Signaling

® Robbed-hit and clear channel connections at DSO level
® FXS/FXO loop start and ground start robbed bit signaling
® E&M rabbed bit signaling

Management Interfaces

Command line interface (CLI) for provisioning and maintenance

RS-232 interface for local CLI

Ethernet Telnet support for remote CL |

Ethernet SNMP uses Telcordia® standard MIB for DS1 interfaces (RFC-1406)
TFTP and Xmodem support for flash memory software upgrades

Protocols

® Command Line Interface (CLI)
e Simple Network Management Protocol (SNMP)
® Telnet/TFTP

Alarms

Critical, Major, and Minor alarm levels
DS1 darmsfor LOS, LOF, AlS, and RAI
Front panel LED indicators

Output signal: relay contact closure and LED indication
Maximum relay contact rating: 110V AC or DC @ 1A

® Alarm inputs from dry contact closures
Maximum input rating: 60V DC

2-8 August 2003 Access Navigator - Release 1.8
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Access Navigator / DCS Service Manager
Compliance

Compliance

USA

UL 1950, 3rd Edition
FCC Part 15, Class A
FCC Part 68

NEBS Level 3 for Type 2 and 4 equipment
GR-1089-CORE
GR-63-CORE

CANADA
® CSA C22.2 No. 950.95
® [CES-003, Class A
e CS03

Power

Input power: 42 to 60 VDC @ 1.5A

Dual feed DC power input terminals

Power dissipation: 65 watts (225 Btu/hr.), fully equipped
Solid-state (fuse-less) over-voltage and over-current protection

Environmental

Operating temperature: —5°C to +45°C (23°F to 113°F), up to +55°C short term (NEBS)
Solid-state over-temperature protection

Relative humidity: 0 to 95%, non-condensing

No fans; Passive thermal management

Physical

® Dimensions. 17" x 13.5" x 2.63"
® Weight: 10 Ibs. (4.54 kg)

® Mountsin 19 and 23 inch racks
® Optiona wall mount brackets
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Access Navigator / DCS Service Manager
Compliance Requirements

Compliance Requirements

FCC Requirements

This equipment complies with Part 15 and Part 68 of the Federal Communications Commission (FCC)
Rules.

Part 15, Class A

This equipment has been tested and found to comply with the limitsfor aClass A digital devicein
accordance with Part 15 of the FCC Rules. These limits provide reasonable protection against
harmful interference when equipment is operated in a commercial environment.

This equipment generates, uses, and can radiate radio frequency energy, and if not installed and
used in accordance with the instructions in this manual may cause harmful interferenceto radio
communications. Operation of this equipment in aresidential areais likely to cause harmful
interference, in which case the user will be required to correct the interference at the user’s own
expense.

Thefollowing cables, when connected to this equipment, must be shielded to maintain FCC Part 15
compliance:

® Both DSX-1 cables
® RS-232cable

Part 68

This equipment complies with Part 68 of the Federal Communications Commission rules. The
silkscreen on the top cover of this equipment includes the FCC registration number.

Y ou must supply the following information to the telephone company, if they request it.

® FCC Registration Number: 2Z6USA-33482-DD-N
® Service Center inthe USA:

Carrier Access Corporation
5395 Pearl Parkway
Boulder CO 80301-2490
Phone 800-495-5455

If this equipment has been found to cause harm to the telephone network, the telephone company
will notify you in advance. If advance notice provesimpractical, the telephone company will notify
the customer as soon as possible. Also, you will be advised of your right to file acomplaint with the
FCC if you believe such action is necessary.

If the trouble is causing harm to the tel ephone network, the telephone company may request that
you remove the equipment from the network until the problem is resolved.

The telephone company may make changes in it’s facilities, equipment, operations or procedures
that could affect the operation of your equipment. If this happens, the tel ephone company will
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Access Navigator / DCS Service Manager
Telcordia (Bellcore) Requirements

provide advance notice in order for you to make necessary modifications to maintain uninterrupted

service.

If you need to make repairs or modifications to the equipment, please first contact Carrier Access
Corporation for repair, modification, and warranty information. Customer repairs and
modifications are limited to the replacement of circuit boards; any other repairs or modifications

will void your warranty.

Facility Interface Codes (FIC)

FIC CODES DESCRIPTION

04DU9-BN 1.544 Mbps Superframe Format (SF) without Line Power
04DU9-DN 1.544 Mbps Superframe (SF) and B8ZS without Line Power
04DU9-1KN 1.544 Mbps ANSI, ESF without Line Power

04DU9-1SN 1.544 Mbps ANSI, ESF, and B8ZS without Line Power

Service Order Codes (SOC)

SOC CODES

DESCRIPTION

6.0F

Combinations of equipment provide full protection to digital
services. Billing protection and encoded anal og protection are
provided either by including auxiliary equipment within the
registration envelope or by use of a separately registered device.

Telcordia (Bellcore) Requirements

This equipment conforms with Telcordia® standard GR-1089-CORE, New Equipment Building
System (NEBS), requirements for intra-building (inside plant) Type 2 and Type 4.

To maintain compliance with the GR-1089-CORE requirements to prevent EMI/EMC radio frequency
interference with other equipment, the DSX-1 and RS-232 cables must be shielded and have ferrite bead

RFI suppressors.

UL Requirements

This equipment conforms with Underwriters Laboratory standard UL 1950 (supersedes UL 1459). To
maintain this compliance, all access covers must be replaced after servicing the equipment to prevent
fires from spreading to nearby equipment.

Access Navigator - Release 1.8
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Access Navigator / DCS Service Manager

CSA Requirements

CSA Requirements

This telecommuni cation network equipment conforms with Canadian Standards Association (CSA)
standard C22.2 No. 950.95. To maintain this compliance, all access covers must be replaced after
servicing the equipment to prevent fires from spreading to nearby equipment.

Ordering Information

Part Number Item Description

930-0202 AN/DCS/R/32 Access Navigator DCS Service Manager,
32 T1 Redundant Package:

2 AN-DCS Controller Cards
8 AN-Quad T1 Framer Cards

930-0200 AN-Case Access Navigator redundant NEBS chassis and
backplane. Chassis holds two Controller cards
and eight Quad T1 Framer cards (32 T1 circuits).
Order cards separately.

740-0016 AN-DCS Controller | Access Navigator Controller card with Digital

Card Crossconnect System (DCS) software.

740-0018 Quad T1 Framer Card | Access Navigator Quad T1 Framer card
terminates 4 T1 interfaces from switch, customer
site, or data network.

005-0025 DSX-1 Cable 64-pin DSX-1 cable, 10 feet long, male/male.
Two cables must be ordered per Access
Navigator, one TX, one RX. May be used for
DS1 and DSX-1 transmission levels.

005-0030 DSX-1 Cable 64-pin DSX-1 cable, 25 feet long (see 005-0025).

710-0153 197/23" Universal Universal mounting brackets and screws for 19

Mounting Brackets and 23 inch equipment racks. This bracket set is
included with all Access Navigator unit
purchases.

710-0003 19" Vertical Mount Two heavy-duty 19 inch horizontal crossbars

Crosshars mount in equipment rack and enable vertical
installation of up to 6 Access Navigator and Wide
Bank 28 products.
710-0004 23" Vertica Mount Two heavy-duty 23 inch horizontal crossbars
Crosshars mount in equipment rack and enable vertical
installation of up to 6 Access Navigator and Wide
Bank 28 products.

770-0079 AN-Manual Access Navigator User Manual isincluded with

all Access Navigator unit purchases.
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Access Navigator / GR-303 + Data Host
Overview

Overview

The Access Navigator® / GR-303 + Data Host offers a highly integrated solution for combining multi-line
local voiceand data services on customer T1 accesslines. Using the Telcordia® standard GR-303 switching
protocol, up to 672 customer tel egphone channels can be assigned on a call-by-call basisto Class 5 local

digital switch T1 connections. In addition to the concentration and management of CLASS® voice services,

the Access Navigator grooms, and optionally concentrates, fractional T1 data connections from customer
locations

Figure 3-1 Access Navigator / GR-303 + Data Host
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Access Navigator / GR-303 + Data Host

System Architecture
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Access Navigator / GR-303 + Data Host
Features and Benefits

Features and Benefits

The Access Navigator / GR-303 + DataHost is atransport element that combines the functions of a GR-303
digital terminal, 32-port T1 digital crossconnect system, T1 channel/data service unit (CSU), T1 diagnostic
test equipment, and Access Bank® Il host controller into amodular chassis 1Y% rack units high. Ethernet
SNMP, optional redundancy, and modular T1 expansion provide carrier-class service protection and
management at either carrier or customer located T1 service access points.

Access Navigator / GR-303 + Data Host offers an integration of:

32 T1 port GR-303 remote digital terminal

GR-303 to TR-08 translation for CA’s Access Bank® |/TR-08

GR-303 Direct Inward Dial (DID) support when used with Lucent 5ESS switches
Digital crossconnect system

T1 CSUs and demarcation testing

Ethernet Telnet and SNM P management

Optional Controller redundancy

Modular Quad T1 expansion

NEBS Certified

GR-303 Services

TheAccessNavigator / GR-303 + DataHost provides T1 local voice and data servicesto multiple customers
(see Figure 3-3). Using GR-303 switching protocol for call concentration, the Access Navigator reduces
recurring backhaul transmission costs and switch port costs by up to afactor of 4.

By using CA's Access Bank® |1 and Adit 600 products at the customer premise, an end-to-end distributed
voice and data digital loop carrier and remote management system is provided. Standard T1 connections
from customer PBXs and key systems may be concentrated or bypassed from the GR-303 groups.

The power of a32 T1 port voice and data switch/concentrator and remote service management systemis
contained in only 1¥% rack units of space. Integrated testing and optional common equipment redundancy
assure carrier-class service availability.
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Access Navigator / GR-303 + Data Host
GR-303 Services

CA's Access Navigator / GR-303 + Data Host, together with the Access Bank |1 and Adit 600, bring cost-
effective concentration and remote management to competitive local carriers with anew level of
serviceability and space efficiency.
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Figure 3-3. Access Navigator GR-303 + Data Host Architecture
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Access Navigator / GR-303 + Data Host
DCS Services

DCS Services

The Access Navigator provides all the grooming and filling functions of a 1/0 digital crossconnect system
(DCS) to maximize T1 usage. With carrier/customer demarcation testing, carriers are able to decrease
maintenance costs and labor, while increasing service availability. Fractional voice and data services from
multiple customers and applications are combined by the Access Navigator to save recurring backhaul

transmission costs, and capita costs on switch or router ports.
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Figure 3-4. Access Navigator Data Host Architecture
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Management Architecture

Management Architecture

Access Navigators provide management access via Ethernet SNMP, Telnet CLI, and RS-232 CLI. Valet™
and NetworkValet™ EMS software provides a graphical user interface (GUI) for SNM P management.
Flow-through provisioning of the remote Access Bank Il and testing control over T1 connections reduce
truck rolls and monitors voice and data service availability at customer |ocations.

IP DSO Management

The Access Navigator can use | P management commands and dedicated DSOs to manage up to 24
remote Adit 600 terminals. IP DS0O management uses a colocated Adit 600 terminal with an |P Router
card to redirect | P messages between the Access Navigator’ s |P port and the 24 DS0s on agroom DSL.
The Access Navigator then cross-connects the groom DS0s to a dedicated drop DSO going to each
remote Adit 600. Customers wishing to conserve | P addresses can use an Ethernet hub or router
providing port addresses translation (NAT) to isolate the |P DSO management network.

Network On-Net Customer
Operations Location Premises
Center Adit 600 Adit 600
| |
Etﬁﬂget (colocated) (remote)

Y — / \ DS125 DS11
ERE —) DS0 1 DSO 24 / BERRE
""" ; ‘ I
> i ___ o Ip IPDS0 = X.X.X.1
J p=xxx1 Router T .
S aowwi :
Management Upto24
Console + Access CD5r3010m Remote Adits
. Navigator .
: 9 Adit 600
Drop DS1s (remote)
R DS1 24 /
. DS0 24 asss] ss e s H G
Static DSO Management U‘U‘U‘U ‘ i
Connnections between
Groom and Drop DS1s IPDSO = X.X.X.24

Figure 3-5. Access Navigator |P DSO Management Architecture
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FDL Management

FDL Management

When T1 Typel lines are available, the Access Navigator can use the ESF Faciltiy Data Link channel
to manage remote Access Bank Il and Adit 600 terminals.

Network
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< SNMP
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TCP/IP
Network

Access
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Access
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Figure 3-6. Access Navigator FDL Management Architecture
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Configuration

Configuration

The Access Navigator / GR-303 + Data Host combines call processing and concentration capabilities of a
GR-303 digita loop carrier (DLC) system with the functionality of aminiature 1/0 digital crossconnect
switch (DCS). Providing up to 32 DSL1 ports (768 DS0s) in one small package, the Access Navigator fits
easily into small collocation spaces and phone closets.

® Hardware configuration: Modular construction with plug-in cards includes built-in circuit and
network testing and fuse-less protection (see Figure 3-7)

® Software configuration: Operating system is stored in upgradeabl e flash memory. Configuration and
provisioning data are stored in nonvolatile RAM, protected from power interruptions.

Technology Advantages
e Low Cost
* Small Size
e Low Power
* Surge Protection
* Test Integratino

12 63 inches

2
« Fault Isolation &% Controller Card Features
* No Fans &8 « Power and control
N circuit redundancy
Quad T1 Framer Card Features * GR-303 call support
* Four T1 circuits per card Front ya E&eg&eﬁ}'l;}lgeggﬁnedms NMP
« Up to 8 cards (32 T1s) = —==—1 . Builtin o 'tg N network
* 1/0 cross-connections = ¥ i U|t_-|n circuit and networ
« Groom and fill T1s S _testing ,
« Fuseless high-voltage Z |l Controller|{|f Controller Lightning  Power Line
protection S| Card Card Hazards Hazards
e Built-in T1 CSU i
* Hot swappable | o —
7 N Rear k I | |
RS232 Ethernet Redundant T1 Interface
Management Management Power Input Cables

Figure 3-7. Access Navigator Hardware Configuration
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Applications

Applications

T1 Service POP-In-A-Box: Customer-located T1 access management for carriers

Call Concentration: Variable concentration of voice calls for more efficient use of backhaul T1s and
switch resources

End-Office T1 Grooming: T1 access consolidation, provisioning, protection, and service
management

Host Control of Access Bank I1: Flow-through remote management and bandwidth grooming of
AccessBank IIs

Interfaces

DS1 Interface: Two Champ® 64-pin connectorswith 32 DS1 circuits, onefor receive (input) and one
for transmit (output)

RM5C Interface: Timing input connector for external clock source (such asBITS)

RS-232 Interface: DB9 (DE9) connector for CLI management by craft terminal or computer with
terminal emulation software

Ethernet Interface: 10Base-T connector for SNMP and Telnet CLI management

3-10

August 2003 Access Navigator - Release 1.8

Download from Www.Somanuals.com. All Manuals Search And Download.



Access Navigator / GR-303 + Data Host
Soecifications

Specifications

GR-303 Operation

Up to 32 T1s per system

Primary and redundant protection for EOC and TMC

GR-303 to TR-08 tranglation for CA’s Access Bank |/TR-08
GR-303 Direct Inward Dial (DID) support for Lucent 5ESS switches
GR-303 line concentration of 4:1 TDM ISDN BRI services

Alarm and maintenance support for DS1 terminations

Compatible with Lucent, Nortel, and Siemens switches
Configurable concentration ratios

Programmable call reference values (CRVS)

Redundancy, 1:1 controller & power conversion

Crossconnects

DCS 1/0 interface supports crossconnects at DSO level
Crossconnects up to 24 contiguous DS0s between T1s with one command

DS1 Interface

Four T1s per line card, hot swappable
Linerate: 1.544 Mb/s + 32ppm

Line code: B8ZS or AMI

Framing: D4 (SF) or ESF

DS1 receive sensitivity: —28dB to +1.5dB

Line build-outs:

DSX-1 (0to 660 ft. in 5 steps)

CsSuU (0dB, —7.5dB, -15 dB, —22.5dB)

ANSI T1.403, Section 6 & 7 (jitter, pulse mask transmission, receive sensitivity, framing
formats)

Built-in CSU with loopback and BERT for testing the T1s

System Clocking

® Primary and secondary sources from: DS1s, external clock source (such as BITS) or internal
clock (minimum Stratum 4)
® Automatic clock switching and holdover
Access Navigator - Release 1.8 August 2003 311
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GR-303 Signaling

GR-303 Signaling

GR-303 ABCD robbed-bit signal codes

GR-303 Direct Inward Dial (DID) signaling for Lucent switches
GR-303 4:1 TDM mode support for ISDN BRI

FXSloop start and ground start

DCS Signaling

® Robbed-bit and clear channel connections at DSO level
® FXS/FXO loop start and ground start
® E&M robbed bit signaling

Management Interfaces

Command line interface (CL1) for provisioning and maintenance

RS-232 interface for local CLI

Ethernet Telnet support for remote CL |

Ethernet SNMP uses Telcordia® standard MIB for DSL1 interfaces (RFC-1406)
TFTP and Xmodem support for flash memory software upgrades

Protocols

Command Line Interface (CLI)

Simple Network Management Protocol (SNMP)

Telcordia® GR-303

Telnet

TFTP and Xmodem support for flash memory software upgrades

Alarms

Critical, Major, and Minor alarm levels
DS1 darmsfor LOS, LOF, AlS, and RAI
Front panel LED indicators

Output signal: relay contact closure and LED indication
Maximum relay contact rating: 110V AC or DC @ 1A

® Alarm inputs from dry contact closures
Maximum input rating: 60V DC
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Compliance

Compliance

USA

UL 1950, 3rd Edition
FCC Part 15, Class A
FCC Part 68

NEBS Level 3 for Type 2 and 4 equipment
GR-1089-CORE
GR-63-CORE

CANADA
® CSA C22.2 No. 950.95
® [CES-003, Class A
e CS03

Power

Input power: 42 to 60 VDC @ 1.5A

Dual feed DC power input terminals

Power dissipation: 65 watts (225 Btu/hr.), fully equipped
Solid-state (fuse-less) over-voltage and over-current protection

Environmental

Operating temperature: —5°C to +45°C (23°F to 113°F), up to +55°C short term (NEBS)
Solid-state over-temperature protection

Relative humidity: 0 to 95%, non-condensing

No fans; Passive thermal management

Physical

® Dimensions. 17" x 13.5" x 2.63"
® Weight: 10 Ibs. (4.54 kg)

® Mountsin 19 and 23 inch racks
® Optiona wall mount brackets
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Compliance Requirements

Compliance Requirements

FCC Requirements

This equipment complies with Part 15 and Part 68 of the Federal Communications Commission (FCC)
Rules.

Part 15, Class A

This equipment has been tested and found to comply with the limitsfor aClass A digital devicein
accordance with Part 15 of the FCC Rules. These limits provide reasonable protection against
harmful interference when equipment is operated in a commercial environment.

This equipment generates, uses, and can radiate radio frequency energy, and if not installed and
used in accordance with the instructions in this manual may cause harmful interferenceto radio
communications. Operation of this equipment in aresidential areais likely to cause harmful
interference, in which case the user will be required to correct the interference at the user’s own
expense.

Thefollowing cables, when connected to this equipment, must be shielded to maintain FCC Part 15
compliance:

® Both DSX-1 cables
® RS-232cable

Part 68

This equipment complies with Part 68 of the Federal Communications Commission rules. The
silkscreen on the top cover of this equipment includes the FCC registration number.

Y ou must supply the following information to the telephone company, if they request it.

® FCC Registration Number: 2Z6USA-33482-DD-N
® Service Center inthe USA:

Carrier Access Corporation
5395 Pearl Parkway
Boulder CO 80301-2490
Phone 800-495-5455

If this equipment has been found to cause harm to the telephone network, the telephone company
will notify you in advance. If advance notice provesimpractical, the telephone company will notify
the customer as soon as possible. Also, you will be advised of your right to file acomplaint with the
FCC if you believe such action is necessary.

If the trouble is causing harm to the tel ephone network, the telephone company may request that
you remove the equipment from the network until the problem is resolved.

The telephone company may make changes in its facilities, equipment, operations or procedures
that could affect the operation of your equipment. If this happens, the tel ephone company will
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Telcordia (Bellcore) Requirements

provide advance notice in order for you to make necessary modifications to maintain uninterrupted

service.

If you need to make repairs or modifications to the equipment, please first contact Carrier Access
Corporation for repair, modification, and warranty information. Customer repairs and
modifications are limited to the replacement of circuit boards; any other repairs or modifications

will void your warranty.

Facility Interface Codes (FIC)

FIC CODES DESCRIPTION

04DU9-BN 1.544 Mbps Superframe Format (SF) without Line Power
04DU9-DN 1.544 Mbps Superframe (SF) and B8ZS without Line Power
04DU9-1KN 1.544 Mbps ANSI, ESF without Line Power

04DU9-1SN 1.544 Mbps ANSI, ESF, and B8ZS without Line Power

Service Order Codes (SOC)

SOC CODES

DESCRIPTION

6.0F

Combinations of equipment provide full protection to digital
services. Billing protection and encoded anal og protection are
provided either by including auxiliary equipment within the
registration envelope or by use of a separately registered device.

Telcordia (Bellcore) Requirements

This equipment conforms with Telcordia® standard GR-1089-CORE, New Equipment Building
System (NEBS), requirements for intra-building (inside plant) Type 2 and Type 4.

To maintain compliance with the GR-1089-CORE requirements to prevent EMI/EMC radio frequency
interference with other equipment, the DSX-1 and RS-232 cables must be shielded and have ferrite bead

RFI suppressors.

UL Requirements

This equipment conforms with Underwriters Laboratory standard UL 1950 (supersedes UL 1459). To
maintain this compliance, all access covers must be replaced after servicing the equipment to prevent
fires from spreading to nearby equipment.

Access Navigator - Release 1.8
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CSA Requirements

CSA Requirements

This telecommuni cation network equipment conforms with Canadian Standards Association (CSA)
standard C22.2 No. 950.95. To maintain this compliance, all access covers must be replaced after
servicing the equipment to prevent fires from spreading to nearby equipment.

Ordering Information

Part Number Item Description

930-0201 AN/GR-303/R/32 Access Navigator GR-303 + Data Host,
32 T1 Redundant Package:

2 AN-GR-303 Controller Cards
8 AN-Quad T1 Framer Cards

930-0200 AN-Case Access Navigator redundant NEBS chassis and
backplane. Chassis holds two Controller cards
and eight Quad T1 Framer cards (32 T1 circuits).
Order cards separately.

740-0017 AN-GR-303 Access Navigator Controller card with GR-303

Controller Card and DCS software.

740-0018 Quad T1 Framer Card | Access Navigator Quad T1 Framer card
terminates 4 T1 interfaces from switch, customer
site, or data network.

005-0025 DSX-1 Cable 64-pin DSX-1 cable, 10 feet long, male/male.
Two cables must be ordered per Access
Navigator, one TX, one RX. May be used for
DS1 and DSX-1 transmission levels.

005-0030 DSX-1 Cable 64-pin DSX-1 cable, 25 feet long (see 005-0025).

710-0153 197/23" Universal Universal mounting brackets and screws for 19

Mounting Brackets and 23 inch equipment racks. This bracket set is
included with all Access Navigator unit
purchases.

710-0003 19" Vertical Mount Two heavy-duty 19 inch horizontal crossbars

Crosshars mount in equipment rack and enable vertical
installation of up to 6 Access Navigator and Wide
Bank 28 products.
710-0004 23" Vertica Mount Two heavy-duty 23 inch horizontal crossbars
Crosshars mount in equipment rack and enable vertical
installation of up to 6 Access Navigator and Wide
Bank 28 products.

770-0079 AN-Manual Access Navigator User Manual isincluded with

all Access Navigator unit purchases.
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Access Navigator / GR-303 Host with P-Phone
Overview

Overview

The Access Navigator® / GR-303 Host with P-Phone offers a highly integrated solution for combining
multi-linelocal voice and data services on customer T1 accesslines. Using the Tel cordia® standard GR-303
switching protocol, up to 672 customer telephone channels can be assigned on a call-by-call basisto Class
5local digital switch T1 connections. When connected to aNortel DM S switch providing Nortel Proprietary
Phone (P-Phone) Centrex service, the Access Navigator can support up to 384 P-Phone channels from up
to 14 remote Adit 600s. In addition to the concentration and management of CLASS® voice services, the
Access Navigator grooms, and optionally concentrates, fractional T1 data connections from customer
locations.

Figure 4-1 Access Navigator / GR-303 Host with P-Phone
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Figure 4-2. Access Navigator / GR-303 with P-Phone Architecture
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Features and Benefits

Features and Benefits

The Access Navigator / GR-303 with P-Phone is atransport element that combines the functions of a
GR-303 digita terminal, 32-port T1 digital crossconnect system, T1 channel/data service unit (CSU), T1
diagnostic test equipment, and Access Bank® |1 host controller into amodular chassis 1% rack units high.
Ethernet SNM P, optional redundancy, and modular T1 expansion provide carrier-class service protection
and management at either carrier or customer located T1 service access points.

Access Navigator / GR-303 Host with P-Phone offers an integration of;

® 32 T1 port GR-303 remote digital terminal
GR-303 to TR-08 translation for CA’s Access Bank® |/TR-08
GR-303 Direct Inward Dial (DID) support when used with Lucent 5ESS switches

P-Phone (EBS) support with GR-303 voice concentration when used with Nortel DM S switches and
remote Adit 600 terminals equipped with P-Phone service cards

Digital crossconnect system

T1 CSUs and demarcation testing
Ethernet Telnet and SNM P management
Optional Controller redundancy
Modular Quad T1 expansion

NEBS Certified

GR-303 Services

The Access Navigator / GR-303 Host with P-Phone provides T1 local voice, P-Phone, and data services to
multiple customers (Figure 4-3). Using GR-303 switching protocol for call concentration, the Access
Navigator reduces recurring backhaul transmission costs and switch port costs by up to afactor of 4.

By using CA's Access Bank® |1 and Adit 600 products at the customer premise, an end-to-end distributed
voice and data digital loop carrier and remote management system is provided. Standard T1 connections
from customer PBXs and key systems may be concentrated or bypassed from the GR-303 groups.

The power of a32 T1 port voice and data switch/concentrator and remote service management systemis
contained in only 1¥% rack units of space. Integrated testing and optional common equipment redundancy
assure carrier-class service availability.

CA's Access Navigator / GR-303 Host with P-Phone, together with the Access Bank |1 and Adit 600, bring
cost-effective concentration and remote management to competitive local carriers with anew level of
serviceability and space efficiency.
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P-Phone Services

P-Phone Services

The Access Navigator / GR-303 Host with P-Phone includes Nortel Proprietary Phone (P-Phone) Centrex
service support using remote Adit 600 terminals with P-Phone service cards. The cards convert the

customer’ s anal og P-Phone signals to more efficient digital loop carriers. These digital signalsthat arethen
transmitted over DSOs on the Access Navigator’s drop DSL.

Command and signaling information for all P-Phones is carried by message packets sent over the IP DSO
management channel between the Access Navigator and remote Adit 600, then over the GR-303 EOC
channel between the Access Navigator and the Nortel DM S switch. The Access Navigator can support up

to 384 P-Phone channel s originating from up to 14 remote Adit 600s. For adetail ed description of supported
P-Phone features, see the Adit 600 User Manual.

Nortel P-Phones
DMS Switch Access
Navigator
TDM Network  ——
Class 5 Switch Adit 600
(remote)
T with
= P-Phone
Hub
Adit 600 cards
(colocated)
with Router
Management Station
Figure 4-4 P-Phone Service Support Using Adit 600 Terminals
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DCS Services

DCS Services

The Access Navigator provides all the grooming and filling functions of a 1/0 digital crossconnect system
(DCS) to maximize T1 usage. With carrier/customer demarcation testing, carriers are able to decrease
maintenance costs and labor, while increasing service availability. Fractional voice and data services from
multiple customers and applications are combined by the Access Navigator to save recurring backhaul
transmission costs, and capita costs on switch or router ports.
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Figure 4-5. Access Navigator Data Host Architecture
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Management Architecture

Management Architecture

Access Navigators provide management access via Ethernet SNMP, Telnet CLI, and RS-232 CLI. Valet™
and NetworkValet™ EMS software provides a graphical user interface (GUI) for SNM P management.
Flow-through provisioning of the remote Access Bank Il and testing control over T1 connections reduce
truck rolls and monitors voice and data service availability at customer |ocations.

IP DSO Management

The Access Navigator can use | P management commands and dedicated DSOs to manage up to 24
remote Adit 600 terminals. (Up to 14 of the remote Adit 600s may have P-Phone cards.) IP DSO
management uses a colocated Adit 600 terminal with an |P Router card to redirect | P messages between
the Access Navigator's IP port and the 24 DSOs on agroom DS1. The Access Navigator then cross-
connects the groom DS0s to a dedicated drop DSO going to each remote Adit 600. Customers wishing
to conserve | P addresses can use an Ethernet hub or router providing port addresses trandlation (NAT)
to isolate the |P DSO management network.

Network On-Net Customer
Operations Location Premises
Center Adit 600 Adit 600
| |
Etﬁﬂget (colocated) (remote)

[ \ DS125 DS11 /

DSO1  DSO24 ‘

o BEEEERRE
I I ‘ I
> i ___ o Ip IPDS0 = X.X.X.1
2 p=xxx1 Router T .
S aowwi :
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Console + Access CD5r3010m Remote Adits
. Navigator .
: g Adit 600
Drop DS1s (remote)
R DS1 24 /
. DS0 24 AFAFEEE H B
Static DSO Management H‘D‘DD ‘ i
Connnections between
Groom and Drop DS1s IPDSO = X.X.X.24

Figure 4-6. Access Navigator |P DSO Management Architecture
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FDL Management

FDL Management

When T1 Typel linesareavailable, the Access Navigator can usethe ESF Faciltiy Data L ink to manage
remote Access Bank |1 and Adit 600 terminals. (FDL can not be used to manage remote Adit 600s with

P-Phone cards.)
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Figure 4-7. Access Navigator FDL Management Architecture
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Configuration

Configuration

The Access Navigator / GR-303 Host with P-Phone combines call processing and concentration capabilities
of aGR-303 digital loop carrier (DL C) system with the functionality of aminiature /0 digital crossconnect
switch (DCS). Providing up to 32 DSL1 ports (768 DS0s) in one small package, the Access Navigator fits
easily into small collocation spaces and phone closets.

® Hardware configuration: Modular construction with plug-in cards includes built-in circuit and
network testing and fuse-less protection (see Figure 4)

® Software configuration: Operating system is stored in upgradeabl e flash memory. Configuration and
provisioning data are stored in nonvolatile RAM, protected from power interruptions.

Technology Advantages
e Low Cost
* Small Size
e Low Power
* Surge Protection
* Test Integratino

12 63 inches

2
« Fault Isolation &% Controller Card Features
* No Fans &8 « Power and control
) circuit redundancy
Quad T1 Framer Card Features * GR-303 call support
* Four T1 circuits per card Front e E&%tge:ngﬂgeé%nedms NMP
« Up to 8 cards (32 T1s) —p— == . Gultin o ag 0 "
«1/0 cross-connections - » uilt-in circuit and networ
* Groom and fill T1s S , test!ng _
« Fuseless high-voltage Z |l Controller|{|f Controller Lightning  Power Line
protection S| Card Card Hazards Hazards
¢ Built-in T1 CSU i
* Hot swappable | o —
/'W
RS232 Ethernet Redundant T1 Interface
Management Management Power Input Cables

Figure 4-8. Access Navigator Hardware Configuration
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Access Navigator / GR-303 Host with P-Phone
Applications

Applications

® T1 Service POP-In-A-Box: Customer-located T1 access management for carriers

® Call Concentration: Variable concentration of voice and P-Phone calls for more efficient use of
backhaul T1s and switch resources

® End-Office T1 Grooming: T1 access consolidation, provisioning, protection, and service
management

® Host Control of Access Bank I1: Flow-through remote management and bandwidth grooming of
AccessBank IIs

Interfaces

® DSl Interface: Two Champ® 64-pin connectorswith 32 DSL circuits, one for receive (input) and one
for transmit (output)

® RM5C Interface: Timing input connector for external clock source (such asBITS)

® RS-232 Interface: DB9 (DE9) connector for CLI management by craft terminal or computer with
terminal emulation software

® FEthernet Interface: 10Base-T connector for SNMP and Telnet CLI management
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Access Navigator / GR-303 Host with P-Phone

Soecifications

Specifications

GR-303 Operation

Up to 32 T1s per system

Primary and redundant protection for EOC and TMC

GR-303 to TR-08 trandlation for CA’s Access Bank |/TR-08
GR-303 Direct Inward Dial (DID) support for Lucent 5ESS switches
GR-303 line concentration of 4:1 TDM ISDN BRI services

GR-303 line concentration of Nortel P-Phone (EBS) services from CA’s Adit 600 terminals
(up to 384 P-Phone channels from up to 14 remote Adit 600 terminals)

Alarm and maintenance support for DS1 terminations
Compatible with Lucent, Nortel, and Siemens switches
Configurable concentration ratios

Programmable call reference values (CRVS)
Redundancy, 1:1 controller & power conversion

Crossconnects

DCS 1/0 interface supports crossconnects at DSO level
Crossconnects up to 24 contiguous DS0s between T1s with one command

DS1 Interface

Four T1s per line card, hot swappable
Linerate: 1.544 Mb/s + 32ppm

Line code: B8ZS or AMI

Framing: D4 (SF) or ESF

DS1 receive sensitivity: —28dB to +1.5dB

Line build-outs:

DSX-1 (0to 660 ft. in 5 steps)

CSU (0dB, —7.5dB, —15 dB, —22.5dB)

ANSI T1.403, Section 6 & 7 (jitter, pulse mask transmission, receive sensitivity, framing
formats)

Built-in CSU with loopback and BERT for testing the T1s

System Clocking

Primary and secondary sources from: DS1s, external clock source (such as BITS) or internal
clock (minimum Stratum 4)

Automatic clock switching and holdover

4-12
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Access Navigator / GR-303 Host with P-Phone
GR-303 Sgnaling

GR-303 Signaling

GR-303 ABCD robbed-bit signal codes

GR-303 Direct Inward Dial (DID) signaling for Lucent switches
GR-303 4:1 TDM mode support for ISDN BRI

GR-303 P-Phone (EBS) signaling for Nortel switches

FXSloop start and ground start

DCS Signaling

® Robbed-bit and clear channel connections at DSO level
® FXS/FXO loop start and ground start
® E&M rabbed bit signaling

Management Interfaces

Command line interface (CL1) for provisioning and maintenance

RS-232 interface for local CLI

Ethernet Telnet support for remote CL |

Ethernet SNMP uses Telcordia® standard MIB for DSL1 interfaces (RFC-1406)
TFTP and Xmodem support for flash memory software upgrades

Protocols

Command Line Interface (CLI)

Simple Network Management Protocol (SNMP)

Telcordia® GR-303

Nortel NISV202-1, Issue 01 (P-Phone)

Telnet

TFTP and Xmodem support for flash memory software upgrades

Alarms

Critical, Major, and Minor alarm levels
DS1 darmsfor LOS, LOF, AlS, and RAI
Front panel LED indicators

Output signal: relay contact closure and LED indication
Maximum relay contact rating: 110V AC or DC @ 1A

® Alarm inputsfrom dry contact closures
Maximum input rating: 60V DC
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Compliance

Compliance

USA

UL 1950, 3rd Edition
FCC Part 15, Class A
FCC Part 68

NEBS Level 3 for Type 2 and 4 equipment
GR-1089-CORE
GR-63-CORE

CANADA
® CSA C22.2 No. 950.95
® [CES-003, Class A
e CS03

Standards

® AT&T 62411 (Stratum 4 enhanced T1 CPE)
® ANSI T1.403 and T1.107a

Power

Input power: 42 to —60 VDC @ 1.5A

Dual feed DC power input terminals

Power dissipation: 65 watts (225 Btu/hr.), fully equipped
Solid-state (fuse-less) over-voltage and over-current protection

Environmental

Operating temperature: —5°C to +45°C (23°F to 113°F), up to +55°C short term (NEBS)
Solid-state over-temperature protection

Relative humidity: 0 to 95%, non-condensing

No fans; Passive thermal management

Physical

Dimensions; 17" x 13.5" x 2.63"
Weight: 10 Ibs. (4.54 kg)
Mountsin 19 and 23 inch racks
Optional wall mount brackets
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Compliance Requirements

Compliance Requirements

FCC Requirements

This equipment complies with Part 15 and Part 68 of the Federal Communications Commission (FCC)
Rules.

Part 15, Class A

This equipment has been tested and found to comply with the limitsfor aClass A digital devicein
accordance with Part 15 of the FCC Rules. These limits provide reasonable protection against
harmful interference when equipment is operated in a commercial environment.

This equipment generates, uses, and can radiate radio frequency energy, and if not installed and
used in accordance with the instructions in this manual may cause harmful interference to radio
communications. Operation of this equipment in aresidential areais likely to cause harmful
interference, in which case the user will be required to correct the interference at the user’s own
expense.

Thefollowing cables, when connected to this equipment, must be shielded to maintain FCC Part 15
compliance:

® Both DSX-1 cables

® RS-232cable

Part 68

This equipment complies with Part 68 of the Federal Communications Commission rules. The
silkscreen on the top cover of this equipment includes the FCC registration number.

Y ou must supply the following information to the telephone company, if they request it.

® FCC Registration Number: 2Z6USA-33482-DD-N
® Service Center inthe USA:

Carrier Access Corporation
5395 Pearl Parkway
Boulder CO 80301-2490
Phone 800-495-5455

If this equipment has been found to cause harm to the telephone network, the telephone company
will notify you in advance. If advance notice provesimpractical, the telephone company will notify
the customer as soon as possible. Also, you will be advised of your right to file acomplaint with the
FCC if you believe such action is necessary.

If the trouble is causing harm to the tel ephone network, the telephone company may request that
you remove the equipment from the network until the problem is resolved.

The telephone company may make changes in its facilities, equipment, operations or procedures
that could affect the operation of your equipment. If this happens, the telephone company will
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Access Navigator / GR-303 Host with P-Phone
Telcordia (Bellcore) Requirements

provide advance notice in order for you to make necessary modifications to maintain uninterrupted
service.

If you need to make repairs or modifications to the equipment, please first contact Carrier Access
Corporation for repair, modification, and warranty information. Customer repairs and
modifications are limited to the replacement of circuit boards; any other repairs or modifications
will void your warranty.

Facility Interface Codes (FIC)

FIC CODES DESCRIPTION

04DU9-BN 1.544 Mbps Superframe Format (SF) without Line Power
04DU9-DN 1.544 Mbps Superframe (SF) and B8ZS without Line Power
04DU9-1KN 1.544 Mbps ANSI, ESF without Line Power

04DU9-1SN 1.544 Mbps ANSI, ESF, and B8ZS without Line Power

Service Order Codes (SOC)

SOC CODES DESCRIPTION

6.0F Combinations of equipment provide full protection to digital
services. Billing protection and encoded anal og protection are
provided either by including auxiliary equipment within the
registration envelope or by use of a separately registered device.

Telcordia (Bellcore) Requirements

This equipment conforms with Telcordia® standard GR-1089-CORE, New Equipment Building
System (NEBS), requirements for intra-building (inside plant) Type 2 and Type 4.

To maintain compliance with the GR-1089-CORE requirements to prevent EMI/EMC radio frequency
interference with other equipment, the DSX-1 and RS-232 cables must be shielded and have ferrite bead
RFI suppressors.

UL Requirements

This equipment conforms with Underwriters Laboratory standard UL 1950 (supersedes UL 1459). To
maintain this compliance, all access covers must be replaced after servicing the equipment to prevent
fires from spreading to nearby equipment.
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CSA Requirements

CSA Requirements

This telecommuni cation network equipment conforms with Canadian Standards Association (CSA)
standard C22.2 No. 950.95. To maintain this compliance, all access covers must be replaced after
servicing the equipment to prevent fires from spreading to nearby equipment.

Ordering Information

Part Number Item Description

930-1026 AN/GR-303 P-Phone | Access Navigator GR-303 Host with P-Phone,
32 T1 Redundant Package:

2 AN-GR-303 Controller Cards
8 AN-Quad T1 Framer Cards

930-0200 AN-Case Access Navigator redundant NEBS chassis and
backplane. Chassis holds two Controller cards
and eight Quad T1 Framer cards (32 T1 circuits).
Order cards separately.

740-0216 AN-GR-303 P-Phone | Access Navigator Controller card with GR-303,

Controller Card P-Phone, and DCS software,

740-0018 Quad T1 Framer Card | Access Navigator Quad T1 Framer card
terminates 4 T1 interfaces from switch, customer
site, or data network.

005-0025 DSX-1 Cable 64-pin DSX-1 cable, 10 feet long, male/male.
Two cables must be ordered per Access
Navigator, one TX, one RX. May be used for
DS1 and DSX-1 transmission levels.

005-0030 DSX-1 Cable 64-pin DSX-1 cable, 25 feet long (see 005-0025).

710-0153 197/23" Universal Universal mounting brackets and screws for 19

Mounting Brackets and 23 inch equipment racks. This bracket set is
included with all Access Navigator unit
purchases.

710-0003 19" Vertical Mount Two heavy-duty 19 inch horizonta crossbars

Crosshars mount in equipment rack and enable vertical
installation of up to 6 Access Navigator and Wide
Bank 28 products.
710-0004 23" Vertica Mount Two heavy-duty 23 inch horizontal crossbars
Crosshars mount in equipment rack and enable vertical
installation of up to 6 Access Navigator and Wide
Bank 28 products.

770-0079 AN-Manua Access Navigator User Manual isincluded with

all Access Navigator unit purchases.
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Physical Installation
Compliance and Safety Requirements

Compliance and Safety Requirements

DANGER! FIRE HAZARD. STANDARDS UL 1950 AND C22.2 NO. 950.95 REQUIRE

THAT ALL ACCESS COVERS BE REPLACED TO PREVENT FIRES FROM SPREADING TO
NEARBY EQUIPMENT.

CAUTION! NEBS 1089 EMI/EMC AND FCC REQUIREMENT PART 15 COMPLI-
ANCE REQUIRES CHASSIS GROUNDING, SHIELDED DSX-1 AND RS-232 CABLES WITH
FERRITE RF SUPPRESSOR BEADS, AND SHIELDED ETHERNET AND BITS CLOCK
CABLES TO PREVENT RADIO FREQUENCY INTERFERENCE WITH OTHER EQUIPMENT.

WARNING! NEBS REQUIREMENT. DO NOT CONNECT THIS EQUIPMENT DIRECTLY
TO METALLIC TIP-AND-RING OUTSIDE PLANT CONDUCTORS. THIS EQUIPMENT CAN ONLY
BE USED FOR INTRA-BUILDING (INSIDE PLANT) INSTALLATION IN A CENTRAL OFFICE OR
CUSTOMER PREMISES.

WARNING! THE AcCESs NAVIGATOR CONTAINS CIRCUIT CARDS AND COMPO-
NENTS THAT ARE SUBJECT TO DAMAGE BY ELECTROSTATIC DISCHARGE (ESD).
ALWAYS FOLLOW THE STATIC-SENSITIVE EQUIPMENT HANDLING PROCEDURES ON
page 6-3 WHEN OPENING EQUIPMENT COVERS AND HANDLING PLUG-IN CIRCUIT CARDS.

5-2
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Tools and Materials

Tools and Materials

Physical installation requires the following tools and materials.

o Screwdrivers, Phillips#2 and #3

» Screwdrivers, dotted

o Screws (4 ea), 12-24 x 1/2 inch (for 23 inch rack only)

e Screws (8 ea), #8 x 3/4 inch panhead (for wall mount only)

» Universa rack mounting kit, PN 710-0153 (one additional kit required for wall mount only)
» Plywood and fasteners (for wall mount only, see Vertical Wall Mount on page 5-15)

NOTE: ABAM shielded cable is recommended for extending DSX-1 connections.

Unpacking and Inspection

1

Inspect containers for damage during shipment. Report any damage to the freight carrier for
possible insurance claims.

NOTE: Check packing list (taped to outside of container) before opening container.
Packing list should agree with label on outside of Access Navigator shipping container.
Packing lists show only top level part numbers.

Compare packing list with office records. Report any discrepancies to the office.
Open shipping containers. Be careful not to damage contents.

WARNING! Do NOT OPEN EQUIPMENT COVERS OR ANTI-STATIC PLASTIC BAGS
UNTIL READY FOR INSTALLATION. ALWAYS FOLLOW THE STATIC-SENSITIVE EQUIPMENT
HANDLING PROCEDURES ON page 6-3 WHEN OPENING EQUIPMENT COVERS AND
HANDLING PLUG-IN CIRCUIT CARDS.

Inspect contents of shipping containers for any damage that may have occurred during shipment.
Report any damage to the freight carrier for possible insurance claims.

If equipment must be returned to for any reason, carefully repack equipment in original shipping
container with original packing materialsif possible. See Warranty and Warranty Product Returns
in the Preface of this manual.

If equipment isto beinstalled later, replace equipment in original shipping containers and store
temporarily in a safe place until ready to install equipment.
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Physical Installation
Horizontal 19-Inch Rack Mount

Horizontal 19-Inch Rack Mount

Installation Summary

m Precautions ... 5-4

B Toolsand Materials ... 5-4

m Attach Mounting Brackets to Access Navigator ... 5-5
B Attach Access Navigator to Equipment Rack ... 5-5

Precautions

CAUTION! Access NAVIGATOR REQUIRES AT LEAST 4.37 INCHES (2.5 RACK
UNITS) OF FREE AIR SPACE ABOVE AND BELOW CHASSIS FOR AIR CIRCULATION.
INSUFFICIENT SPACING MAY CAUSE SERVICE INTERRUPTIONS, RESULTING FROM
EQUIPMENT OVERHEATING AND SHUTTING DOWN.

Tools and Materials

Obtain the following tools and materials:

o Screwdrivers, Phillips#2 and #3

e Screwdrivers, dotted

» Universa rack mounting bracket kit, PN 710-0153, included with Access Navigator
» Rack mounting screws (4 ea.), as appropriate for equipment rack

NOTE: Rack mounting brackets come with hardware for installation in both 19-inch and
23-inch equipment racks. Some hardware is not required for 19-inch rack installation.
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Attach Mounting Brackets to Access Navigator

Attach Mounting Brackets to Access Navigator

1. Open bag containing universal rack mounting kit and select the following items (see Figure 5-1):
* Mounting bracket (2 ea.), PN 0040303 (stamped on part)

Mounting
Brackets
@ 0 o

e

@ o)

Figure 5-1. Mounting Brackets

2. Position mounting brackets for required flush mount or 5-inch forward offset with respect to front
rails of equipment rack (see A in Figure 5-2 on page 5-6).

3. Remove mounting screws (6-32 x 3/8 inch, 82° undercut, Phillips) from sides of Access Navigator
where brackets will be attached.

4. Attach mounting bracketsto sidesof AccessNavigator using mounting screwsremoved in previous
step (see B in Figure 5-2).

Attach Access Navigator to Equipment Rack

CAUTION! Access NAVIGATOR REQUIRES AT LEAST 4.37 INCHES (2.5 RACK
UNITS) OF FREE AIR SPACE ABOVE AND BELOW CHASSIS FOR AIR CIRCULATION.
INSUFFICIENT SPACING MAY CAUSE SERVICE INTERRUPTIONS, RESULTING FROM
EQUIPMENT OVERHEATING AND SHUTTING DOWN.

1. Position Access Navigator in equipment rack slot (refer to office records). Ensure that thereis at
least 4.37 inches (2.5 rack units) of free air space above and below chassis for cooling (see Figure
5-3 on page 5-6).

2. Secure mounting brackets to equipment rack using appropriate mounting screws (see C in Figure
5-2). Brackets accommodate 1.75 and 2.00 inch hole spacing.
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Attach Access Navigator to Equipment Rack

Mounting Mount bracket here
Bracket for flush mount. @

A

¥eee

)

Mount bracket here for
5 inch forward offset.

Fasten brackets to

Access Navigator
N with 6-32 x 3/8"
~¥ ~  undercut screws
(four per side).

e
7 ~ \\ ~, \§
Bracket - v )

eeeeeeeee'eeee\

N\
eeeeoeeeoeeoee@oe
o o
Q9

!

J

Fasten brackets to
equipment rack
with appropriate
mounting screws

(two per side).

< coccoccococcocccoeobococce

~N N\

Figure 5-2. Installation in 19-inch Equipment Rack

| L I__|
4.37 inches 7.00 inches
(minimum) (minimum)
] L |_1

Figure 5-3. Spacing Requirements
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Physical I nstallation
Horizontal 23-Inch Rack Mount

Horizontal 23-Inch Rack Mount

Installation Summary

®m Precautions... 5-7

B Toolsand Materials ... 5-7

m Attach Mounting Brackets to Access Navigator ... 5-8
B Attach Access Navigator to Equipment Rack ... 5-9

Precautions

CAUTION! Access NAVIGATOR REQUIRES AT LEAST 4.37 INCHES (2.5 RACK
UNITS) OF FREE AIR SPACE ABOVE AND BELOW CHASSIS FOR AIR CIRCULATION.
INSUFFICIENT SPACING MAY CAUSE SERVICE INTERRUPTIONS, RESULTING FROM
EQUIPMENT OVERHEATING AND SHUTTING DOWN.

Tools and Materials

Obtain the following tools and materials:

o Phillips screw drivers, #2 and #3
» Universa rack mounting bracket kit, PN 710-0153, included with Access Navigator
» Rack mounting screws (4 ea.), as appropriate for equipment rack

NOTE: Rack mounting brackets come with hardware for installation in both 19-inch and
23-inch equipment racks. Some hardware is not required for 19-inch rack installation.
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Attach Mounting Brackets to Access Navigator

Attach Mounting Brackets to Access Navigator

1. Open bag containing universal rack mounting kit. It should contain the following items (see Figure
5-4):

* Mounting bracket (2 ea.), PN 0040303 (stamped on part)
» Bracket extender (2 ea.), PN 0040310 (stamped on part)
* Mounting screw (4 ea.), 12-24 x 5/8 inch

Bracket
Extender Mounting
Bracket

Mounting
Bracket

. Bracket
Fasten brackets to extensions
with four 12-24 x 5/8" machine

%’,, ’ {:v 2 Extender
screws (two per bracket)

Figure 5-4. Assemble Mounting Brackets

2. Assemble mounting brackets for 23-inch racks (see Figure 5-4).
» Attach each mounting bracket to a bracket extender with two 12-24 x 5/8 inch screws.

3. Position mounting brackets for required flush mount or 5-inch forward offset with respect to front
rails of equipment rack (see A in Figure 5-5).

4, Remove four mounting screws (6-32 x 3/8 inch, 82° undercut, Phillips) from each side of Access
Navigator where brackets will be attached.

5. Attach mounting bracketsto each side of Access Navigator using the mounting screws removed in
previous step (see B in Figure 5-5).
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Attach Access Navigator to Equipment Rack

Attach Access Navigator to Equipment Rack

CAUTION! Access NAVIGATOR REQUIRES AT LEAST 4.37 INCHES (2.5 RACK
UNITS) OF FREE AIR SPACE ABOVE AND BELOW CHASSIS FOR AIR CIRCULATION.
INSUFFICIENT SPACING MAY CAUSE SERVICE INTERRUPTIONS, RESULTING FROM
EQUIPMENT OVERHEATING AND SHUTTING DOWN.

Mount brackets here

for flush mount. @

Mount brackets here for
5 inch forward offset.

ococoocoe

SR
\

Fasten brackets to
Access Navigator
with 6-32 x 3/8"
undercut screws
(four per side)

oY )

~ N P ” P e
Fasten brackets to > %
equipment rack v _-
with appropriate @ v
mounting screws
(two per side).

eeoeoeoeeo\u °

\
AVEIAN
AN
eeoeoeeeeoeoee/m

)

J

< ccocccocccccccobobocs

Figure 5-5. Installation in 23-inch Equipment Rack

Access Navigator - Release 1.8 August 2003 59

Download from Www.Somanuals.com. All Manuals Search And Download.



Physical Installation
Attach Access Navigator to Equipment Rack

1. Access Navigator requires at least 4.37 inches (2.5 rack units) of free air space above and below
chassisfor air circulation. Insufficient spacing may cause service interruptions, resulting from
equipment overheating and shutting down.

2. Position Access Navigator in equipment rack slot (refer to office records). Ensure that thereis at
least 4.37 inches (2.5 rack units) of free air space above and below chassis for cooling (see Figure
5-6 on page 5-10).

3. Secure mounting brackets to equipment rack using appropriate mounting screws (see C in Figure
5-5). Brackets accommodate 1.75 and 2.00 inch hole spacing.

| L | _I
A A
4.37 inches 7.00 inches
(minimum) (minimum)
\4
| L | I_1
\4

Figure 5-6. Spacing Requirements
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Vertical Rack Mount Using Crossbars

Vertical Rack Mount Using Crossbars

Installation Summary

Precautions ... 5-11

Toolsand Materials ... 5-11

Install Crossbars ... 5-12

Attach Mounting Bracketsto Access Navigator ... 5-12
Attach Access Navigator to Crossbars ... 5-12

Precautions

CAUTION! NEBS THERMAL RESTRICTION — DO NOT INSTALL MORE THAN THREE
ROWS OF ACCESS NAVIGATORS PER EQUIPMENT RACK.

CAUTION! AccEss NAVIGATOR REQUIRES AT LEAST 0.75 INCH OF FREE AIR
SPACE ON LEFT AND RIGHT SIDE OF CHASSIS FOR AIR CIRCULATION. INSUFFICIENT
SPACING MAY CAUSE SERVICE INTERRUPTIONS, RESULTING FROM EQUIPMENT
OVERHEATING AND SHUTTING DOWN. |IF INSTALLING MORE THAN ONE ROW OF UNITS,
ENSURE THAT UNITS ARE MOUNTED DIRECTLY ABOVE OR BELOW UNITS IN OTHER ROWS
TO MAINTAIN UNOBSTRUCTED VERTICAL AIR CIRCULATION.

Tools and Materials

Obtain the following tools and materials:

» Phillips screw drivers, #2 and #3

» Vertical Mount Crossbars (2 per kit), PN 710-0003 for 19-inch racks
or PN 710-0004 for 23-inch racks.

» Universa rack mounting kit, PN 710-0153, included with Access Navigator
» Rack mounting screws (4 ea.), as appropriate for equipment rack

NOTE: Crossbars are sold in pairs. Two 19-inch crossbars mount in 19-inch equipment
rack and hold up to five Access Navigator or Wide Bank 28 units. Two 23-inch crossbars
mount in 23-inch equipment rack and hold up to six units. One additional crossbar is
needed for each additional row of units.
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Install Crossbars

Install Crossbars

1. Position Vertical Mount Crossbars (refer to office records) so that inside mounting holes are 18.375

inches apart (see A in Figure 5-7 on page 5-13).

2. Attach crossbars to equipment rack with appropriate mounting screws (see B in Figure 5-7).

Attach Mounting Brackets to Access Navigator

NOTE: Universal rack mounting bracket kit includes hardware that is not required for
installation using crossbars.

Open bag containing the universal rack mounting kit and select thefollowing items (see A in Figure
5-8 on page 5-14):

* Mounting brackets (2 ea.), PN 0040303 (stamped on part)

* Mounting screws (4 ea.), 12-24 x 5/8inch, for attaching brackets to crossbars

Position mounting brackets for required flush mount or 5-inch forward offset with respect to front
rails of equipment rack (see B in Figure 5-8).

Remove four mounting screws (6-32 x 3/8 inch, 82° undercut, Phillips) from each side of Access
Navigator where brackets will be attached.

Attach mounting brackets to each side of Access Navigator using the mounting screws removed in
previous step (see C in Figure 5-8).

Attach Access Navigator to Crossbars

CAUTION! AccEss NAVIGATOR REQUIRES AT LEAST 0.75 INCH OF FREE AIR
SPACE ON LEFT AND RIGHT SIDE OF CHASSIS FOR AIR CIRCULATION. INSUFFICIENT
SPACING MAY CAUSE SERVICE INTERRUPTIONS, RESULTING FROM EQUIPMENT
OVERHEATING AND SHUTTING DOWN. |IF INSTALLING MORE THAN ONE ROW OF UNITS,
ENSURE THAT UNITS ARE MOUNTED DIRECTLY ABOVE OR BELOW UNITS IN OTHER ROWS
TO MAINTAIN UNOBSTRUCTED VERTICAL AIR CIRCULATION.

Position Access Navigator vertically in crossbar ot (refer to office records) with 1.75 inch
minimum bracket spacing (3 holes) between other bracketsin row (see Figure 5-9 on page 5-14).

Secure mounting brackets to crosshar using 12-24 x 5/8inch mounting screws (see D in Figure 5-8
on page 5-14).
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Physical I nstallation
Attach Access Navigator to Crosshars
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Figure 5-7. Crossbar Installation
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Physical Installation
Attach Access Navigator to Crossbars

Mounting Mount bracket here

Brackets for flush mount.

Mount bracket here for
5 inch forward offset.

- )
" N 9 > ~ N
Fasten brackets to g SN A
crossbar vv_ith g S Fasten brackets to
12-24 x 5/8 inch Access Navigator
machine screws with 6-32 x 3/8"
(two per side). undercut screws

(four per side).
Figure 5-8. Bracket Installation

19-inch Equipment Rack 23-inch Equipment Rack
(5 units per row maximum) (6 units per row maximum) 1.75
S ey | R ¥ SO i |
A B C D E A B C|| D E F
17.25
\
Bl eeeceeseeecelossloneansoseaneld rrotirr vl Nrrr O I SO
—> — —>| |
1.75inch 0.75 inch
— Bracket spacing - Minimum air space —
Figure 5-9. Spacing Requirements
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Physical I nstallation
Vertical Wall Mount

Vertical Wall Mount

NOTE: The following procedure assumes that the Access Navigator and other compo-
nents will be mounted on a plywood sheet before attaching plywood to wall. Pre-mounting
equipment at the carrier facility will speed up installation at the customer site.

Installation Summary

Precautions ... 5-15

Toolsand Materials ... 5-16

Ensure Adequate Clearance ... 5-16

Prepare Plywood ... 5-16

Attach Mounting Brackets to Access Navigator ... 5-16
Attach Mounting Bracketsto Access Navigator ... 5-16
Attach Access Navigator to Plywood ... 5-17

Precautions

CAUTION! WALL MOUNTING IS APPROVED ONLY FOR CUSTOMER PREMISES.

CAUTION! AccEess NAVIGATOR REQUIRES FREE AIR SPACE ON TOP, BOTTOM, AND
ENDS OF CHASSIS FOR AIR CIRCULATION. INSUFFICIENT VENTILATION MAY CAUSE
SERVICE INTERRUPTIONS, RESULTING FROM EQUIPMENT OVERHEATING AND SHUTTING
DOWN. DO NOT ALLOW CABLES AND OTHER COMPONENTS TO OBSTRUCT AIR
CIRCULATION. THE ACCESS NAVIGATOR INCLUDES TIE POINTS FOR ATTACHING WIRE
TIES TO SECURE CABLES TO REAR PANEL WITHOUT OBSTRUCTING AIR FLOW (SEE
FIGURE 5-11).

WARNING! IF AcceEss NAVIGATOR IS MOUNTED ON PLYWOOD, DO NOT USE A
HAMMER TO ATTACH PLYWOOD TO WALL BECAUSE THE IMPACT SHOCK MAY DAMAGE
THE ACCESS NAVIGATOR AND OTHER COMPONENTS MOUNTED ON THE PLYWOOD. A
POWER DRILL AND SCREWDRIVER IS RECOMMENDED TO AVOID DAMAGE.

Access Navigator - Release 1.8 August 2003 5-15

Download from Www.Somanuals.com. All Manuals Search And Download.



Physical Installation
Tools and Materials

Tools and Materials

Obtain the following tools and materials:

» Phillips screw drivers, #2 and #3
e Screws (8 ea.), #8 x 3/4 inch panhead

e Universal mounting kits (2 ea.), PN 710-0153.
(Access Navigator includes one kit.)

» Plywood, 3/4 inch thick, 10 x 21 inches minimum size

Ensure Adequate Clearance

Ensure there is adequate clearance around Access Navigator to access cards and connectors, and
sufficient space for proper ventilation (see Figure 5-10 on page 5-18).

Prepare Plywood

1

Ensure that plywood is large enough to hold the Access Navigator (see Figure 5-11 on page 5-19).
Plywood should extend at least 1 inch beyond brackets.

Mark mounting hole locations on plywood to ensure that brackets will mount squarely against
plywood (see Figure 5-12 on page 5-20).

Attach Mounting Brackets to Access Navigator

NOTE: Universal mounting kit includes hardware that is not required for wall mount
installation.

Open bags containing the universal mounting kits and select the following items (see A in Figure
5-13 on page 5-21):

* Mounting brackets (4 ea.), PN 0040303 (stamped on part)

Position mounting brackets for wall mounting (see B in Figure 5-13).

Remove two mounting screws (6-32 x 3/8 inch, 82° undercut, Phillips) from Access Navigator
where each bracket will be attached (see C in Figure 5-13).

Attach mounting brackets to each side of Access Navigator using the mounting screws removed in
previous step (see C in Figure 5-13). Slide brackets down in screw slots to ensure maximum space
beneath Access Navigator for ventilation.

5-16
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Physical I nstallation
Attach Access Navigator to Plywood

Attach Access Navigator to Plywood

1. Position AccessNavigator with bracketsattached over screw holelocationsmarked in plywood (see
Figure 5-12 on page 5-20).

2. Secure mounting brackets to plywood using eight #8 x 3/4 inch panhead screws (see D in Figure
5-13 on page 5-21).

WARNING! IF AccEss NAVIGATOR IS MOUNTED ON PLYWOOD, DO NOT USE A
HAMMER TO ATTACH PLYWOOD TO WALL BECAUSE THE IMPACT SHOCK MAY DAMAGE
THE ACCESS NAVIGATOR AND OTHER COMPONENTS MOUNTED ON THE PLYWOOD. A
POWER DRILL AND SCREWDRIVER IS RECOMMENDED TO AVOID DAMAGE.

3. Attach plywood to wall using fasteners appropriate for heavy objects.
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Physical Installation
Attach Access Navigator to Plywood
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Mounting brackets provide bottom clearance for ventilation
Figure 5-10. Access Clearance Requirements
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Physical I nstallation
Attach Access Navigator to Plywood
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Figure 5-11. Plywood Sheet, Minimum Sze
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Physical Installation
Attach Access Navigator to Plywood
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for Mounting Brackets
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Figure 5-12. Mounting Hole Pattern on Plywood
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Physical I nstallation
Attach Access Navigator to Plywood

Mounting Postion brackets here

Brackets for wall mount.
0

Fasten brackets to

Plywood with Access Navigator
#8 x 3/4 inch with 6-32 x 3/8"
pan-head undercut screws

wood screws
(two per bracket).

(two per bracket).

Figure 5-13. Wall Mount Bracket Installation
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Physical Installation
Attach Access Navigator to Plywood
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Electrical Installation
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Electrical Installation
Compliance and Safety Requirements

Compliance and Safety Requirements

DANGER! FIRE HAZARD. STANDARDS UL 1950 AND C22.2 NO. 950.95 REQUIRE

THAT ALL ACCESS COVERS BE REPLACED TO PREVENT FIRES FROM SPREADING TO
NEARBY EQUIPMENT.

CAUTION! NEBS 1089 EMI/EMC AND FCC REQUIREMENT PART 15 COMPLI-
ANCE REQUIRES CHASSIS GROUNDING, SHIELDED DSX-1 AND RS-232 CABLES WITH
FERRITE RF SUPPRESSOR BEADS, AND SHIELDED ETHERNET AND BITS CLOCK
CABLES TO PREVENT RADIO FREQUENCY INTERFERENCE WITH OTHER EQUIPMENT.

WARNING! NEBS REQUIREMENT. DO NOT CONNECT THIS EQUIPMENT DIRECTLY
TO METALLIC TIP-AND-RING OUTSIDE PLANT CONDUCTORS. THIS EQUIPMENT CAN ONLY
BE USED FOR INTRA-BUILDING (INSIDE PLANT) INSTALLATION IN A CENTRAL OFFICE OR
CUSTOMER PREMISES.

WARNING! THE AcCESS NAVIGATOR CONTAINS CIRCUIT CARDS AND COMPO-
NENTS THAT ARE SUBJECT TO DAMAGE BY ELECTROSTATIC DISCHARGE (ESD).
ALWAYS FOLLOW THE STATIC-SENSITIVE EQUIPMENT HANDLING PROCEDURES ON
page 6-3 WHEN OPENING EQUIPMENT COVERS AND HANDLING PLUG-IN CIRCUIT CARDS.

6-2
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Electrical Installation
Satic-Sensitive Equipment Handling Procedures

Static-Sensitive Equipment Handling Procedures

WARNING! THE AccESSs NAVIGATOR CONTAINS CIRCUIT CARDS AND COMPO-
NENTS THAT ARE SUBJECT TO DAMAGE BY ELECTROSTATIC DISCHARGE (ESD).
ALWAYS USE THE FOLLOWING PROCEDURE WHENEVER HANDLING PLUG-IN CIRCUIT
CARDS.

ESD can damage processors, circuit boards, and other el ectronic components. Always observe the
following precautions before installing a system component.

The ESD warning label below appears on packages and storage bags that contain static-sensitive
products and components.

1. Do not remove a component from its protective packaging until ready to install it.

2. Wear awrist grounding strap and attach it to ametal part of the system unit before handling components.
If awrist strap is hot available, maintain contact with the system unit throughout any procedure
requiring ESD protection.

NOTE: A grounding wrist strap consists of an electrically conductive elastic wrist band
with a grounding wire for connection to the equipment chassis or a common ground point.

3. Totest the grounding wrist strap to ensure that it is working properly:
» Use ohmmeter to check resistance of grounding wrist strap.
e Connect one meter lead to wrist strap.
» Connect other meter lead to metal clip or banana plug at end of grounding wire.
» A resistance of oneto ten megohms (million ohms) istypical and will provide adequate
protection to equipment and user.
e DO NOT usethewrist strap if the resistance is more than 35 megohms because it will not
protect the equipment from ESD damage.
» DO NOT usethewrist strapif theresistanceislessthan 0.75 megohms (750,000 ohms) because
it will not protect you from high voltage shock hazards.
4. Beforetouching acircuit card, momentarily touch the grounded equipment rack or chassisto discharge
any static buildup.
5. Beforeinserting or removing acircuit card from a storage bag, momentarily ground or hold the anti-
static plastic storage bag to discharge any static buildup.
6. Do not touch any components or printed wiring on the circuit card. Hold the card by its edges or plastic
handles.
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Electrical Installation
Tools and Materials Required

7. Alwaysstore circuit cardsin an anti-static storage bag. Whenever possible, use the same storage bag
the card or replacement card cameiin.

8. If acircuit card isto be returned to the factory, always ship the circuit card inside an anti-static storage

bag.

Tools and Materials Required

Electrical installation requires the following tools and materials.

Screwdrivers, Phillips #2 and #3
Screwdrivers, dotted

Pliers, needle nose

Cutters, diagonal

Wire stripper, 16-26 AWG

Wire wrap tool, bitsfor 22, 24, 26 AWG
Wire unwrap tool

Wireties

Grounding wrist strap
Continuity tester

V olt-ohm meter

Shielded RS-232 cable: DTE-to-DCE for direct connection to a computer or a DCE-to-DCE
(null modem cable) for connection to a modem (see RS-232 Management Connection on
page 6-17)

Shielded DSX-1 cables (2 ea.), PN 005-0025 (10 ft.) or 005-0030 (25 ft.), or equivalent

NOTE: ABAM shielded cable is recommended for extending DSX-1 connections.
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Electrical I nstallation
Chassis Ground Connection

Chassis Ground Connection

Installation Summary

Precautions ... 6-5

Toolsand Materials ... 6-5

Run Ground Wire to Access Navigator ... 6-6
Connect Ground Wireto Ground Lug ... 6-6
Attach Ground Lug to Access Navigator ... 6-7

Precautions

CAUTION! CHASSIS MUST BE GROUNDED FOR COMPLIANCE WITH NEBS 1089
EMI/EMC AND FCC REQUIREMENT PART 15, TO PREVENT RADIO FREQUENCY
INTERFERENCE WITH OTHER EQUIPMENT.

WARNING! SHEET METAL CAN BE DAMAGED BY BENDING GROUND WIRE WHEN
GROUND LUG IS ATTACHED TO ACCESS NAVIGATOR. BEFORE ATTACHING GROUND LUG
SCREWS, CAREFULLY BEND THE GROUND WIRE TO POSITION THE GROUND LUG OVER
THE REAR PANEL TERMINALS.

Tools and Materials

NOTE: A ground lug with compression terminal is provided for attaching #6 or #8 AWG
insulated stranded copper wire. Follow standard practice for building ground systems.

Obtain the following tools and materials:

e Screwdrivers, dotted

e Screwdrivers, Phillips

» |Insulated copper wire, #6 or #8 AWG as required
*  Wire stripper

Access Navigator - Release 1.8 August 2003 6-5
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Electrical Installation
Run Ground Wire to Access Navigator

Run Ground Wire to Access Navigator

1. Measure and cut enough insulated copper wireto connect from building ground to Grounding Lug on
Access Navigator (see Figure 6-2).

BHEHHHHST

DS1
Transmit

Jarm

!
in
& e RS-232 (4
[-B0a ] 2
‘-—,H GLI

Chassis
Ground Lug

Figure 6-1. Location of Grounding Lug Terminals

2. Route wire from building ground to ground lug on Access Navigator.

Connect Ground Wire to Ground Lug

#6 or #8 AWG Compression
Copper Wire Screw

Wire Clamp

Strip only enough
insulation off wire
to fit inside barrel

Figure 6-2. Connect Ground Wireto Lug

Strip enough insulation off wire end to fit inside lug, flush with front of wire clamp (see Figure 6-2).
Route wire from building ground to ground lug on Access Navigator.

Bend ground wire so that wire end is positioned over ground lug terminal.

Remove ground lug from Access Navigator and set screws aside for later use.

L oosen compression screw until opening beneath wire clamp islarge enough to accept ground wire.
Insert ground wire into lug barrel, beneath compression plate, and tighten compression screw.

© gk whpk
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Electrical Installation
Attach Ground Lug to Access Navigator

Attach Ground Lug to Access Navigator

WARNING! SHEET METAL CAN BE DAMAGED BY BENDING GROUND WIRE WHEN
GROUND LUG IS ATTACHED TO ACCESS NAVIGATOR. BEFORE ATTACHING GROUND LUG
SCREWS, CAREFULLY BEND THE GROUND WIRE TO POSITION THE GROUND LUG OVER
THE REAR PANEL TERMINALS.

1. Attach ground lug to chassis with screws provided.
2. Ensure that ground lug screws securely hold equipment ground lug to chassis.
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Electrical I nstallation
DSX-1 Cable Connections

DSX-1 Cable Connections

Installation Summary

Precautions ... 6-8

Toolsand Materials ... 6-9

Prepare DSX-1 Cables ... 6-9

Connect DSX-1 Cablesto Access Navigator ... 6-11
Attach Ferrite Beads ... 6-13

Connect DSX-1 Cablesto Interface or Patch Pandl ... 6-14

Precautions

CAUTION! SHIELDED DSX-1 CABLES WITH FERRITE BEAD RF SUPPRESSORS ARE
REQUIRED FOR COMPLIANCE WITH NEBS 1089 EMI/EMC AND FCC REQUIREMENT
PART 15, TO PREVENT RADIO FREQUENCY INTERFERENCE WITH OTHER EQUIPMENT.

CAUTION! DSX-1 CABLES HAVE SOLID CONDUCTOR WIRES. |IF ATTACHING RJ
TYPE CONNECTORS TO FLYING WIRE CABLES, BE SURE TO USE RJ CONNECTORS
DESIGNED FOR SOLID WIRE. USING RJ CONNECTORS DESIGNED FOR STRANDED WIRE
WILL CAUSE POOR SIGNAL CONNECTIONS AND SERVICE DISRUPTIONS.

WARNING! NEBS REQUIREMENT. DO NOT CONNECT THIS EQUIPMENT DIRECTLY
TO METALLIC TIP-AND-RING OUTSIDE PLANT CONDUCTORS. THIS EQUIPMENT CAN ONLY
BE USED FOR INTRA-BUILDING (INSIDE PLANT) INSTALLATION IN A CENTRAL OFFICE OR
CUSTOMER PREMISES.
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Electrical I nstallation
Tools and Materials

Tools and Materials

1. Obtain the following tools:

Screwdrivers, Phillips#2 and #3
Screwdrivers, dotted

Pliers, needle nose

Cutters, diagonal

Wire stripper, 16-26 AWG

Wire wrap tool, bitsfor 22, 24, 26 AWG
Wire unwrap tool

Continuity tester

2. Obtain the following materials:

Shielded DSX-1 cables (2 ea.), PN 005-0025 (10 ft.) or 005-0030 (25 ft.), or equivalent

Locking screws for DSX-1 connectors, panhead, #4-40 x 3/8" (2 ea.), part of Accessory Kit,
PN 003-0247

Ferrite bead RF suppressors (4 ea.), part of Ferrite Bead Kit, PN 003-0197

Prepare DSX-1 Cables

1. 1f DSX-1cables, PN 005-0025 (10 ft.) or 005-0030 (25 ft.), have been ordered from Carrier Access
Corporation, open packages containing cables (see Figure 6-3).

NOTE: DSX-1 shield drain wire must be attached to connector on Access Navigator.
Do not ground second shield drain wire at other end of cable. If second shield ground is
not required for cable extensions, fold back and wrap with electrical tape.

NOTE: Two DSX-1 cables are required, one for transmit and one for receive. These
cables are electrically identical, pin for pin, and may be used for either transmit or receive.
DSX-1 cables come with 64-pin connectors on both ends. For wire-wrap connections, one
connector may be cut off to provide flying wires. Cables are ordered and packaged
separately.

Access Navigator - Release 1.8 August 2003 6-9

Download from Www.Somanuals.com. All Manuals Search And Download.



Electrical Installation
Prepare DSX-1 Cables

CAC 64-Pin Connector
Part Number

: Shield drain wire Do not ground second
with ground lug shield drain wire. Use

/ ¢ only to extend shield
— to extension cables.

==

/

DSX-1 cable is 10 ft (3m) long — o=
oos0025] | i B ;

Figure 6-3. DSX-1 Cable with Two Connectors (PN 005-0025)

2. |f DSX-1 cableswith flying wires are needed for wire-wrap or splice connections, cut off one
connector and strip back the insulation (see Figure 6-4).
» Do not cut off connector with shield drain wire unless cable has shield drain wires at both ends.
(Shield drain wire must be attached to Access Navigator.)

» Cut off one connector to produce cable of desired length.

» Strip back insulation to produce flying wires of desired length. (Leave some of inner bundle
wrap exposed to identify wire bundle color codes.)

NOTE: ABAM shielded cable is recommended for extending DSX-1 connections.

CAC 64-Pin Connector

Part Number
¢ Shield drain wire

'/~ with ground lug
S }

Color

= wrap  Group 1, Blue Wrap
_ DS1 #1 to #12
\Q DSX-1 cable is 10 ft (3m) long ' Group 2, Blue Wrap
DS1 #13 to #25
Color coded wires — Group 3, Orange Wrap
DS1 #26 to #32
Figure 6-4. DSX-1 Cable with Flying Wires
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Electrical Installation
Connect DSX-1 Cables to Access Navigator

Connect DSX-1 Cables to Access Navigator

CAUTION! SHIELDED DSX-1 CABLES WITH FERRITE BEAD RF SUPPRESSORS ARE
REQUIRED FOR COMPLIANCE WITH NEBS 1089 EMI/EMC AND FCC REQUIREMENT
PART 15, TO PREVENT RADIO FREQUENCY INTERFERENCE WITH OTHER EQUIPMENT.
ENSURE THAT SHIELD DRAIN GROUND LUG IS GROUNDED TO CHASSIS THROUGH DS1
CONNECTOR.

NOTE: Use only #4-40 x 3/8" locking screws provided in Accessory Kit.

1. Refer to Figure 6-5.
2. Remove locking screw, if any, from DS1 Receive (IN) connector (see Figure 6-5).

3. Plug receive DSX-1 cableinto DS1 Receive (IN) connector and snap clamp over cable side of
connector.

4. Position spade lug of shield drain wire under connector locking screw (#4-40 x 3/8") and tighten
with screw driver.

5. Verify that spadelug is firmly secured.

@ DS1 Receive (IN)

DS1 Transmit (OUT)

Clamp Connector Clamp Connector

¢

ground lug under
connector screw.

I
:
Ground lug . Insert shield drain
:
I
|

005-0025] é = L!il TRANSMIT_ /%/
| - = RECEIVE_ \_
o I

l_'_rl TRANSMIT \
Connect the DSX-1 transmit and H_u“

receive cable plug ends with the
shield lug wires to the Access
Navigator. Note that both DSX-1
cables are identical (PN 005-0025).

Figure 6-5. Location of Rear Panel DSL Connectors
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Electrical Installation
Connect DSX-1 Cables to Access Navigator

6. Connect DSX-1 transmit (output) interface cable to Access Navigator (see Figure 6-5).
7. Remove locking screw, if any, from DS1 Transmit (OUT) connector.

8. Plug transmit DSX-1 cable into DS1 Transmit (OUT) connector and snap clamp over cable side of
connector.

9. Position spade lug of shield drain wire under connector locking screw (#4-40 x 3/8") and tighten
with screw driver.

10. Verify that spade lug is firmly secured.
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Electrical Installation
Connect DSX-1 Cables to Access Navigator

Attach Ferrite Beads

WARNING! NEBS REQUIREMENT. DO NOT CONNECT THIS EQUIPMENT DIRECTLY
TO METALLIC TIP-AND-RING OUTSIDE PLANT CONDUCTORS. THIS EQUIPMENT CAN ONLY
BE USED FOR INTRA-BUILDING (INSIDE PLANT) INSTALLATION IN A CENTRAL OFFICE OR
CUSTOMER PREMISES.

1. Obtain two ferrite beads to attach each DSX-1 cable (see Figure 6-6).

2. Position ferrite beads for most convenient cable dressing and wire tying (see examplein Figure
6-6). Location is hot critical.

3. Open the snap-on ferrite beads along hinge cover (see Figure 6-6, Detail A).

4. Fold ferrite bead hinge coverstogether over DSX-1 cables. Press covers together until they snap
together.

Ferrite
Beads

DSX-1 Cable
Connectors

Ferrite
Detail A Beads \

Figure 6-6. Attaching Ferrite Bead RF Suppressors
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Electrical I nstallation
Connect DSX-1 Cablesto Interface or Patch Panel

Connect DSX-1 Cables to Interface or Patch Panel

WARNING! NEBS REQUIREMENT. DO NOT CONNECT THIS EQUIPMENT DIRECTLY
TO METALLIC TIP-AND-RING OUTSIDE PLANT CONDUCTORS. THIS EQUIPMENT CAN ONLY

BE USED FOR INTRA-BUILDING (INSIDE PLANT) INSTALLATION IN A CENTRAL OFFICE OR
CUSTOMER PREMISES.

NOTE: Access Navigator can be equipped with up to 32 DS1 interfaces, in steps of 4

DS1s per Quad Framer (QF) circuit card installed. DS1 receive and transmit pairs are
numbered sequentially from 1 to 32 in Table 2-1.

NOTE: ABAM shielded cable is recommended for extending DSX-1 connections.

Connect DSX-1 receive and transmit cables to DSX-1 interface or patch panel.

» Follow standard practices for DS1 signal connections.
» For DSX-1 cable pin connections and flying wire colors, refer to Table 2-1.
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Electrical I nstallation
Connect DSX-1 Cablesto Interface or Patch Panel

Table 2-1 . DSX-1 Cable Pin Connections and Flying Wire Colors

DSX-1 | Transmit Pins and Color Receive Pins and Color QF Wire
Circuit Tx Tip Tx Ring Rx Tip Rx Ring Card | Group
1 33 1 33 1
white/blue blue/white white/blue blue/white
2 34 2 34 2 1 1
white/orange | orange/white | white/orange | orange/white blue
3 35 3 35 3 wrap
white/green | green/white | white/green | green/white
4 36 4 36 4
white/brown | brown/white | white/brown | brown/white
5 37 5 37 5
white/slate slate/white white/slate slate/white
6 38 6 38 6 2
red/blue blue/red red/blue blue/red
7 39 7 39 7
red/orange orange/red red/orange orange/red
8 40 8 40 8
red/green green/red red/green green/red
9 41 9 41 9
red/brown brown/red red/brown brown/red
10 42 10 42 10 3
red/slate slate/red red/slate slate/red
11 43 11 43 11
black/blue blue/black black/blue blue/black
12 44 12 44 12
black/orange | orange/black | black/orange | orange/black
Access Navigator - Release 1.8 August 2003 6-15
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Electrical I nstallation
Connect DSX-1 Cablesto Interface or Patch Panel

Table 2-1 . DSX-1 Cable Pin Connections and Flying Wire Colors (Continued)

DSX-1 | Transmit Pins and Color Receive Pins and Color QF Wire
Circuit Tx Tip Tx Ring Rx Tip Rx Ring Card | Group
13 45 13 45 13
black/green | green/black | black/green | green/black
14 46 14 46 14 4 2
black/brown | brown/black | black/brown | brown/black blue
15 47 15 47 15 wrap
black/slate slate/black black/slate slate/black
16 48 16 48 16
yellow/blue blue/yellow | yellow/blue blue/yellow
17 49 17 49 17
yellow/ orange/ yellow/ orange/
orange yellow orange yellow 5
18 50 18 50 18
yellow/green | green/yellow | yellow/green | green/yellow
19 51 19 51 19
yellow/brown | brown/yellow | yellow/brown | brown/yellow
20 52 20 52 20
yellow/slate slate/slate yellow/slate | slate/yellow
21 53 21 53 21
violet/blue blue/violet violet/blue blue/violet
22 54 22 54 22 6
violet/orange | orangel/violet | violet/orange | orange/violet
23 55 23 55 23
violet/green | green/violet | violet/green | green/violet
24 56 24 56 24
violet/brown | brown/violet | violet/brown | brown/violet
25 57 25 57 25
violet/slate slate/violet violet/slate slate/violet
26 58 26 58 26 7
white/blue blue/white white/blue blue/white
27 59 27 59 27 3
white/orange | orange/white | white/orange | orange/white orange
28 60 28 60 28 wrap
white/green | green/white | white/green | green/white
29 61 29 61 29
white/brown | brown/white | white/brown | brown/white
30 62 30 62 30 8
white/slate slate/white white/slate slate/white
31 63 31 63 31
red/blue blue/red red/blue blue/red
32 64 32 64 32
red/orange orange/red red/orange orange/red
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Electrical Installation
RS-232 Management Connection

RS-232 Management Connection

Installation Summary

Precautions ... 6-17

Information, Toals, and Materials ... 6-17
Connect Shielded RS-232 Cable ... 6-19
Attach Ferrite Bead RF Suppressor ... 6-20
Preconfigure Optional Modem ... 6-21

Precautions

CAUTION! SHIELDED RS-232 CABLE WITH FERRITE BEAD RF SUPPRESSOR IS
REQUIRED FOR COMPLIANCE WITH NEBS 1089 EMI/EMC AND FCC REQUIREMENT
PART 15, TO PREVENT RADIO FREQUENCY INTERFERENCE WITH OTHER EQUIPMENT.

Information, Tools, and Materials

1. Obtain the following information:
e SystemID or CLLI code

2. Obtain the following tools:
o Screwdrivers, Phillips#2 and #3
e Screwdrivers, dotted

3. Obtain the following materias:

» For Direct Connection —to connect the Access Navigator directly to acomputer, craft terminal,
or Network Operations Center, you will need ashielded RS-232 DTE-to-DCE cable (see Figure
6-7). Thisisthe standard (or straight) cable used for connecting a computer to modems and
other DCE devices.

» For Modem Connection —to connect the Access Navigator to a modem for remote operation
over atelephone line, you will need a pre-configured modem (see Preconfigure Optional
Modem on page 6-21) and an RS-232 DCE-to-DCE cable (see Figure 6-8). Thisisalso called
anull modem cable. If this cableis not available, you can easily make one.

» Ferrite bead RF suppressor (1 ea.), part of Ferrite Bead Kit, PN 003-0197
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Electrical I nstallation

Information, Tools, and Materials

Craft Terminal,
Computer, or
Management

Console
(DTE)

RS-232 Jack
(Front View) Pin 1

o (5o

Pin9

RS-232 DTE-to-DCE Cable

CD

DB9 (DE9) Female

|

o I RxD |
317 2 2 Access
TXD ,
2 3 DTR 3 Navigator
<] 20 [ 4 4 [:> RS-232 CLI
7 -1 5 GND 5 Connector
el =R
5 [ 8 8
« __ _.SHIELD -
DB25 or DB9 DB9
(M/F as required) Male

Figure 6-7. RS-232 DTE-to-DTE Cable Connections
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Electrical I nstallation

Connect Shielded RS-232 Cable
RS-232 Jack
(Front View)  pin 1
O00O0O0
O O
Pin9  DB9 (DE9) Female
(Null Modem Cable)
RS-232 DCE-to-DCE Cable
1 RE:(B 20
Access 2 2
Navigator 3 12D 3 Modem
Vi
rs-232cLl| | <]]| a PIRY s D RS-232
Connector 5 GND 7 Connector
(DCE) 7 RTS| (DCE)
8 CTS 4
SHIELD _,°
DB9 DB25
Male (M/F as required)

Figure 6-8. RS-232 DCE-to-DCE Modem Cable Connections

Connect Shielded RS-232 Cable

1. Connect RS-232 cablewith DB9 (DE9) connector on one end to RS-232 CLI management connector
on rear panel of Access Navigator (see Figure 6-9).

2. Connect other end of RS-232 cableto the computer, craft terminal, management station, or modem.

sssssaasssssesass))

RS-232 CLI
Management
Connector
Figure 6-9. Location of RS-232 CLI Connector
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Attach Ferrite Bead RF Suppressor

Attach Ferrite Bead RF Suppressor

CAUTION! SHIELDED RS-232 CABLE WITH FERRITE BEAD RF SUPPRESSOR IS
REQUIRED FOR COMPLIANCE WITH NEBS 1089 EMI/EMC AND FCC REQUIREMENT
PART 15, TO PREVENT RADIO FREQUENCY INTERFERENCE WITH OTHER EQUIPMENT.

1. Position ferrite bead for most convenient cable dressing and wire tying. Location is not critical.
2. Open the snap-on ferrite beads along hinge cover (see Detail A in Figure 6-10).
3. Loop RS-232 cable so that cable passes through center of ferrite bead twice (see Detail B).
4. Fold ferrite bead hinge coverstogether over RS-232 cable. Press covers together until they snap
together.
RS-232 CLI
Management
Connector
Open
Detail A

N

Shielded
RS-232

) Cable
Ferrite

Bead

Detail B

Figure 6-10. Attaching Ferrite Bead RF Suppressor
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Electrical Installation
Preconfigure Optional Modem

Preconfigure Optional Modem

1. If amodem isto be connected to the Access Navigator for remote operation, the modem must be
pre-configured before installation and connection to the Access Navigator's RS-232 CLI
management port. Preconfigure the modem as follows:

2. Connect modem to a computer, using an appropriate RS-232 cable.

Apply power to the modem.

4. Onthe computer, start up aterminal emulation program such as HyperTerminal and send the
following initialization string to the modem:

at sO0=1 e0 gl &cO &dO &w

w

NOTE: The above initialization string uses Hayes compatible modem commands for
attention (at), auto-answer (s0=1), no local echo (e0), no result codes (ql), no hardware
handshake (&c0 &d0), and write configuration into non-volatile RAM (&w). If the modem is
not Hayes compatible, substitute equivalent commands.

5. Disconnect modem from computer.
6. Connect RS-232 cable from modem to Access Navigator RS-232 CLI management port.
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Ethernet Management Connection

Ethernet Management Connection

NOTE: An Ethernet connection is required for management by Telnet, SNMP, Valet™
or NetworkValet™ EMS software.

Installation Summary

m Make Ethernet Cable (Optiona) ... 6-22
B Connect Ethernet Cableto Access Navigator ... 6-24
B Connect Ethernet Cableto Ethernet Hub ... 6-24

Information and Materials

1. Obtain the following information:
» [P address of Access Navigator
» Subnet mask
» Gateway address (if used)
2. Obtain the following materias.
» Ethernet 10Base-T cable with RJ45 connector, or
» Materialsto make Ethernet cable (if required)
» Continuity tester

NOTE: Ethernet Cable — The Access Navigator provides an Ethernet 10Base-T MDI
port for use with Ethernet EIA/TIA-568B RJ45 cables using shielded twisted pair (UTP)
wires. Cables should be rated for Category 3 (CAT3) or better. (CAT3 is acceptable for
10Base-T, while CAT5 may be used for either 10Base-T or 100Base-T.

Make Ethernet Cable (Optional)

NOTE: Ethernet Cables come in two types: straight and crossover.

The Access Navigator has an Ethernet MDI port. Data terminal equipment (DTE) such as
computers and printers have MDI ports. Ethernet hubs have MDI-X ports, in which the
receive and transmit signals are opposite from the MDI port.

* “Straight” cables, by far the most common, have identical pin connections at both ends
and are used to connect an MDI port to an MDI-X port. This is the usual way to connect
the Access Navigator to an Ethernet hub.

* A “crossover” cable is sometimes used for troubleshooting because it isolates the DTE
unit from the local area network. A crossover cable has the transmit (T) and receive (R)
pairs swapped at each end and is used to connect two MDI ports or two MDI-X ports. A
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Make Ethernet Cable (Optional)

crossover cable can be used to directly connect the Access Navigator to a laptop computer
with Ethernet port and Telnet software.

Ethernet Jack Ethernet Plug
(Front View) (Wire Side)

Pins — 12345678

Pin 1
RJ45 Plug
Note: Ethernet cable usually  Twisted Twisted
has four wire pairs. Pair Pair

RJ45 | MDI PORT

PINS SIGNALS
1 T+
2 T-
3 R+
6 R—
4 Not Used
5
7
8 Not Used

Figure 6-11. Ethernet Cable Construction
To make a straight Ethernet cable, perform the following steps (see Figure 6-11).

» Follow standard practices for Ethernet connections.

* Use RJ5 connectors.

e Usecablerated for Category 3 (CAT3) or better.

» Usestraight cable wiring, with identical pin connections on both plug ends.
» Usetwisted pair wiresfor receive pair and transmit pair.

» Use continuity tester to verify pin connections.
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Connect Ethernet Cable to Access Navigator

Connect Ethernet Cable to Access Navigator

Connect Ethernet cable to Ethernet connector on rear panel of Access Navigator. Push plug in until it
clicksin place.

Ethernet Link OK Ethernet
Status Indicator Connector

i)

== —

:
* D B o'l RS-232 =
£—=

Figure 6-12. Location of Ethernet Connector and Indicator

Connect Ethernet Cable to Ethernet Hub

Connect other end of Ethernet cable to an Ethernet hub or computer interface card.
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External Timing Source (BITS) Connection

External Timing Source (BITS) Connection

The Access Navigator has a Timing Input connector for use with an external timing source, such asa
Building Integrated Timing Supply (BITS), to synchronize wireline transmissions.

Installation Summary

B Toolsand Materids... 6-25
m MakeBITS Cable (Optiond) ... 6-26
m Connect BITS Cable ... 6-26

Tools and Materials

Obtain the following tools and materials:

* ANSI T1.403 RJM8C timing input cable, or materials to make timing cable (see Step 2)
e Continuity tester
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Make BITS Cable (Optional)

Make BITS Cable (Optional)
To make an RM8C timing input cable, perform the following steps (see Figure 6-13).

» Follow standard practices for wiring cables.

* Use RJ48 connectors.

» Usecablerated for Category 3 (CAT3) or better.

» Usesdtraight cable wiring, with identical pin connections on both plug ends.
» Usetwisted pair wires for receive pair.

» Use continuity tester to verify pin connections.

Timing Input Jack RJ48C Plug
(Front View) (Pin Side)
21« Pins

Pin 1 IV,—'/
RJ48 Plug

Tip Ring

Receive
Twisted Pair

Figure 6-13. RJ48C Cable Construction

Connect BITS Cable

Connect RJ48C timing input cable to Timing In connector on rear panel of Access Navigator (see Figure
6-14). Push plug in until it clicksin place.

Timing In (BITS)

Figure 6-14. Location of Timing Input (BITS) Connector

6-26 August 2003 Access Navigator - Release 1.8

Download from Www.Somanuals.com. All Manuals Search And Download.



Electrical Installation
Alarm Output Connections

Alarm Output Connections

Installation Summary

Precautions ... 6-27

Toolsand Materials ... 6-27

Wire Alarm Output Connector ... 6-28

Plug Output Alarm Connector into Access Navigator ... 6-30

Precautions

DANGER! OBSERVE EXTREME CAUTION IF FACILITY ALARM SYSTEM USES HIGH
VOLTAGE.

WARNING! Do NOT EXCEED MAXIMUM RELAY CONTACT RATINGS OF 1 AMPERE AT

1
C

10 voLTs AC OR DC. EXCESSIVE CURRENT OR VOLTAGE WILL DAMAGE THE RELAY
ONTACTS IN THE ACCESS NAVIGATOR.

Tools and Materials

Obtain the following tools and materials:

Pliers, needle nose
Cutters, diagonal

Wire stripper, 16-26 AWG
Continuity tester
Volt-ohm meter

16 to 26 AWG insulated copper wire for alarm connections, as required by standard wiring
practices
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Wire Alarm Output Connector

Wire Alarm Output Connector

1. Open package containing alarm output connector (see Figure 6-15).

Set screws
may be on —»
front or bottom

Figure 6-15. Alarm Output Connector

NOTE: Figure 6-16 shows the alarm output connector wiring to a typical alarm interface
circuit. The alarm relay output provides normally open contacts. There is no voltage
present on these contacts until they are energized by the external alarm system.

2. Refer Figure 6-16 and Figure 6-17 when wiring connector to facility alarm system.

Use volt-ohm meter to ensure that no voltage is present on any of the wires going to the facility
alarm system (see Figure 6-16).

Strip the wires so that 5/16 inch of bare wire is exposed (see Figure 6-17).

Orient the alarm output connector as shown in Figure 6-17.

Insert wire into top opening, then tighten screw below to clamp wire in place.

Ensure that no bare wire shows after the wires are installed.

w

N o g A
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Wire Alarm Output Connector

Minor Major Critical
Pinl1 Alarm Alarm Alarm

NN

Output Alarm Connector Daisy-chain Alarm Outputs
@000 "0 0 0 |® :
on back panel from other Access Navigators

Alarm Output Circuit

1 ! 1 !
MAXIMUM : Normally open contacts i : E
CONTACT RATING ! :
1 Amp @ 110 V AC or DC , "o oo C/i Do fi o oo I
PR IR I I N A _ 1 L — — _ - - _-L - _ 1
\ l -
AR R N IR R B
| |
I |
! 4 1 1 I
Facility Alarm System | ¥ ¥ :
| |
| |
9 9 9
! Alarm Panel !
Figure 6-16. Typical Connections to Facility Alarm System
: This wire is connected
_Strip off correctly
insulation
5/16 inch ¢
‘ ’ Q
Minor Alarm J R
(Pins 1 & 2) ///,/’
Major Alarm Tighten screws This wire is connected
(Pins 3 & 4) to clamp wires incorrectly (bare wire
Critical Alarm is showing)
(Pins 5 & 6)
Figure 6-17. Alarm Output Connector Wiring
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Plug Output Alarm Connector into Access Navigator

Plug Output Alarm Connector into Access Navigator

Plug connector into Access Navigator Alarm Out connector (see Figure 6-18).

* Inspect connectors to ensure that no bare copper wire is exposed.

Alarm Out
Connector

Figure 6-18. Location of Rear Panel Alarm Output Connector
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Alarm Input Connections

Alarm Input Connections

Installation Summary

Precautions ... 6-31

Toolsand Materials ... 6-31

Wire Alarm Input Connector ... 6-32

Plug Alarm Input Connector into Access Navigator ... 6-34

Precautions

CAUTION! WIRE LOOP RESISTANCE MUST BE LESS THAN 8 OHMS (OR ABOUT 250
FT. OF 22 AWG ABAM CABLE) TO ENSURE DETECTION OF CONTACT CLOSURE. LONG
WIRES SHOULD BE SHIELDED TO PREVENT FALSE ALARMS FROM INDUCED VOLTAGES.

WARNING! Do NOT APPLY EXTERNAL VOLTAGE TO ALARM INPUT CONNECTOR.
THIS INTERFACE IS DESIGNED FOR OPERATION WITH EXTERNAL SWITCHES OR RELAYS
PROVIDING ISOLATED CONTACTS WITH MINIMUM CONTACT RATINGS OF 60V DC @ 10
MA.

Tools and Materials

Obtain the following tools and materials:

Pliers, needle nose
Cutters, diagonal

Wire stripper, 16-26 AWG
Continuity tester
Volt-ohm meter

16 to 26 AWG insulated, shielded copper wire for alarm connections, as required by standard
wiring practices.
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Wire Alarm Input Connector

Wire Alarm Input Connector

1. Open package containing alarm input connector.

Figure 6-19. Alarm Input Connector

2. Refer to Figure 6-20 and Figure 6-21 when wiring connector to facility alarm system.

Use volt-ohm meter to ensure that no voltage is present on any of the wires from the facility alarm
system (see Figure 6-21).

Strip the wires so that 5/16 inch of bare wire is exposed (see Figure 6-20).

Orient the alarm output connector as shown in Figure 6-20.

Insert wire into bottom opening, then tighten screw above to clamp wirein place.

Ensure that no bare wire shows after the wires are installed.

Connect cable shield to Access Navigator chassis ground or to its equipment rack. Do not ground
both ends of shield.

w

© N o ok

Tighten screws This wire is connected
to clamp wires correctly

Strip off F’ <2

insulation
5/16 inch @@
&R

||«':,—':, :

Alarm 1 4//’/;"::’:

(Pins 1 & 2)

This wire is connected
Alarm 2 incorrectly (bare wire

(Pins 3 & 4) is showing)

Alarm 3
(Pins 5 & 6)

Figure 6-20. Alarm Input Connector Wiring
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Wire Alarm Input Connector

NOTE: Figure 6-21 shows the alarm input connector wiring to a typical alarm interface
circuit. The facility alarm input to the Access Navigator should provide normally open
contacts. The Access Navigator will energize these wires so that a contact closure will
produce a minor alarm indication and minor alarm message.

Input Alarms
7727 1
A Comecor 6 offoffoffclfoffof o]

Alarm Input Circuit
+| +| +|

MAXIMUM OUTPUT
24 VDC open circuit
10 mA closed circuit

Alarm input produces
minor alarm event tagged

1
1
:
; ; l | with input number
1
1
1

|

|

|

|

|

|

I

I o I e e
CABLE SHIELD |:

MAXIMUM LENGTH | | |+ ¢ |} | ...
Loop resistance of
cable must be less
than8ohms | | | | VT T T T"T Y

Daisy-chain additional
Alarm Sensors

I T T | I |
| 1 | I
(@) O O O (@)
Facility Alarm System i O\ O\ O\ E i O\ O\ E
| 1 | I
| 1 | ]

Figure 6-21. Typical Connections to Facility Alarm System
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Plug Alarm Input Connector into Access Navigator

Plug Alarm Input Connector into Access Navigator

Plug connector into Access Navigator Alarm In connector.

* Inspect connectors to ensure that no bare copper wire is exposed.

20000000000000000
==

Qoooooooooooooooo..

Alarm In
Connector

Figure 6-22. Location of Rear Panel Alarm Input Connector
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DC Power Connections

DC Power Connections

Installation Summary

Precautions ... 6-35

Toolsand Materials ... 6-35

Wire Power Connectors... 6-36

Verify Wiring ... 6-37

Connect Power Plugsto Access Navigator ... 6-37

Precautions

DANGER! HIGH VOLTAGE SHOCK HAZARD. DO NOT WIRE CONNECTORS WHILE
POWER IS ON.

CAUTION! BOTH POWER CONNECTORS MUST BE WIRED AND CONNECTED TO
POWER SOURCES. FAILURE TO DO SO WILL DISABLE REDUNDANT SWITCHING FEATURES
AND MAY INTERRUPT SERVICE.

WARNING! POWER INPUT CONNECTORS ARE FOR —48V DC POWER ONLY.

Tools and Materials

NOTE: If the power connector is wired to a fuse panel, use a 5.0 Amp slow-blow fuse.

Obtain the following tools and materials:

Pliers, needle nose
Cutters, diagonal

Wire stripper, 16-26 AWG
Continuity tester
Volt-ohm meter

16 or 18 AWG insulated copper wire for power connections, as required by standard wiring
practices

Access Navigator - Release 1.8 August 2003 6-35

Download from Www.Somanuals.com. All Manuals Search And Download.



Electrical I nstallation
Wire Power Connectors

Wire Power Connectors

DANGER! HIGH VOLTAGE SHOCK HAZARD. DO NOT WIRE CONNECTORS WHILE
POWER IS ON.

CAUTION! BOTH POWER CONNECTORS MUST BE WIRED AND CONNECTED TO
POWER SOURCES. FAILURE TO DO SO WILL DISABLE REDUNDANT SWITCHING FEATURES
AND MAY INTERRUPT SERVICE.

WARNING! Do NOT APPLY POWER UNTIL TOLD TO DO SO. INCORRECT WIRING CAN
DAMAGE THE ACCESS NAVIGATOR OR THE POWER SOURCE.

NOTE: The Access Navigator has redundant internal power converters, one on each
Controller card. Two power input connectors are provided and both must be wired to a —
48V DC power source. It is recommended that each Controller card be powered
independently from separate power source. That way, if a Controller card or power source
fails, the redundant Controller card is capable of powering all circuits in the Access
Navigator. If separate —48V DC power sources are not available, then both power
connectors must be wired to the same power source.

w

Open package containing 3-pin power connectors (2 ea.) (see Figure 6-23).

NOT  Battery -483 VDC
USED Return Battery

P

[@] E E (@] wire Side [O][@®@®)[O] Pin Side
°49
/ T&Set screw may

Insert wire be located on

in square hole front or bottom

Figure 6-23. Power Connector Wiring

Wire each connector to a—48V DC power source providing —42V to -58V power.
Follow standard practice for power wiring.

16 or 18 AWG insulated copper wireisrecommended. (Connectorswill accept 12 to 24 AWG solid
or stranded wire.)

Ensure that no power is present on the two wires to be connected. (Remove fuse or turn off circuit
breaker at power distribution panel.)

Strip the two wires from the power source so that 5/16 inch of bare wire is exposed.
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Verify Wiring

7. Orient the connector as shown in Figure 6-23 and |oosen the right two set screws.

8. InserttheBattery Return and—48V VDC Battery wiresinto the appropriate square holes (see Figure
6-23), one at atime, tightening the set screws as you go.

9. Ensure that no bare wires are exposed.

Verify Wiring

WARNING! INCORRECT VOLTAGE POLARITY CAN DAMAGE ACCESS NAVIGATOR.

1. Usevoltmeter to verify wiring of both power connectors (Figure 6-24) before plugging into Access
Navigator.

Apply power to connector. (Replace fuse or turn on circuit breaker.)

Touch voltmeter probesto screw clamps below pins 2 and 3 of connector plug.
Verify that voltage is between —42V and -58V DC.

Verify that voltage is correct polarity.

Turn off power to connectors.

o 0~ wDbd

Connect Power Plugs to Access Navigator

Plug connectorsinto Access Navigator power input connectors (see Figure 6-24).
Plug one power plug into the rear panel connector market —48V A.

Plug other power plug into the rear panel connector market —48V B.

Inspect connectors to ensure that no bare copper wire is exposed.

A wDbdPR

HHE R (lesssssssaasaasass

AAAAAAA

= - l S,
in
ul - .
ef TITTT:
ol sV m arm §{® -48V. 5 g e o M Rs-232 @ <
8 | - n 5:5,0,6,5,0) A EEESCl o |@ »

—48V Input ‘B’ —48V Input ‘A’
Power Connector Power Connector

Figure 6-24. Location of Rear Panel Power |nput Connectors
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Dress Cables and Wires

Dress Cables and Wires

Installation Summary

B Toolsand Materids... 6-38
B Dress Cables and Wires ... 6-38

Tools and Materials

Obtain the following tools and materials:

» Pliers, needle nose
» Cutters, diagonal
» Wireties (3 ea), part of Accessory Kit, PN 003-0247

Dress Cables and Wires

Dress cables and wires as follows.

» Follow standard practice.
» If desired, use wire tie anchors on rear panel (see Figure 6-25) to secure wires.
» Ferrite bead RF suppressors may be moved slightly to allow for securing wire ties.

*  When mounted horizontally, the ground wire and DSX-1 cables are normally dressed toward
left side of rack and all other cables and wires are dressed toward right side, as viewed from
connector panel (Figure 6-25).

» Ensurethat no bare wires are exposed after dressing.

Wire Tie Anchor Wire Tie Anchor
DSX-1 Cable

DSX-1 Cable

- o L L. u u u
Ground Timing Alarm -48V Alarm  -48V Ethernet RS-232
Wire In Out B In A CLlI

Figure 6-25. Location of Rear Panel Wire Tie Anchors and Connectors
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Acceptance Test

Acceptance Test

Verification Summary

Apply Power and Verify Operation ... 6-40
Verify Chassis Ground Connection ... 6-41
Verify DSX-1 Connections ... 6-41

Verify RS-232 Management Connection ... 6-42
Verify Ethernet Cable Connection ... 6-43
Verify Ethernet Management Connection ... 6-43
Verify BITS Connection ... 6-44

Verify Alarm Output Connections ... 6-45
Verify Alarm Input Connections ... 6-47

Exit Management Session ... 6-48

NOTE: If connections appear to be correct but unit fails the verification requirements,
refer to Diagnostics & Troubleshooting on page 15-1.
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Apply Power and Verify Operation

Apply Power and Verify Operation

1. Apply -48 VDC power to Access Navigator and verify the following front panel statusindications
(see Figure 6-26).

Requirement: CONTROLLER A POWER indicator lights green.
Requirement: CONTROLLER A ACTIVE indicator lights green.
2. If second (redundant) controller is present, verify the following front panel status indications.
Requirement: CONTROLLER B POWER indicator lights green.
Requirement: CONTROLLER B ACTIVE indicator is off.

NOTE: If power indicators do not light, check power connections (see DC Power
Connections on page 6-35).

POWER
Power —p ACO CRITICAL MAJOR
Active —p ACOEY € J MINOR
Controller ACTIVE
Controller 'A’ Indicators Controller 'B’ Indicators

0000000000000000° 090000000000
P000000000000000¢C cC00000000000
8

v
see 29’ e?‘
209 B
Ds1

862 i@i.

DS

Figure 6-26. Location of Front Panel Power-On Satus LEDs
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Verify Chassis Ground Connection

Verify Chassis Ground Connection

Follow standard practices to verify chassis ground connection to building ground system.

Verify DSX-1 Connections

NOTE: Acceptance test requires temporary loopback between the DSX-1 transmit and
DSX-1 receive connectors, either by cross-connecting DS1s at the patch panel or by
plugging a DSX-1 cable from the transmit output to the receive input connectors. The
Access Navigator can be equipped with up to 32 DS1 interfaces.

1. Establish temporary loopback or cross-connect between DSL receive and transmit signals at the
DSX-1 interface or patch panel.

2. Turn on—-48 VDC power, if not already on.
3. Verify thefollowing front panel status indications (see Figure 6-27).

Requirement: DS1 statusindicators light green for all installed circuit cards when DS1
transmit outputs are looped back to DS1 receive inputs.

NOTE: If status indications are incorrect, refer to Diagnostics & Troubleshooting on
page 15-1.

DS1 Status
Indicators
#29 to #32
f’ .......O.........] +
| C0000000000000000
"5 ACCESS NAVIGATOR @ .
g Oo .‘C:mm :::2:5 e l:zz |)s1e]g ]
88|: : 987 i 8629
o! ecoe eee DS1 ecoe cee Ds1 oo DS1 — eeeessccoe oo DS1 j
DS1 Status
Indicators
#1 to #28
Figure 6-27. Location of Front DS1 Satus Indicators
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Verify RS-232 Management Connection

Verify RS-232 Management Connection

NOTE: Security — No names or passwords are required for new installation and initial
turn up. The Access Navigator will accept any user, until password security is turned on.

NOTE: Command Line Interface — The Access Navigator operating system provides a
Command Line Interface (CLI), which uses simple text based commands and messages.
See Command Line Interface Conventions on page 7-3 for a short description of the
conventions used in this manual to represent management commands, settings, and
messages. For additional information, see CLI Language Reference on page 18-1.

1. Turn on power to computer, craft terminal, and optional modem (if used).
2. Configure computer terminal emulation software, or craft terminal, as follows:
e Terminal emulation: ANSI, ASCII, VT100
* Flow control: None
» Send mode: echo characterslocally
e Baud rate: 9600
» Databits. 8
e Parity: None
e Stop bits: 1

NOTE: In the following step, it is only important that the Access Navigator respond with
a message. A typical message includes the name of the unit, the time and date, and a
prompt.

3. Initiate RS-232 management session by pressing keyboard Enter or Return key.
Carrier Access Corporation Access Navigator

08:30:45 01/30/1999

Access Navigator>

Requirement: Access Navigator message appears on computer or craft terminal display.

NOTE: If there is no response from the Access Navigator, refer to Diagnostics &
Troubleshooting on page 15-1.
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Verify Ethernet Cable Connection

Verify Ethernet Cable Connection

Verify Ethernet cable connection to network by observing the Ethernet link status indicator on the
rear panel (see Figure 6-28).

Requirement: Ethernet link statusindicator lights green.

NOTE: If Ethernet status indicator does not light, the Access Navigator is not receiving
Ethernet pulses over the cable connection to the network. Check cable wiring and ensure
that other end of cable is connected to an active Ethernet hub or interface card.

Ethernet Link OK Ethernet
Status Indicator Connector

BHEHHHHST

Figure 6-28. Location of Ethernet Link Indicator

Verify Ethernet Management Connection

1. Verify Ethernet operation by initiating a Telnet session to the Access Navigator’ s IP address. (This
can aso be done remotely from the network operations center.) The Access Navigator should

respond with a message similar to the following. If necessary, press Return or Enter key to display
message:

Telnet session
Carrier Access Corporation Access Navigator
08:43:30 01/02/1998

Access Navigator>

Requirement: Access Navigator responds when Telnet session isinitiated.

NOTE: If there is no response from the Access Navigator, refer to Diagnostics &
Troubleshooting on page 15-1.
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Verify BITS Connection

Verify BITS Connection

1. Ensurethat BITS input cableis connected to Timing In connector on rear panel of Access Navigator
(see Figure 6-29). Plug must be pushed in until it clicksin place.

Timing In

Figure 6-29. Location of Timing Input (BITS) Connector

NOTE: If the primary and secondary clock sources must be restored after testing the
BITS input, use the status clock command to display the current settings and then
restore them after the test with the set clockl and set clock2 commands.

2. Enter following commands to assign the BITS input as the primary and secondary clock source:

set clockl bits
set clock2 bits

3. Display clock status:
status clock

A message similar to the following will appear.

Primary:

Clock Source: BITS

Clock Status: In Service
Secondary:

Clock Source: BITS

Clock Status: In Service

NOTE: If the Clock Status for BITS source shows “Not in Service”, the BITS clock
source is probably missing or too degraded to be used by the Access Navigator.

4. Verify that Access Navigator isusing BITS clock:
Requirement: Primary Clock SourceisBITS
Requirement: Primary Clock StatusisIn Service
Requirement: Secondary Clock SourceisBITS
Requirement: Secondary Clock Statusis In Service

6-44 August 2003 Access Navigator - Release 1.8

Download from Www.Somanuals.com. All Manuals Search And Download.



Electrical Installation
Verify Alarm Output Connections

Verify Alarm Output Connections

CAUTION! MAXIMUM RELAY CONTACT RATING IS 1 AMPERE @ 110 V AC or DC.

Critical Alarm

'

POWER
ACO CRITICAL MAJOR -e— Major Alarm
Active ACO B MINOR -a— Minor Alarm
Controller
ACTIVE
Controller 'A’ Indicators Controller 'B’ Indicators

0000000000000000° ! (0900000

IQ....O..O.......O [Je......

' o B B\ P o
ge: : !

Figure 6-30. Location of Alarm Status Indicators

NOTE: If alarm indications are not correct, refer to Diagnostics & Troubleshooting on
page 15-1.

1. Verify critical output alarm functions as follows.
» Enter the following command to simulate critical alarm.
set alarms critical on

Requirement: Critical alarm relay output contacts close (see Figure 6-16 on page 6-29).
Requirement: Active Controller card Critical Alarm indicator lights (Figure 6-30).

» Enter the following command to turn off critical alarm.
set alarms critical off

Requirement: Critical alarm relay output contacts open.

Requirement: Active Controller card Critical Alarm indicator goes off.
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Verify Alarm Output Connections

2. Verify major output alarm functions as follows.
» Enter the following command to simulate major alarm.
set alarms major on

Requirement: Magjor alarm relay output contacts close (see Figure 6-16 on page 6-29).
Requirement: Active Controller card Major Alarm indicator lights (Figure 6-30).

» Enter the following command to turn off major alarm.
set alarms major off

Requirement: Magjor alarm relay output contacts open.
Requirement: Active Controller card Major Alarm indicator goes off.

3. Verify minor output alarm functions as follows.
» Enter the following command to simulate minor aarm.
set alarms minor on

Requirement: Minor aarm relay output contacts close (see Figure 6-16 on page 6-29).
Requirement: Active Controller card Minor Alarm indicator lights (Figure 6-30).

» Enter the following command to turn off minor alarm.
set alarms minor off

Requirement: Minor aarm relay output contacts open.

Requirement: Active Controller card Minor Alarm indicator goes off.
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Verify Alarm Input Connections

Verify Alarm Input Connections

NOTE: Alarm inputs produce Minor Alarm events tagged with input number. For
example, Alarm Input 1 produces the CLI message “Alarm Input 1 Detected”.

Verify input alarm functions as follows:

» Momentarily short-circuit pins for each aarm input pair (I, 2, 3 in Figure 6-31) to simulate an
alarm contact closure. See Alarm Input Connections on page 6-31.

Requirement: Contact closure on any alarm input wire pair produces Minor Alarm indica-
tion on active Controller card (see Figure 6-32).

BHEHHHEEH

oy —

Biomesm el s s
B o (D

Figure 6-31. Location of Rear Panel Alarm Input Connector

POWER
ACO CRITICAL MAJOR .

_ Minor
Active _ g O ACO MINOR <a— Alarm
Controller T Indicator

Controller 'A’ Indicators Controller 'B’ Indicators

Figure 6-32. Location of Active Controller and Minor Alarm Indicators

NOTE: If status indications are not correct, refer to Diagnostics & Troubleshooting on
page 15-1.
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Exit Management Session

Exit Management Session

NOTE: You will remain logged into the Access Navigator until you use the exit
command.

When you are finished with the management session, you must log out and exit from the Access
Navigator by entering the following command:

exit
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Install Redundant Controller Card

Install

Redundant Controller Card

This procedure provides steps for installing a second, redundant Controller card to provide electronics and
power supply protection. Steps are also included to very operation after installation. Controller cards are hot
swappable and can be installed at any time, without interrupting service.

Installation Summary

Precautions ... 6-49

Toolsand Materials ... 6-50

Verify Software Compatibility ... 6-50
Remove Front Cover ... 6-51

Install Controller Card ... 6-52

Verify Operation ... 6-53

Replace Front Cover ... 6-54

Precautions

DANGER! BURN HAZARD. CHASSIS, COVER SCREWS, AND CARDS MAY BE HOT TO
THE TOUCH.

CAUTION! SERVICE DISRUPTIONS MAY OCCUR IF TWO CONTROLLER CARDS ARE
INSTALLED WITH INCOMPATIBLE SOFTWARE, SUCH AS ONE DCS CARD AND ONE
GR-303 CARD. IF THE SOFTWARE IS NOT COMPATIBLE, DO NOT SWITCH NEW
CONTROLLER INTO ACTIVE MODE — REMOVE CARD AND RETURN TO REPAIR FACILITY. IF
DESIRED, YOU CAN UPGRADE THE NEW CARD TO MAKE THE SOFTWARE COMPATIBLE
(SEE UPDATE CONTROLLER CARD SOFTWARE ON page 17-1).

WARNING! THE AcCESS NAVIGATOR CONTAINS CIRCUIT CARDS AND COMPO-
NENTS THAT ARE SUBJECT TO DAMAGE BY ELECTROSTATIC DISCHARGE (ESD).
ALWAYS FOLLOW THE STATIC-SENSITIVE EQUIPMENT HANDLING PROCEDURES ON
page 6-3 WHEN OPENING EQUIPMENT COVERS AND HANDLING PLUG-IN CIRCUIT CARDS.
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Tools and Materials

Tools and Materials

Obtain the following tools and materials.

» Officerecords for instalation site
e Grounding wrist strap
e Controller card

Verify Software Compatibility

CAUTION! SERVICE DISRUPTIONS MAY OCCUR IF TWO CONTROLLER CARDS ARE
INSTALLED WITH INCOMPATIBLE SOFTWARE, SUCH AS ONE DCS CARD AND ONE
GR-303 CARD. IF THE SOFTWARE IS NOT COMPATIBLE, DO NOT SWITCH NEW
CONTROLLER INTO ACTIVE MODE — REMOVE CARD AND RETURN TO REPAIR FACILITY. IF
DESIRED, YOU CAN UPGRADE THE NEW CARD TO MAKE THE SOFTWARE COMPATIBLE
(SEEUPDATE CONTROLLER CARD SOFTWARE ON page 17-1).

NOTE: This procedure assumes that the existing Controller is in card slot A and that the
redundant Controller will be installed in card slot B. If this is not true, reverse the A and B
designations in the following steps.

1. If not currently logged into the Access Navigator, initiate an RS-232 management session (see Sart
RS-232 Management Session on page 7-6).

2. Display version of installed Controller card software by entering the following command:
status equipment

A message similar to the following will appear.

Equipment Status Version

Controller A Active 01.72
Controller B Card not installed
3. Isversion of installed Controller card compatible with redundant Controller card to be installed?
If YES, go to next step.
If NO, do NOT continue this procedure. Software is not compatible. See CAUTION above.
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Remove Front Cover

Remove Front Cover

DANGER! BURN HAZARD. CHASSIS, COVER SCREWS, AND CARDS MAY BE HOT TO
THE TOUCH.

WARNING! THE AcceEss NAVIGATOR CONTAINS CIRCUIT CARDS AND COMPO-
NENTS THAT ARE SUBJECT TO DAMAGE BY ELECTROSTATIC DISCHARGE (ESD).
ALWAYS FOLLOW THE STATIC-SENSITIVE EQUIPMENT HANDLING PROCEDURES ON
page 6-3 WHEN OPENING EQUIPMENT COVERS AND HANDLING PLUG-IN CIRCUIT CARDS.

1. Put on grounding wrist strap and follow anti-static procedures.
2. Loosen captive thumbscrews on front cover (see Figure 6-33).
3. Remove front cover and set aside.

Screw Screw
DOGOOOOOY 0000000 § ...0....\‘...
I [Jeoooooooo\ooo

sele ]
Ds1

g‘gg‘l‘@l

..[ ]U

Screw

Figure 6-33. Location of Front Panel Cover Screws
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Install Controller Card

Install Controller Card

1. Locate Controller B card slot (see Figure 6-34).

2. Straighten card gjector latches (see Figure 6-35), position Controller card in guide rails, and
carefully slide card into sot.

3. Presscard gjector latches in toward center of card until card connector mates with backplane
connector.

Controller A Controller B

S
——

— s B8 B
o B8 0 8 8 8 _ BB

Figure 6-34. Location of Controller Cards
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Figure 6-35. Installing Controller Card
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Verify Operation

Verify Operation

1. Wait two minutes for new Controller card to learn system settings.

NOTE: cController's POWER indicator will light yellow while it is booting up.

POWER
Power —» ACO CRITICAL MAJOR
Active —» ACOE ' [ ) MINOR
Controller ACTIVE
Controller 'A’ Indicators Controller 'B’ Indicators
P000000000000000° ([ 09000000000000000
IQQ..OO..........O !JGOQOOOOOO\...OOOOQ]
S B = ACCESS NAVIGATOR™ @ 4

Teamoat

Figure 6-36. Front Panel Indicators
2. Verify that status indicators show Controller B isin standby.
Requirement: CONTROLLER A POWER indicator lights green.
Requirement: CONTROLLER B POWER indicator lights green.
Requirement: CONTROLLER A ACTIVE/STANDBY indicator lights green.
Requirement: CONTROLLER B ACTIVE/STANDBY indicator is off.

3. Display version of newly installed redundant Controller card by entering the following command:
status equipment

A message similar to the following will appear.

Equipment Status Version
Controller A Active 01.70
Controller B Standby 01.70

4. Isversion of active Controller card compatible with standby Controller card just installed?
If YES, go to next step.
If NO, go to Step 8. (See CAUTION above.)

5. Put Controller B in active mode by entering following command:
switch controller
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Verify Operation

6. Verify that status indicators now show Controller B is active.

Requirement:
Requirement:
Requirement:

Requirement:

CONTROLLER A POWER indicator lights green.
CONTROLLER B POWER indicator lights green.
CONTROLLER A ACTIVE/STANDBY indicator is off.
CONTROLLER B ACTIVE/STANDBY indicator lights green.

7. Verify that Controller B isnow in active mode by entering following command:
status equipment

Requirement:

Equipment status display shows Controller B isin Active mode.

NOTE: If status indications are not correct, refer to Diagnostics & Troubleshooting on

page 15-1.

8. When you are finished with the management session, you must log out and exit from the Access
Navigator by entering the following command:

exit

Replace Front Cover

DANGER! FIRE HAZARD. STANDARDS UL 1950 AND C22.2 NO. 950.95 REQUIRE
THAT ALL ACCESS COVERS BE REPLACED TO PREVENT FIRES FROM SPREADING TO
NEARBY EQUIPMENT.

Replace front cover and tighten screws.
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Install Additional Quad T1 Framer Cards

Install Additional Quad T1 Framer Cards

This procedure provides steps for installing additional Quad T1 Framer (QF) cards to increase DS1 service
capacity. Steps are also included to very operation after installation. The Access Navigator can hold up to
eight QF cards, providing atotal of 32 DS1 circuits. QF cards are hot swappable and can be installed at any
time, without interrupting service on other cards.

Installation Summary

Precautions ... 6-55

Toolsand Materias ... 6-55
Remove Front Cover ... 6-56

Install Quad T1 Framer Card ... 6-57
Verify Operation ... 6-59

Replace Front Cover ... 6-61

Precautions

DANGER! BURN HAZARD. CHASSIS, COVER SCREWS, AND CARDS MAY BE HOT TO
THE TOUCH.

WARNING! THE AcceEss NAVIGATOR CONTAINS CIRCUIT CARDS AND COMPO-
NENTS THAT ARE SUBJECT TO DAMAGE BY ELECTROSTATIC DISCHARGE (ESD).
ALWAYS FOLLOW THE STATIC-SENSITIVE EQUIPMENT HANDLING PROCEDURES ON
page 6-3 WHEN OPENING EQUIPMENT COVERS AND HANDLING PLUG-IN CIRCUIT CARDS.

Tools and Materials

Obtain the following tools and materials.

» Officerecords for instalation site
» Grounding wrist strap
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Remove Front Cover

Remove Front Cover

DANGER! BURN HAZARD. CHASSIS, COVER SCREWS, AND CARDS MAY BE HOT TO
THE TOUCH.
WARNING! THE AccESs NAVIGATOR CONTAINS CIRCUIT CARDS AND COMPO-

NENTS THAT ARE SUBJECT TO DAMAGE BY ELECTROSTATIC DISCHARGE (ESD).
ALWAYS FOLLOW THE STATIC-SENSITIVE EQUIPMENT HANDLING PROCEDURES ON
page 6-3 WHEN OPENING EQUIPMENT COVERS AND HANDLING PLUG-IN CIRCUIT CARDS.

1. Put on grounding wrist strap and follow anti-static procedures.
2. Loosen captive thumbscrews on front cover (see Figure 6-37).

3. Remove front cover and set aside.

Screw
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Figure 6-37. Location of Front Panel Cover Screws
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Install Quad T1 Framer Card

Install Quad T1 Framer Card

NOTE: Quad T1 Framer (QF) cards are typically installed in sequential order, from 1 to
8. Locate next available Quad T1 Framer card slot (see Figure 6-38).Figure 6-39 shows
installation of QF card #6.

1. Locate card slot in which to install Quad T1 Framer card (see Figure 6-38).

QF Card #8
Circuits 29-32

l S

— s — B —
T T 1 T

QF Card #1 QF Card #3 QF Card #5 QF Card #7
Circuits 1-4 Circuits 9-12 Circuits 17-20 Circuits 25-28

QF Card #2 QF Card #4 QF Card #6
Circuits 5-8 Circuits 13-16 Circuits 21-24

Figure 6-38. Location of Quad T1 Framer Cards
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Install Quad T1 Framer Card

2. Remove new QF card from antistatic wrapper and straighten card ejector latch (see A in Figure
6-39).

3. Position new QF card in guide rails and carefully slide into slot until it mates with backplane
connector.

4. Press card gjector latch in toward center of card (see B in Figure 6-39) to secure card in card slot.

Card Ejector
Latch

Figure 6-39. Installing Quad T1 Framer Card
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Verify Operation

Verify Operation

NOTE: Verification requires a temporary loopback between the DS1 transmit and
receive signals by cross-connecting newly installed DS1s at the patch panel.

1. If not currently logged into the Access Navigator, start an RS-232 management session (Sart RS-
232 Management Session on page 7-6).

2. Display equipment status of Quad T1 Framer card with the following command:
status equipment

A message similar to the following will appear.

Equipment Status Version
Controller A Active 01.70
Controller B Standby 01.70
DS1 Card 1 Installed 1
DS1 Card 2 Installed 1
DS1 Card 3 Installed 1
DS1 Card 4 Installed 1
DS1 Card 5 Installed 1
DS1 Card 6 Installed 1
DS1 Card 7 Card not installed

DS1 Card 8 Card not installed

Requirement: Equipment status shows DS1 card isinstalled.

NOTE: If status display shows that the card is not installed, check that the card is
properly seated in the card connector.

3. Set DSlson Quad T1 Framer card in service by entering the following command, where <n> isthe
DS1 number or range of DS1 numbers:

set dsl <n> up
Example:  setdsl9up
Example:  setdsl 9-12 up
4. Loop back newly installed DS1 transmit outputs to DSL receive inputs at patch panel.
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Verify Operation

5. Verify thefollowing front panel status indications (see Figure 6-40).

Requirement: DS1 statusindicatorswill blink yellow for 10 to 15 seconds and then light
green when frame synchronization is established. (Indicators will not light
if DS1s are set out of service.)

NOTE: If status indications are not correct, refer to Diagnostics & Troubleshooting on

page 15-1.
Iooooooooooooo ;’Joooooo
Vooooooooo\ﬁo@:ﬁoo [ [coseoe

9-12 13-16 17-20 21-24 26-28

Figure 6-40. Location of DS1 Satus Indicators

6. Display status of DS1son Quad T1 Framer card by entering the following command:
status dsl <n>

A message similar to the following will appear for each DS1.

Status for DS1 1:
Receive: Traffic
Transmit: Traffic

Requirement: DSI status display shows Traffic in receive and transmit directions.

7. Remove DS1 loop back at patch panel.

8. If required, set DS1s on Quad T1 Framer card out of service by entering the following command,
where <n> isthe DS1 number or range of DS1 numbers:

set dsl <n> down
Example:  set dsl 9 down
Example:  set dsl 9-12 down

9. End management session by entering following command:
exit
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Replace Front Cover

Replace Front Cover

DANGER! FIRE HAZARD. STANDARDS UL 1950 AND C22.2 NO. 950.95 REQUIRE
THAT ALL ACCESS COVERS BE REPLACED TO PREVENT FIRES FROM SPREADING TO
NEARBY EQUIPMENT.

Replace front cover and tighten screws.

Configure Management Interfaces

This procedure provides steps for setting up the RS-232 and Ethernet interface configurations for remote
management by CLI, Telnet, SNMP, Vaet™ and NetworkVaet™ EMS software

Setup Summary

Start RS-232 Management Session ... 6-62

Set Date ... 6-63

Set Time ... 6-63

Set System ID or CLLI code ... 6-64

Set IP Address and Subnet Mask ... 6-64

Set Gateway Address ... 6-65

Verify Ethernet Management Connection ... 6-43
Exit Management Session ... 6-65
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Sart RS-232 Management Session

Start RS-232 Management Session

NOTE: Security — No names or passwords are required for new installation and initial
turn up. The Access Navigator will accept any user, until password security is turned on.

NOTE: Command Line Interface — The Access Navigator operating system provides a
Command Line Interface (CLI), which uses simple text based commands and messages.
See Command Line Interface Conventions on page 7-3 for a short description of the
conventions used in this manual to represent management commands, settings, and
messages. For additional information, see CLI Language Reference on page 18-1.

Configure computer terminal emulation software, or craft terminal, as follows:
e Termina emulation: ANSI, ASCII, VT100

» Flow control: None

» Send mode: echo characterslocally

» Baud rate: 9600

e Databits: 8

e Parity: None

e Stop hits: 1

NOTE: Inthe following step, it is only important that the Access Navigator respond with
a message. A typical message includes the name of the unit, the time and date, and a
prompt.

Initiate RS-232 management session by pressing keyboard Enter or Return key.
Carrier Access Corporation Access Navigator

08:30:45 01/30/1999

Access Navigator>

Requirement: Access Navigator message appears on computer or craft terminal display.

NOTE: If there is no response from the Access Navigator, refer to Diagnostics &
Troubleshooting on page 15-1.
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Set Date

Set Date

NOTE: Date format is month/day/year with slashes to separate the digits, as in 01/30/
1999.

1. Set current date by entering the following command:
set date <mm/dd/yyyy>

Example:  set date 01/30/2001

2. Show and verify date setting by entering the following command:
show date

Requirement: Access Navigator responds with correct date.

Set Time

NOTE: Time format is 24-hour clock in hours:minutes:seconds with colons to separate
the digits, as in 08:30:45 and 15:22:10.

1. Set current time by entering the following command:
set time <hh:mm:ss>
Example:  set time 08:30:45

Thetimewill be updated when you pressthe Enter or Return key and the Access Navigator receives
the command.

2. Show and verify time setting by entering the following command:
show time

Requirement: Access Navigator responds with correct time.
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Set System ID or CLLI code

Set System ID or CLLI code

NOTE: The System Identifier (name, location, or Telcordia CLLI code) is a text string,
such as “Acme Corp. AN#2" or “DNVRCO1A201". The identifier can be up to 20 characters
long, and may use any combination of letters and numbers. The identifier must be
enclosed in quote marks. The System Identifier also appears in the command line prompt.
The default System Identifier is “Access Navigator” so the command prompt will be
“Access Navigator>". When you change the identifier, the prompt will also change.

Set System ID by entering the following command:
set id <"id'">
Example:  setid "DNVRCO1A201"

Show and verify current ID setting by entering the following command:
show id

Requirement: Access Navigator responds with correct System Identifier.

Set IP Address and Subnet Mask

NOTE: An RS-232 management connection must be used to set up the Ethernet port
for remote management by Telnet, SNMP, Valet™ or NetworkValet™ EMS software.

NOTE: IP Address — Each Access Navigator on the same Ethernet network must have
a unique static Internet Protocol (IP) address. IP addresses have the format

XXX . XXX . XXX . XXX, where each xxx is a decimal number between 0 and 255. For
example, 192.168.0.123is avalid IP address. Note that the address contains only three
periods, one between each of the four numbers. If the Ethernet interface is not used, type
none for the IP address.

NOTE: Subnet Mask — The Access Navigator uses a subnet mask to identify the
permissible range of IP addresses on the local network. Large networks are usually
divided into smaller subnetworks, each with an assigned range of IP addresses.
Addresses outside the subnetwork will be sent to the Gateway address. Subnet masks
have the format xxx . XXX . XXX . XxxX, where each xxx is a decimal number between 0 and
255. Subnet masks usually start with one or more groups of 255. Typical examples include
255.255.0.0 and 255.255.255.0. If a subnet mask is not used, type none or leave
blank.
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Set the Ethernet | P address and mask by typing the following line after the prompt, then pressthe Enter
or Return key.
set ethernet ip address <address> <mask>

Example:  set Ethernet address 192.168.118.65 255.255.255.0
To turn off Ethernet interface, enter

set ethernet ip address none
To display current settings, enter

show ip
Requirement: Access Navigator responds with correct | P address.

Set Gateway Address

NOTE: Gateway Address — A gateway is any device that passes packets from one
network to another network in their trip across the Internet. Gateway addresses have the
same format as IP addresses. If a gateway address is not used, you must enter none for

the gateway address.

Set the gateway | P address by typing the following line after the prompt, then pressthe Enter or Return
key.
set ip gateway <address>

If the gateway addressis not used, enter
set ip gateway none
To display current settings, enter

show ip
Requirement: Access Navigator responds with correct gateway 1P address.

Exit Management Session

NOTE: You will remain logged into the Access Navigator until you use the exit
command.

When you are finished with the management session, you must log out and exit from the Access
Navigator by entering the following command:

exit
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Management Requirements

NOTE: Password Security — No user names or passwords are required for installation
and initial turn up until user and password security is activated.

Provisioning requires RS-232 or Ethernet connections to the Access Navigator. The Access Navigator
operating system provides a Command Line Interface (CLI), which uses simple text based commands and
messages. CLI is used with both RS-232 terminal programs and Telnet.

Remote IP, SNMP, X
Management Telnet CLI Hub or Ethernet |-

| Network

I
1
1 He
: | RS-232 CLI Modem or ! RS-232 |’
Direct [ : g
Network ; .
Operations | !
Center Local IP, SNMP, | ! Access
Management Telnet CLI [ : Navigator
J
:
1
I

Computer or
Craft Terminal

NOTE: RS-232 and Ethernet Connections are normally made during installation
(seeRS-232 Management Connection on page 6-17 and Ethernet Management
Connection on page 6-22).

® RS-232 CLI Management requires an RS-232 connection to the Access Navigator.

® Tenet CLI Management requires an Ethernet connection to the Access Navigator. The Ethernet
function can only be turned up through the RS-232 management interface.

® SNMP Management requires an Ethernet connection to the Access Navigator. The SNMP function
can only be turned up through the RS-232 or Telnet management interface.

® Valet™ and NetworkValet™ EM S require an Ethernet connection to the Access Navigator. Valet
and NetworkValet EM S are Carrier Access € ement management software products that provide an
easy-to-use graphical user interface.
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Command Line Interface Conventions

NOTE: To obtain online help, type the word help and press the Enter or Return key, or
type a question mark ? after any partial command. For help features, see Online Help on
page 18-10. For detailed CLI information, see CLI Language Reference on page 18-1.

The Access Navigator control interface usesa Command Line Interface (CLI) language. Proceduresin this
manual use the following conventions to represent input commands and output messages:

® |nput commands appear in abold typewriter font, asin the following example:
set dsl 1-4 up

e |f acommand requiresthe operator to enter information, an italic typewriter font is used to show what
item or items are required. Each item will be enclosed in < and > symbols, asin the following
example. Do not type the < > symbols:

set dsl <n> <setting>

e |f the operator must enter oneitem from alist, the itemswill be separated by vertical lines, asin the
following example. Do not type the < | > symbols:

set dsl <n> <up]down>

® System output messages to the operator are printed in normal typewriter font, asin the following
response to show the settings for DS1 number 13:

show dsl1 13

Settings for DS1 13:
Circuit ID: Acme Corporation
Up/Down: up
Framing: ESF
Line Coding: B8ZS
Type: DROP
Clock Source: NORMAL
Line Build Out: DSX-1 PULSE FOR 0-133 ft.
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RS-232 Management

RS-232 Management Requirements

A permanent RS-232 connection is normally made during installation (see RS-232 Management
Connection on page 6-17). However, atemporary cable connection can be made at any time to the
Access Navigator's RS-232 CLI port to start a management session using a craft terminal or computer
with terminal emulation software.

The Access Navigator operating system provides a Command Line Interface (CLI), which usessimple
text based commands and messages. See Command Line Interface Conventions on page 7-3 for ashort
description of the conventions used in this manual to represent management commands, settings, and
messages. For detailed information, see CLI Language Reference on page 18-1.

Procedure Summary

Obtain Information ... 7-5

Connect RS-232 Cable to Access Navigator ... 7-5
Set Up Terminal Program ... 7-5

Start RS-232 Management Session ... 7-6

Perform Management Operations ... 7-7

Exit RS-232 Management Session ... 7-7
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Obtain Information

NOTE: User names and passwords are not required until security features are
activated.

Obtain office records with the following information:

* User name (if required)
» Password (if required)

Connect RS-232 Cable to Access Navigator

If you already have an RS-232 cable connection to the Access Navigator, go to step Step

Connect RS-232 DCE-to-DTE cable with 9-pin DE9 (DB9) connector on one end to RS-232 CLI
management connector on rear panel of Access Navigator (see Figure 7-1).

Connect other end of RS-232 cable to computer or craft terminal.

]
f
RS-232 CLI

Management
Connector

Figure 7-1. Location of RS-232 CLI Connector

Set Up Terminal Program

Configure computer terminal emulation software, or craft terminal, as follows:

e Termina emulation: ANSI, ASCII, or VT100
» Flow control: None

» Send mode: Echo characterslocally

» Baud rate: 9600

e Databits: 8

e Parity: None

e Stop hits: 1
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Start RS-232 Management Session

1. Start management session by pressing keyboard Enter or Return key.

NOTE: When a management session is started, the Access Navigator will either
request a user login name or display a command prompt.

A “Login:” request indicates that security features have been activated. The operator must
enter a valid user name in order to proceed any further. A user password may also be
required. Whenever a login name or password is rejected, the system will repeat the
request.

If no “Login:” request appears, the user has Level 1 access to all commands. This is normal
for the first management session after installation.

Command prompts always end with the symbol “>". The default command prompt is
Access Navigator>. The command prompt indicates that the system is waiting for the
operator to enter the next command. However, if the previous command was rejected, an
error message will appear immediately above the prompt to describe the error or show the
position of the first rejected word or value in the command.

2. If a“Login:” message similar to the following appears, enter you user name and press Enter or
Return key. If a*Password:” message appears next, enter your password and press Enter or Return

key.
Carrier Access Corporation Access Navigator

08:30:45 11/30/1998

Login:
3. If amessage and command prompt similar to the following appears, you are successfully logged in
to the Access Navigator.

Carrier Access Corporation Access Navigator
08:30:45 11/30/1998

Access Navigator>
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Perform Management Operations

After logging on, perform whatever management operations are required by the installation,
provisioning, or maintenance procedure. For detailed command descriptions, see CLI Language
Reference on page 18-1.

Exit RS-232 Management Session

NOTE: You will remain logged into the Access Navigator until you use the exit
command.

When you are finished with the management session, you must log out and exit from the Access
Navigator by entering the following command:

exit
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Telnet Management

Telnet Management Requirements

Telnet requires an Ethernet connection to the Access Navigator, which is normally made during
installation (see Ethernet Management Connection on page 6-22). The Ethernet function can only be
turned on through the RS-232 management interface.

The Access Navigator operating system provides a Command Line Interface (CLI), which usessimple
text based commands and messages. See Command Line Interface Conventions on page 7-3 for a short
description of the conventions used in this manual to represent management commands, settings, and
messages. For detailed information, see CLI Language Reference on page 18-1.

NOTE: You will remain logged into the Access Navigator until you terminate the
management session by using the exit command. If you do not terminate the session
before disconnecting from the Telnet server, the Access Navigator Telnet session will
remain active for 2 hours. No other users will be able to log on if all Telnet sessions are
active.

Procedure Summary

Obtain Information ... 7-9

Start Telnet Program and Connect to Access Navigator ... 7-9
Start Telnet Management Session ... 7-9

Perform Management Operations ... 7-10

Exit Telnet Management Session When Finished ... 7-10
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Obtain Information

NOTE: User names and passwords are not required until security features are
activated.

Obtain office records with the following information:
e |Paddress for Access Navigator
* User name (if required)
e Password (if required)

Start Telnet Program and Connect to Access Navigator

1. Start up Telnet program on management station.
2. Connect to |P address of Access Navigator.
3. Wait for Telnet connection to be established.

NOTE: If you are having difficulty establishing a Telnet connection, try using the Ping
command to verify that there is a working IP network connection path between your
computer terminal and the Access Navigator.

Start Telnet Management Session

1. Start Telnet management session by pressing the Enter or Return key.

NOTE: When a management session is started, the Access Navigator will either
request a user login name or display a command prompt.

A “Login:” request indicates that security features have been activated. The operator
must enter a valid user name in order to proceed any further. A user password may also
be required. Whenever a login name or password is rejected, the system will repeat the
request.

If no “Login:” request appears, the user has Level 1 access to all commands. This is
normal for the first management session after installation.

Command prompts always end with the symbol “>". The default command prompt is
Access Navigator>. The command prompt indicates that the system is waiting for the
operator to enter the next command. However, if the previous command was rejected, an
error message will appear immediately above the prompt to describe the error or show the
position of the first rejected word or value in the command.
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2. If a“Login:” message similar to the following appears, enter you user name and press Enter or
Return key. If a*Password:” message appears next, enter your password and press Enter or Return

key.
Carrier Access Corporation Access Navigator

08:30:45 11/30/1998

Login:
3. If amessage and command prompt similar to the following appears, you are successfully logged in
to the Access Navigator.
Carrier Access Corporation Access Navigator

08:30:45 11/30/1998

Access Navigator>

Perform Management Operations

After logging on, perform whatever management operations are required by the installation,
provisioning, or maintenance procedure. For detailed command descriptions, see CLI Language

Reference on page 18-1.

Exit Telnet Management Session When Finished

NOTE: You will remain logged into the Access Navigator until you terminate the session
by using the exit command. If you do not terminate the session before disconnecting for
the Telnet server, the Access Navigator Telnet session will remain active for 2 hours. No
other users will be able to log on if all Telnet sessions are active.

When you are finished with the management session, you must log out and exit from the Access
Navigator by entering the following command:

exit

7-10 August 2003 Access Navigator - Release 1.8

Download from Www.Somanuals.com. All Manuals Search And Download.



Start Management Session
NetworkValet EMS and Valet Management

NetworkValet EMS and Valet Management

Refer to NetworkValet EMS User Manual or Valet User Manual for operating instructions.

NetworkValet and Valet are element management systems with simple graphical user interfaces. Valetis
ideal for technicians deploying Access Navigatorsin carrier networks, whilethe full-featured NetworkV al et
EMSis an enhanced management system with alarms and performance monitoring isintended for Network
Operations Centers (NOCs).

NetworkValet and Valet provide easy management of Carrier Access productsincluding the Access
Navigator and Adit 600. Valet and NetworkValet are cross-platform Java applications that run on either
Microsoft Windows and Solaris based computer systems. Java Runtime Engine (JRE) software for
Windows or Solarisisincluded with the Valet and NetworkV alet installation programs.

NetworkValet and Valet send commands over the carrier’ s I P network to communicate with the SNMP
agent in the Access Navigator. The Access Navigator includes a standard 10Base-T Ethernet port for
connection to the hub or network interface, or laptop computer. The Access Navigator must have FLASH
software version 1.7 or higher to support I|P DSO management of remote Adit 600 terminals.
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Basic Provisioning Overview

This procedure covers provisioning of basic Access Navigator settingsincluding the System 1D, date, time,
password security, and the Ethernet and SNM Pinterfaces. These basic settings are required for management
of the Access Navigator by RS-232, Telnet, SNMP, and €l ement management programs such as Valet™
and NetworkValet™ EMS.

Remote Telnet CLI
Management & SNMP Hub or Ethernet
_I | Network
: | CLI Modem or RS-232
Direct
Network
Operations
Center Navigator

Figure 8-1 Access Navigator Management Architecture

Basic Provisioning Quick Guide

Basic provisioning involves setting up the Access Navigator for network operation and remote
management. Basic provisioning includes the following items.

CL| Commands Descriptions
status equipment Verify system configuration.
set id <"id'> System Identifier or CLLI code.
set date <mm/dd/yyyy> Date with four-digit year.
set time <hh:mm:ss> Time with 24-hour clock.
set ethernet ip address none Disable Ethernet interface if not used.
set ethernet ip address <address> Enable Ethernet interface.
<mask>
set ip gateway <address> IP gateway address.
add user <name> Add user name.
set user <name> level <access> Access levdl.
set user <name> password Password.
delete user <name> Remove user.
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Obtain Provisioning Information

Obtain the following information (as needed):

» Officerecordsfor installation site

» System Name or CLLI code

» Ethernet IP address

» Ethernet Subnet mask

» Gateway address

e User names and passwords

* SNMP System Name or CLLI code
* SNMP System Location

* SNMP System Contact

*  SNMP Get-Community string

e SNMP Set-Community string

*  SNMP Trap-Community string

* SNMP Trap NMS Recipients (up to three | P addresses)

Access Navigator - Release 1.8 August 2003 8-3

Download from Www.Somanuals.com. All Manuals Search And Download.



Provision Access Navigator
Verify System Equipment Configuration

Verify System Equipment Configuration

CAUTION!

VERIFY CURRENT CONFIGURATION AND SERVICE STATUS WITH OFFICE

RECORDS BEFORE ADDING, DELETING, OR CHANGING CIRCUITS.

NOTE: Telnet management sessions require use of the Ethernet interface, which can
only be provisioned through an RS-232 management session.

1. Start management session (see Start Management Session on page 7-1).
2. Show system equipment configuration with the following command:

status equ
A message simil

ipment
ar to the following will appear, showing the equipment card slots, service status,

and Controller software version.

Equipment
Controller
Controller
DS1 Card
DS1 Card
DS1 Card
DS1 Card
DS1 Card
DS1 Card
DS1 Card
DS1 Card

O~NOUITAWNE

Status Version
A Active 01.00
B Standby 01.00
Installed 1
Installed 1
Installed 1
Installed 1
Installed 1
Installed 1
Card not installed
Card not installed

3. Compare status message to office recordsto verify system configuration. If thereis adiscrepancy,
follow standard practices to resolve problem.
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Set System ID or CLLI Code

NOTE: The System Identifier (name, location, or Telcordia CLLI code) is a text string,
such as “Acme Corp AN#2" or “DNVRCO1A201". The identifier can be up to 20 characters
long, and may use any combination of letters and numbers. The identifier must be
enclosed in quote marks.

NOTE: The System Identifier also appears in the command line prompt. The default
System Identifier is “Access Navigator” so the command prompt will be “Access
Navigator>". When you change the identifier, the prompt will also change. (If other
management sessions are in progress, the operators will not see the new prompt until they
start a new session.)

1. Show current System Identifier with the following command:
show id
2. If System Identifier is correct, skip remaining steps.

3. Set System Identifier with the following command:
set id <"id">
Example.  setid "DNVRCO1A201"
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Set Date

NOTE: Date format is month/day/year with slashes to separate the digits, as in 01/30/
1999.

1. Show current date setting with the following command:
show date

2. |If date setting is correct, skip remaining steps.

3. Set correct date with the following command:
set date <mm/dd/yyyy>

Example:  set date 01/30/1999

Set Time

NOTE: Time format is 24-hour clock in hours:minutes:seconds with colons to separate
the digits, as in 08:30:45 and 15:22:10.

1. Show current time setting with the following command:
show time

2. If time setting is correct, skip remaining steps.

3. Set correct time with the following command:
set time <hh:mm:ss>
Example:  set time 08:30:45

The time will be updated when you press the Enter or Return key and the Access Navigator
receives the command.
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Set Ethernet Properties

NOTE: Ethernetis required for Telnet, SNMP, and NetworkValet™ EMS. Ethernet
functions can only be provisioned through an RS-232 management session. If you are not
going to use the Ethernet port, do not make any connections to it.

1. Show current Ethernet | P settings with the following command:
show ip

Thefollowing is a typical message:

IP Address and Mask: 192.168.0.233 255.255.255.0
IP Address of Gateway 192.168.0.250

NOTE: IP Address — Each Access Navigator on the same Ethernet network must have
a unique static Internet Protocol (IP) address. IP addresses have the format

XXX . XXX . XXX . XXX, Where each xxx is a decimal number between 0 and 255. For
example, 192.168.0.123is a valid IP address. Note that the address contains only three
periods, one between each of the four numbers. If the Ethernet interface is not used, type
none for the IP address.

NOTE: Subnet Mask — The Access Navigator uses a subnet mask to identify the
permissible range of IP addresses on the local network. Large networks are usually
divided into smaller subnetworks, each with an assigned range of IP addresses.
Addresses outside the subnetwork will be directed to the Gateway address. Subnet masks
have the format xXxx . XXX . XXX . XXX, where each xxx is a decimal number between 0 and
255. Subnet masks usually start with one or more groups of 255. Typical examples include
255.255.0.0 and 255.255.255_0. If a subnet mask is not used, type none or leave
blank.

NOTE: Gateway Address — A gateway is any device that passes packets from one
network to another network in their trip across the Internet. Gateway addresses have the
same format as IP addresses. If a gateway address is not used, you must enter none for
the gateway address.

NOTE: MAC Address — The Ethernet media access control (MAC) address is fixed by
hardware and can not be changed. You can use the show ethernet command to display
the MAC address, a hexadecimal number such as 00-E0-97-AB-CD-EF, as well as the
Ethernet IP address and mask.

2. If Ethernet settings are correct, skip remaining steps.
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3. If IPaddress or subnet mask is not correct, enter the following command:
set ethernet ip address <address> <mask>

Example:  set Ethernet address 192.168.118.65 255.255.255.0
To turn off Ethernet interface, enter

set ethernet ip address none
4. |If gateway |P addressis not correct, enter the following command:

set ip gateway <address>
Example:  setip gateway 192.168.118.65

If there is no gateway address, enter

set ip gateway none
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Set User and Password Security

NOTE: Level 1 users (managers) have access to all commands. Level 2 users have
access to all commands except add/delete/set user, but they can change their own
password. Level 3 users can only display system status and reports, and they can change
their own password.

1. Show current user settings with the following command:
show users

Thefollowing is atypica message:

User Level Last Login

Alice 1 09:28:37 11/23/1998
Bill 1 14:06:25 11/17/1998
CarlISmith 2 11:17:45 11/22/1998
Dave46 3 12:14:33 11/20/1998

2. |If user settings correct are correct, skip remaining steps.

NOTE: User names can be up to 10 characters long, and may use any combination of
letters and numbers. Spaces and special characters are not allowed.

3. Add new user names with the following command:
add user <name>
Example:  add user Alice

NOTE: Allusers have Level 1 access (highest) unless changed to a lower access level.

4. Set user access levels and passwords with the following command:
set user <name> level <access>

Example:  set user Alicelevel 2
The settings are as follows:

Setting Definition

1 Set the user to access level 1 (highest).
2 Set the user to access level 2.

3 Set the user to access level 3 (lowest).

Access Navigator - Release 1.8 August 2003 89

Download from Www.Somanuals.com. All Manuals Search And Download.



Provision Access Navigator
Set User and Password Security

NOTE: Passwords are optional. Passwords can be up to 10 characters long and may
use any combination of letters and numbers. Spaces and special characters are not
allowed. Passwords are also case sensitive, so that upper and lower case letters are
different.

5. Set user passwords with the following command:
set user <name> password
Example:  set user Alice password

The system will prompt you to enter a new password twice for verification. To ensure security,
password characters are displayed as asterisks.

To delete a user password, so that the user has access without a password, press Enter or Return
key each time the system prompts you to enter a new password.
6. Delete old user names with the following command:
delete user <name>
Example:  delete user Bill
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Set SNMP Properties

NOTE: Settings are text strings and may use any combination of letters and numbers.
Settings must be enclosed in quote marks. The System Name, Location, and Contact
strings may contain up to 255 characters. Community strings may contain up to 32
characters.

1. Show current SNM P settings with the following command:
show snmp

Thefollowing is atypica message:

System Name: Acme Corp AN#2
System Location: DNVRCO1A201
System Contact: Site Manager
GET Community: Public

SET Community: Public

TRAP Community: Public

NMS #1: 192.168.0.65
NMS #2:

NMS #3:

2. If SNMP settings are correct, skip remaining steps.

3. Set SNMP System Name or Identification code with the following command:
set snmp name <"setting">
Example:  set snmp name "Acme Corp AN#2"

NOTE: Telcordia (Bellcore) Common Language Location Identifier (CLLI) codes are
text strings with up to 11 characters.

4, Set SNMP System Location or CLLI code with the following command:
set snmp location <"setting">
Example:  set snmp location "DNVRCO1A201"
Example:  set snmp location "Acme Corp AN#2"

5. Set SNMP System Contact with the following command:
set snmp contact <"setting'>
Example:  set snmp contact "Site Manager"

6. Set SNMP Get-Community string with the following command:
set snmp getcom <"setting">
Example:  set snmp getcom "Public"

7. Set SNMP Set-Community string with the following command:
set snmp setcom <'setting">
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Example:  set snmp setcom "Public"

8. Set SNMP Trap-Community string with the following command:
set snmp trapcom <"setting''>
Example:  set snmp trapcom "Public"

NOTE: SNMP trap alarm messages can be sent to three different host IP addresses.
Repeat the following command to set the IP address of each recipient.

9. Set uptothree SNMP NMS (network management system) trap recipients by entering their IP
addresses with the following command:

set snmp nms <1]2]3> <address>
Example:  set snmp nms 1 192.168.118.65
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DCSProvisioning Overview

DCS Provisioning Overview

B Provisioning ISDN BRI Service... 9-3
B Provisioning TR-08 Service with DCS.... 9-3

The Access Navigator provides full 1/0 Digital Crossconnect System (DCS) functionality. DSOs from any
DS1 can be crossconnected to another DSL1. This permits more efficient DS1 usage through grooming and
filling DS1s, aprocessinwhich DSOsin “drop” DS1sfrom multiple subscriber lines are cross-connected to
fill up the network “groom” DS1s.
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3 ; &> Key System
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Figure 9-1 Access Navigator DCS Services
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Provisioning ISDN BRI Service

Integrated Services Digital Network (ISDN) Basic Rate Interface (BRI) operates at 144,000 bits per
second and is designed for desktop service. ISDN BRI isalso referred to as 2B+D because it provides
two Bearer channels (B1 and B2) at 64 kilobits per second, plus one D channel for signaling at 16
kilobits per second.

ISDN BRI settings and status depend on the mode.

® 3DS0 Mode transports each ISDN BRI as three DS0s, one each for the B1, B2, and D channels.
These DSOs are provisioned as digita crossconnects between groom and drop DS0s. The DSO
Type must be set to Data. No special ISDN commands are used.

® 4.1 TDM Modetransports each ISDN BRI as 2.25 DS0s, one for each B channel and 0.25 for the
D channel by multiplexing four D channels onto one DS0. Thismode can efficiently carry 4 BRIs
using only 9 DS0s. Thismode workswith GR-303 switch interfaces, using afixed connection for
the D channel and dynamically connecting the two B channels when needed.

The Access Navigator DCS supports ISDN BRI service (also called 2B+D) using the 3DS0 mode, in
which the two Bearer channels (B1 and B2) and a signaling channel (D) are crossconnected as three
DS0 data channels.

For ISDN BRI service using GR-303, see Provision ISDN BRI 4:1 TDM Service to Subscribers on
page 10-25.

Provisioning TR-08 Service with DCS

m Provisioning Conventional TR-08 Voice Services ... 9-4
B Provisioning Enhanced Voice and Data Services ... 9-5
B Specia TR-08 Settings ... 9-5
Any Access Navigator can provide basic support for existing TR-08 channel banks configured as Shelf

B, C, or D channel units. The Access Navigator can groom and fill DS1s, but will not perform call
concentration, signaling translation, or Shelf A data link management.
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Provisioning Conventional TR-08 Voice Services

The Access Navigator’s Digital Crossconnect Switch (DCS) functions can provide basic support
for existing TR-08 channel banks configured as Shelf B, C, or D channel units (see Figure 9-2).
The Access Navigator/DCS can groom and fill DS1s with TR-08 voice channels, but will not per-
form call concentration, signaling translation, or Shelf A datalink management. (For provisioning
the Access Bank® 1/TR-08, see Provisioning TR-08 Service with GR-303 Trandlation on

page 10-5.)

Any number of TR-08 Shelf B, C, and D channel units can connect to the Access Navigator/DCS
“drop” DS1susing D4 or ESF framing.

NOTE: ESF is not standard for TR-08. This option has been added to allow remote
management of the Access Bank® Il. See Provision Remote Access Bank |1 on page 11-1.

A TR-08/SLC-96 compatible switch connects to the Access Navigator “groom” DS1susing D4
framing (equivalent to SLC-96 SF framing). By crossconnecting the voice channels at the DSO
level, the Access Navigator is able to groom and fill the DS1s going to the TR-08 switch for most
efficient use of DS1 resources.

DCS aso works with drop DS1s carrying both voice and data channels. For example, an Access
Bank 11 with Special POTS cards provides TR-08 voice channels as well as high-speed data over
the same DSL1. The Access Navigator can easily cross-connect the data channels to other groom
DS1s providing access to Internet and other data services.

* TR-08 Mode | (no concentration) Special POTS
« No TR-08 Data Link Management Shelf B (SPR & UVG)
Drop  “BLink” / 24 s
DS1s | | : _E )
O TR-08  Groom [: Shelf C
Voice DS1s “C Link” \ 2.4 -
|  — &
Shelf D
| D Linke \| 24 g "
Switch Access o
Navigator
I I | |
I Switch I DCS I TR-08 I
I Center | Groom and Fill | Remote Terminals |
L S l_ J
Figure 9-2 Provisioning Voice Services for TR-08 Shelves B, C, and D
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Provisioning Enhanced Voice and Data Services

DCS aso works with drop DS1s carrying both voice and data channels. For example, an Access
Bank® Il with Special POTS (SPOTS) cards provides TR-08 voice channels as well as high-speed
data over the same DSL1. The Access Navigator can easily crossconnect the data channelsto groom
DS1s providing access to Internet and other data services.

* TR-08 Mode | Remote Provisioning Special POTS
* No Concentration With ESF Framing Plus Data
* No Link Management Shelf B -
« Data Grooming Drop ‘B Link’ B
DS1s §t S oeoioemn ] —Data
O] Tr-08 Groom |- Shelf C -
. — (A
voce  DSIs I[1/ eume =\ T By
.. [ MW Jooocos ot el | —— Datg |
/ Shelf D .
Data - “DLink’ /[—— —— =
r = i j J— =
Vo_ice Access - - vaa
Switch Navigator Access Bank Il
I I | I
I Switch I DCS I TR-08 Voice I
I Center |  Groom and Fill | Plus Data |
L 4 - ____ J

Figure 9-3 Access Bank Il TR-08 Provides Enhanced Voice and Data Services

Special TR-08 Settings

DCS provisioning for TR-08 Shelf B, C, D support requires the following settings for the DS1
drop and groom lines. (For other DCS settings, see Provisioning TR-08 Service with DCSon

page 9-3.)

CL| Commands

TR-08 Item Descriptions

set
set

dsl <n> framing d4
dsl <n> framing esf

DS1 drop to TR-08 channel bank
DS1 drop to remote Access Bank |1

set

dsl <n> framing d4

DS1 groom to TR-08 switch

set
set

dsO <n:ch> type voice
dsO <n:ch> type data

DSO0 type for TR-08 voice channels
DSO type for enhanced data services

Access Navigator - Release 1.8
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DCS Provisioning Quick Guide

CLI Commands

Descriptions

status equipment

Verify equipment configuration.

show dsl <nj]all>
status dsl <n>
status dsO <n:ch>

Verify service status.

set dsl <n> down
set dsO <n:ch> down
set dsO<n:ch> type <voice|data>

Set unused circuits out of service
(down). If the DSL1 is not terminated,
set the DSO type of all channels to
data. If the DS1 isterminated, set the
DSO type of any unused channels to
match the DS0 type (voice or data)
configured on the device at the other
end of the DS1.

set clockl <bits]dsl n]internal>

Primary system clock source.

set clock2 <bits]dsl n]internal>

Secondary system clock source.

set dsl <n> type <groom]drop> DS1 type.

set dsl <n> framing <d4]esft> DS1 framing.

set dsl <n> linecode <ami|b8zs> DS1 line code.

set dsl <n> id <"id"> DSl identifier.

set dsl <n> clock <normal]loop> DS1 clock source.

set dsl <n> lbo <setting> DS1 line buildout.

set dsl <n> loopdetect <on|off> Usually off for drop DSl1s.

show connect <n>

Verify DS0 crossconnections.

disconnect

<n:ch>

Remove old DS0 connections.

set dsO

<n:

ch> type <voice]data>

DS0 type (use data type for ISDN PRI
passthrough).

set dsO <n:ch> signal <Is|gs]em> DSO0 signaling (voice type only).
connect <n:ch> <n:ch> Add DSO crossconnections.
set dsO <n:ch> up Set DSOs in service.

set dsl <n> up Set DS1sin service.
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Obtain Provisioning Information

1. Obtain office records for installation site.
2. Obtain circuit ordersfor DCS service turn up.

Verify System Equipment Configuration

CAUTION! VERIFY CURRENT CONFIGURATION AND SERVICE STATUS WITH OFFICE
RECORDS BEFORE ADDING, DELETING, OR CHANGING CIRCUITS.

1. Start management session (see Sart Management Session on page 7-1).
2. Show system equipment configuration with the following command:

status equipment

A message similar to the following will appear, showing the equipment card slots, service status,
and Controller software version and options.

Equipment
Controller A
Controller B
DS1 Card
DS1 Card
DS1 Card
DS1 Card
DS1 Card
DS1 Card
DS1 Card
DS1 Card

O~NOOITA~WN P

Status

Active

Standby

Installed
Installed
Installed
Installed
Installed
Installed

Card not installed
Card not installed

Version

Access Navigator - Release 1.8
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Verify Service Status

1. Verify number of DS1 circuitsinstalled by comparing equipment status with office records. If there
is adiscrepancy, follow standard practices to resolve problem.

2. Show current DSL service status with the following command:
show ds1 all
A message similar to the following will appear, showing the link up/down service status of al

DSl1sin the Access Navigator, as well as certain other parameters of common interest in provision-
ing and trouble-shooting.

Remote

Line Term Device

Circuit ID Link Type Code Framing ID FDL Mgmt
CA DS1# 01 DOWN DROP B8ZS ESF None None
CA DS1# 02 DOWN DROP B8ZS ESF None None
CA DS1# 03 DOWN DROP B8ZS ESF None None
CA DS1# 04 DOWN DROP B8ZS ESF None None
CA DS1# 05 DOWN DROP B8ZS ESF None None
CA DS1# 06 DOWN DROP B8ZS ESF None None
CA DS1# 07 DOWN DROP B8ZS ESF None None
CA DS1# 08 DOWN DROP B8ZS ESF None None

CA DS1# 09 UP DROP B8ZS ESF None CA FDL
CA DS1# 10 uP DROP B8ZS ESF None CA IP
CA DS1# 11 DOWN DROP B8ZS ESF None None
CA DS1# 12 DOWN DROP B8ZS ESF None None
CA DS1# 13 DOWN DROP B8ZS ESF None None
CA DS1# 14 DOWN DROP B8ZS ESF None None
CA DS1# 15 DOWN DROP B8ZS ESF None None
CA DS1# 16 uP DROP AMI D4 None None
CA DS1# 17 upP DROP AMI D4 None None
CA DS1# 18 uP DROP B8ZS SLC96 None SLC96
CA DS1# 19 upP DROP B8ZS SLC96 None None
CA DS1# 20 uP DROP B8ZS ESF T1403 None
CA DS1# 21 upP GROOM B8ZS ESF None None
CA DS1# 22 upP GROOM B8ZS ESF None None
CA DS1# 23 upP GROOM B8ZS ESF None None
CA DS1# 24 upP GROOM B8ZS ESF None None
CA DS1# 25 DOWN SWITCH B8ZS ESF 1 None None
CA DS1# 26 DOWN SWITCH B8ZS ESF 3 None None
CA DS1# 27 DOWN SWITCH B8ZS ESF 4 None None
CA DS1# 28 DOWN SWITCH B8ZS ESF 5 None None
CA DS1# 29 DOWN SWITCH B8ZS ESF 2 None None
CA DS1# 30 DOWN SWITCH B8ZS ESF 6 None None
CA DS1# 31 DOWN SWITCH B8ZS ESF 7 None None
CA DS1# 32 uP GROOM B8ZS ESF None None

NOTE: Inthe above message, the DS1 type may be drop, groom, or switch. The
“switch” type will appear only in Access Navigator versions with the GR-303 Option. The
line termination identifier (TermID) is used only for communicating over the EOC and TMC
with the GR-303 switch.

3. Verify number of DS1s aready in service (link is up) by comparing DS1 link status with office
records. If there is a discrepancy, follow standard practices to resolve problem.
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NOTE: Commands containing as ds1 <n> require the operator to enter a DS1 number
or range of numbers. For example, DS1 #6 is entered as ds1 6. If a DS1 range is
specified, the command operations will be applied to all DS1s in the range. To enter a
range of DS1s, type the starting and ending numbers, separated by a hyphen. For
example, DS1s #1 through #8 can be specified by typing ds1 1-8.

4. Show current DSL1 status with the following command, where <n> isthe DS1 or range of DS1sto
be turned up:

status dsl <n>

Example:  statusdsl 1-32
Thiscommand will produce amessage listing the status of the specified DSL or range of DS1s. For
example, the messages for DS1 #1 and #29 might look similar to the following. Note that the mes-

sage for DS1 #1 shows the DS1 isin service, while the message for DS1 #29 indicates thereis no
Quad Framer circuit card installed.

Status for DS1 1:

Receive: Traffic
Transmit: Traffic
Loop: None
State: In Service
FDL type: None
Status for DS1 29:
Receive: Traffic
Transmit: Traffic
Loop: None
State: Card Not Installed
FDL Type: None

5. Verify status of DS1 linesto be turned up by comparing DS1 status with office records. If thereis
adiscrepancy, follow standard practices to resolve problem.

NOTE: Commands containing dsO <n:ch> require the operator to enter both the DS1
and DSO channel number or channel range. The DS1 and DSO numbers are entered with
a colon separating the numbers. For example, the channel list for DS1 #4 and DSO0 channel
#8 would be entered as dsO 4:8. The channel list may also contain a range of DS0O
channels. For example, DS1 #6 and DSO channels #1 through #12 would be entered as
ds0 6:1-12. A colon follows the DS1 number, and the beginning and ending DSO
channels are separated by a hyphen.

6. Display current DSO status with the following command, where <n:ch> isthe DS0 or range of
DS0Osin the DS1 to be turned up:

status dsO <n:ch>
Example:  statusdsO 1:1-4

The status command will display the status for each DSO specified. For example, the message for
DS1 #1, DSO channels 1 to 4, and DS1 #32, DSO channels 1 to 4, would look similar to the foll ow-

ing:

Access Navigator - Release 1.8 August 2003 9-9

Download from Www.Somanuals.com. All Manuals Search And Download.



Provision DCS Service
Set Unused Circuits Out of Service

Interface Status

DS1 1 Channel 1 In Service

DS1 1 Channel 2 In Service

DS1 1 Channel 3 In Service

DS1 1 Channel 4 Out of Service

DS1 32 Channel 1 Card Not Installed
DS1 32 Channel 2 Card Not Installed
DS1 32 Channel 3 Card Not Installed
DS1 32 Channel 4 Card Not Installed

7. Verify status of DSO circuits on DS1 lines to be turned up by comparing DSO status with office
records. If there is a discrepancy, follow standard practices to resolve problem.

Set Unused Circuits Out of Service

NOTE: The factory default sets all DS1s and DSOs in-service (up). To prevent
inadvertent service disruptions, itis good practice to set circuits out of service (down) when
not in use or not provisioned in the switch.

Set unused DS1s out of service (down).

Set the type of unused DSO channels to match the DSO type configured on the device at

the other end of the DSL1. If the DS1 is not terminated, set the type to data.

Set unused circuits out of service with the following commands.

set dsl <n> down
set dsO <n:ch> type <voice|data>
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Set System Clock Source

NOTE: If Access Navigator provides GR-303 call support, the primary and secondary
clock sources are usually set to “switch” DS1s in the GR-303 interface group.

1. Show current clock settings with the following command:
show clock

This command will produce a message similar to the following:
Primary Master Transmit Clock Source: DS1 1
Secondary Master Transmit Clock Source: DS1 25

2. If clock settings are correct, skip remaining steps.

3. If primary clock setting isincorrect, set clockl source with the following command:
set clockl <setting>
Example:  set clockl bits

There are three different settings, which are defined as follows:

Setting Definition

bits Select external or BITS source on Timing In connector
dsl <n> Select clock recovered from DS1 number n
interna Select internal oscillator

4, |f secondary clock setting isincorrect, set clock2 source with the following command:
set clock2 <setting>
Example:  setclock2 dsl 5

Choose setting from list in previous step.
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Provision “Groom” DS1 Circuits to Network

1. Show groom DS1 settings with the following command:

show dsl <n>

Example:  show dsl 10

The show command will produce a message showing the DS1 settings. For example, the message
for DS1 number 10 might look similar to the following:

Settings for DS1 10:

Circuit ID:

Up/Down:

Framing:

Line Coding:

Type:

Clock Source:

Line Build Out:

Loop Code Detection:
Loop Back:

Line Termination ID:
FDL Type:

Send Code:

Performance Thresholds:

unavailable seconds:

severely errored seconds:

errored seconds:

sev. errored frame seconds:

degraded minutes:
linecode violations:

CA DS1# 10
DOWN

ESF

B8ZS

DROP
NORMAL

DSX-1 EQUALIZATION FOR 0-133 ft.

OFF
OFF

0 (for switch DS1ls only)

CAC
None
15 min.

NOTE:

In the above message loop back test function is turned off and the send code

set to none during normal service. Line Termination IDs are used only for GR-303 switch

DS1s.

2. If groom DS1 settings are correct, skip remaining steps.

3. Set DS1 typeto “groom” with the following command:
set dsl <n> type groom

Example:

set ds1 10 type groom

4. Set groom DS1 frame type to D4 or ESF with the following command:
set dsl <n> framing <d4]esf>

Example:

set dsl 10 framing esf

9-12
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5. Set groom DS line code to AMI or B8ZS with the following command:
set dsl <n> linecode <ami|b8zs>
Example:  set dsl 10 linecode b8zs
6. Set groom DS circuit ID with the following command:
set dsl <n> id <"id">
Example:  set dsl 10 id "Acme Corp DS1#5"

The ID may contain up to 20 characters and must be enclosed in quote marks.

NOTE: DS1 clock must be set to “normal” for normal operation.

7. Set groom DSL1 clock sourceto normal or loop with the following command:
set dsl <n> clock <normal]loop>
Example:  set dsl 10 clock normal
8. Set groom DS line buildout (Ibo) to required DSX-1 equalization or CSU attenuation with the
following command:
set dsl <n> lbo <setting>
Example:  setdsl 101bo 3

The setting is a number from 1 to 9, and is defined as follows:

Definition

Set DSX-1 equalization for 0-133 ft.

Set DSX-1 equalization for 133-266 ft.
Set DSX-1 equalization for 266-399 ft.
Set DSX-1 equalization for 399-533 ft.
Set DSX-1 equalization for 533-666 ft.
Set CSU attenuation for LBO of 0dB.

Set CSU attenuation for LBO of -7.5dB.
Set CSU attenuation for LBO of -15dB.
Set CSU attenuation for LBO of -22.5dB.

9. Set groom DS1 loop request code detection to on or off with the following command:
set dsl <n> loopdetect <on|off>

Example:  set dsl 10 loopdetect on

Lésfi

OCO~NOUTA~WNE
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Test Groom DS1 Circuits

NOTE: The Access Navigator supports the following T1.403 loop tests:
» Responds to ESF bit patterned loop requests (when loopdetect is on)

» Generates ESF bit patterned loop requests

» Generates SF CSU inband loopcodes

Follow standard practicesto test groom DS1 circuits.

Provision “Drop” DS1 Circuits to Subscribers

1. Show drop DSL1 settings with the following command:

show dsl <n>
Example:  show dsl 20

The show command will produce a message showing the DSL1 settings. For example, the message
for DS1 number 20 might look similar to the following:

Settings for DS1 10:
Circuit ID:
Up/Down:
Framing:
Line Coding:
Type:
Clock Source:
Line Build Out:
Loop Code Detection:
Loop Back:
Line Termination ID:
FDL Type:
Send Code:
Performance Thresholds:

unavailable seconds:

severely errored seconds:

errored seconds:

sev. errored frame seconds:

degraded minutes:
linecode violations:

CA DS1# 20
DOWN
ESF
B8ZS
DROP
NORMAL
DSX-1 EQUALIZATION FOR 0-133 ft.
OFF
OFF
0 (for switch DS1s only)
CAC
None
15 min. 1 hour 1 day

NOTE: Inthe above message loop back test function is turned off and the send code
set to none during normal service. Line Termination IDs are used only for GR-303 switch

DS1s.

2. If drop DSLI settings are correct, skip remaining steps.

9-14

August 2003 Access Navigator - Release 1.8

Download from Www.Somanuals.com. All Manuals Search And Download.



Provison DCS Service
Provision “ Drop” DSL Circuitsto Subscribers

Set DS1 typeto “drop” with the following command:
set dsl <n> type drop
Example:  set dsl 20 type drop

Set drop DSL frame type to D4 or ESF with the following command:
set dsl <n> framing <d4]esf>
Example:  set dsl 20 framing esf

Set drop DSL1 line code to AMI or B8ZS with the following command:
set dsl <n> linecode <ami|b8zs>
Example:  set dsl 20 linecode b8zs

Set drop DSL circuit ID with the following command:
set dsl <n> id <"id">
Example:  set dsl 20 id "Acme Corp DS1#20"

The ID may contain up to 30 characters and must be enclosed in quote marks.

Set drop DSL1 clock source to normal or loop with the following command:
set dsl <n> clock <normal]loop>
Example:  set dsl 20 clock normal

Set drop DSL1 line buildout (Ibo) to required DSX-1 equalization or CSU attenuation with the
following command:

set dsl <n> lbo <setting>
Example:  setdsl201bo 8

The setting is a number from 1 to 9, and is defined as follows:

Definition

Set DSX-1 equalization for 0-133 ft.

Set DSX-1 equalization for 133-266 ft.
Set DSX-1 equalization for 266-399 ft.
Set DSX-1 equalization for 399-533 ft.
Set DSX-1 equalization for 533-666 ft.
Set CSU attenuation for LBO of 0dB.

Set CSU attenuation for LBO of -7.5dB.
Set CSU attenuation for LBO of -15dB.
Set CSU attenuation for LBO of -22.5dB.

L%Z_

OCO~NOUITA~WNE

NOTE: When loop request code detection is turned on, the Access Navigator will
respond to T1.403 ESF bit patterned loop requests.

9. Set drop DS1 loop request code detection to on or off with the following command:

set dsl <n> loopdetect <on|off>
Example:  set dsl 20 loopdetect on
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Provision and Connect ISDN PRI Channels

Full and fractional ISDN PRI passthrough service is provisioned and connected in the same way as other
D S0 data channels (described on the following pages). For each ISDN PRI channel to be provisioned, the
operator must create crossconnections for the desired number of bearer channels (B1 up to B23) and the
signaling channel (D). All PRI channels must be set to the DSO Type Data.

Provision and Connect ISDN BRI 3DS0 Channels

ISDN BRI service using 3DS0 transport mode is provisioned and connected in the same way as other DSO
data channel s (described on the following pages), except that each ISDN BRI requiresthree DS0s. For each
ISDN BRI to be provisioned, the operator must create crossconnections for the two bearer channels(B1 and
B2) and the signaling channel (D). All BRI channels must be set to the DSO Type Data.

To provision ISDN BRI 4:1 TDM transport mode using GR-303, see Provision ISDN BRI 4:1 TDM Service
to Subscribers on page 10-25.
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Provision and Connect DSOs

1. Show current DSO crossconnections with the following command:
show connect <n>

Example:  show connect 10

Theshow connect command displays DSO crossconnections on a DS1. For example, the mes-
sage for DS1 number 25, DSO channels 1 to 4 would look similar to the following:

Connections for DS1 #10 (CA DS1# 10):

From To Type Interface [--> Port]

10:01 ..... GR303
10:02 ..... GR303
10:03 ..... GR303
10:04 ..... GR303
10:05 ..... GR303
10:06 ..... GR303
10:07 ..... GR303
10:08 ..... GR303
10:09 25:17 GR303
10:10 ..... GR303
10:11 ... .. GR303
10:12 ..... GR303
10:13 .....

10:14 ... ..

10:15 .....

10:16 .....

10:17 09:12 DATA Acmelnternet -->
10:18 09:13 DATA Acmelnternet -->
10:19 09:14 DATA Acmelnternet -->
10:20 09:15 DATA Acmelnternet -->
10:21 09:16 DATA Acmelnternet -->
10:22 09:17 DATA Acmelnternet -->
10:23 09:18 DATA Acmelnternet -->
10:24 09:19 DATA Acmelnternet -->

<< << << <L
WWWWWwWwww
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2. |f DSO crossconnections are correct, skip remaining steps.

NOTE: To change existing DSO connections or DSO Type, you must first disconnect
them before making new connections.

3. Disconnect existing DS0s with the following command:
disconnect <n:ch>

Example:  disconnect 10:1-24
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Provision and Connect D0s

NOTE: DSO0 voice channels use robbed-bit signaling, while DS0 data are clear channels
(no signaling). ISDN PRI DSO passthrough channels and ISDN BRI 3DS0 channels must
be set to DSO Type Data.

Set DS0 type to voice or data with the following command:
set dsO <n:ch> type <voice|data>

Example:
Example:

set dsO 10:1-18 type voice
set dsO 10:19-24 type data

Set DSO signaling (voice only) to Loop Start (Is), Ground Start (gs), or E&M (em) signaling with
the following command:

set dsO <n:ch> signal <Is]gs]em>

Example:

set ds0 10:1-18 signal gs

Connect DS0s (see crossconnect examples in Figure 9-4) to make 2-way connections between

DSO0s, or fractional groups of DS0s, with the following command:

connect <n:ch> <n:ch>

Example:  connect 10:19-24 5:1-6
Access Navigator
DSO #16 DSO0 #10
(A)  DS1#10 <::|:'> DS1#17
DSO #3 DSO0 #21
(B) DS1#12 < I ) DS1 #18
DSO0 #7
(C) DS1#15 <:ZI:> DS0 #4
DSO0 #5-12
(L psie
DSO #17-24
(D) DS1#16 <::‘>

Command Examples: (A)

(B)
(©)
(D)

connect dsO 10:16 18:21
connect dsO 12:3 17:10
connect dsO 15:7 21:4

connect dsO 16:17-24 21:5-12

Figure 9-4 Crossconnect Examples
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Turn Up Service

Turn Up Service

1. Show current DS1 status with the following command:
status dsl <n>
Example:  statusdsl 1-32

2. Show current DSO status with the following command:
status dsO <n:ch>
Example:  statusds0 1:1-24
Example:  statusds0O 8:1-24

3. If drop DS1 and DSO settings are correct, skip remaining steps.

4, Set DS1sand DSOsto in-service (up) status with the following commands:

set dsl <n> up
set dsO <n:ch> up

Example:  setdsl5up
Example:  setds05:1-6

Test DS1 and DSO Circuits

NOTE: The Access Navigator supports the following T1.403 loop tests:
* Responds to ESF bit patterned loop requests (when loopdetect is on)

» Generates ESF bit patterned loop requests

» Generates SF CSU inband loopcodes

1. Follow standard practicesto test subscriber drop DSLI circuits.
2. Follow standard practices to test DSO connections.
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Test DS1 and DO Circuits
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GR-303 Provisioning Overview

® Provisioning ISDN BRI Service... 10-4
® Provisioning P-Phone Service ... 10-4
B Provisioning TR-08 Service with GR-303 Trandation ... 10-5

This procedure covers provisioning of GR-303 voice, P-Phone, and ISDN BRI services. The Access
Navigator provides GR-303 call support by setting up crossconnects only when needed. This enables
efficient switch usage by allowing the Access Navigator to provide call concentration, in which many
subscriber “drop” DS0s can be connected as needed to a smaller number of GR-303 “switch” DS0s.

In a GR-303 system the Centra Office switch isthe Integrated Digital Terminal (IDT) and the Access
Navigator and Access Banks function as the Remote Digital Terminal (RDT). The switch communicates
with the Access Navigator using an Embedded Operations Channel (EOC) and Timeslot Management
Channd (TMC) in the GR-303 Interface Group. The switch sets up crossconnectsin the Access Navigator
between switch DS0s drop DS0s. (The Access Navigator will provide abusy tone for blocked calls.) Each
drop DSO isidentified by aunique Call Reference Vaue (CRV).

NOTE: To avoid communications problems, the switch DS1s and drop CRVs must be
provisioned identically in the Access Navigator and the GR-303 switch. For example, if the
Access Navigator uses five switch DS1s, the switch must also use five DS1s. If the Access
Navigator uses CRVs 20 to 72, the switch must also use CRVs 20 to 72.
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Figure 10-1 Access Navigator GR-303 Services
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Provisioning ISDN BRI Service

Provisioning ISDN BRI Service

Integrated Services Digital Network (ISDN) Basic Rate Interface (BRI) operates at 144,000 bits per
second and is designed for desktop service. ISDN BRI isalso referred to as 2B+D because it provides
two Bearer channels (B1 and B2) at 64 kilobits per second, plus one D channel for signaling at 16
kilobits per second.

ISDN BRI settings and status depend on the mode.

® 3DS0 Mode transports each ISDN BRI as three DS0s, one each for the B1, B2, and D channels.
These DSOs are provisioned as digita crossconnects between groom and drop DS0s. The DSO
Type must be set to Data. No special ISDN commands are used.

® 4.1 TDM Modetransports each ISDN BRI as 2.25 DS0s, one for each B channel and 0.25 for the
D channel by multiplexing four D channels onto one DS0. Thismode can efficiently carry 4 BRIs
using only 9 DS0s. Thismode workswith GR-303 switch interfaces, using afixed connection for
the D channel and dynamically connecting the two B channels when needed.

The Access Navigator provides GR-303 support for ISDN BRI service using the 4:1 TDM mode, which
combines the D (signaling) channels of four BRI connections into one DSO channel that is statically
connected to the switch. Inthe 4:1 TDM mode, the switch uses Call Reference Values (CRV s) to set up
ISDN BRI connections for the B1 and B2 (bearer) channels.

For 3DS0 transport mode using DCS, see Provisioning ISDN BRI Service on page 9-3.)

Provisioning P-Phone Service

The Nortel Proprietary Phone (P-Phone), also called an Electronic Business Set (EBS), isan analog
Centrex service offered by Nortel and supported by Nortel DM S switches and P-Phone compatible
telephone stations. The anal og signal between the P-Phone and Central Officeisasingle-pair subscriber
loop providing normal full-duplex anal og voice and an 8-kHz hal f-duplex amplitude-shift-keyed signal
that carries signaling information.

The Access Navigator and Adit 600 provide P-Phone support by converting the analog P-Phone signals
to more efficient digital loop carriers. The Access Navigator can support up to 384 P-Phone channels.
The Adit 600 is equipped with P-Phone service cards that connect to the customer’ s analog P-Phones.
The P-Phone signaling information then travels over the GR-303 TMC channel between the Access
Navigator and the Nortel DM S switch. The switch uses Call Reference Values (CRVS) to set up DSO
cross-connectionsin the Access Navigator to set up callsto the P-Phones. This approach also provides
efficient GR-303 call concentration and reduces facility costs.
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Provisioning TR-08 Service with GR-303 Translation

TR-08 Configuration ... 10-6
Special POTS Cards ... 10-6
Signaling Trandation ... 10-6
CRV Numbering ... 10-6
Framing and FDL Settings ... 10-8
Access Bank I/TR-08 Switch Settings ... 10-8
m Specia TR-08 Settings ... 10-8
The Access Navigator/GR-303 includes GR-303 to TR-08 tranglation to allow simple migration from
older AT& T SLC-96® type digital loop carrier systems with TR-08 interfaces to newer systems with

GR-303 interfaces (see Figure 10-2). In addition, the Access Navigator can perform GR-303 call
concentration and DCS grooming for data services.

* GR-303 Call Concentration Shelf A Special POTS
« GR-303 to TR-08 Translation €
* TR-08 Mode | (no concentration) Drop  “ALink” /—— —— 24 o
» DCS for Data Grooming DSl1s R oo ool &iclm ) [ a’
0llGr303  switch Shelf 8 a
- witc N
Voice DS1s . B Link — —\ 2y
Y X LESPTTTPWRTT T " RS ¥
Y L Access Bank |/ TR-08
GR-303
Interface  Groom |, Shelf C -
.4 Group  DSIs | clink e =\ T B
Voice : M .occicocma) — Data
Switch Data Shelf D .
Access
% Navigator A
Access Bank Il
I I I I
I Switch | GR-303to TR-08 I TR-08 I
I Center I Translation I Remote Terminals |
- _ L __ - ____ I
Figure 10-2. Provisioning TR-08 Service to Access Banks
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Provisioning TR-08 Service with GR-303 Translation

TR-08 Configuration

TR-08 terminals can have up to four shelves (A, B, C, D) with each shelf terminating up to 24 voice
lines. Access Banks support TR-08 Mode | operation. This is a hon-concentrating, non-blocking
implementation where each telephone connection is physically tied to a specific DSO channel.
Mode | isideal for distributed phone systems with Access Banks located on different floorsor in
different buildings. Access Banks are designed to function independently — there are no
interconnection cables between shelves for management, alarms, or power distribution.

® TheAccessBank I/TR-08 can be configured as either Shelf A (with alarms) or as Shelf B, C,
or D (without alarms). When using GR-303 trand ation, all units can be configured as Shelf
A to get AT& T 54016 performance report message aarms.

® An AccessBank Il must be configured as Shelf B, C, or D, with the DSL1 link framing set to

D4. Access Navigator DS1 drop framing must be set to “slc96” to provide GR-303 to TR-08
translation.

NOTE: The Access Bank Il must have Controller card software version 2.26 or higher
to support TR-08. Remote provisioning is not possible with D4 framing, so Remote Monitor
software version 2.04 or higher is needed to provision the Access Bank II.

Special POTS Cards

Access Banks can have one or two Special POTS (SPOTS) cards, each providing 12 analog voice
channels with TR-08/SL C-96 compatible AB bit signaling. Carrier Access SPOTS cards provide,
on aper channel basis, either loopstart Single Party Ringing (SPR) or groundstart Universal Voice
Grade (UVG) service with CLASS® features.

Signaling Translation

TheAccessNavigator automatically performs GR-303 to TR-08 trand ation of the AB signaling bits
when the drop DS1s are set to “slc96” framing.

CRV Numbering

TR-08 systems use an odd-even numbering scheme (Figure 10-4) when assigning call reference
values (CRVs) to subscriber DS0s. If desired, the Access Navigator can also assign CRVsin
sequential order (Figure 10-3).

10-6
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Provisioning TR-08 Service with GR-303 Translation

Example Command:
set dsO 4:9-16 crv 111-118

DSO CRV
Sequential Order —

9 111
10 112
11 113
12 114
13 115
14 116
15 117
16 118

Figure 10-3. DS0s Assigned to CRVs in Sequential Order

Example Command:
set dsO 4:1-24 crv 311-334 slc96

DSO CRV
Odd bDSO0s ——

1 311
2 312
3 313
5 315
NN 316 First 12
7 “ 317 CRVs
8 “ 318
o —< Q) 319
10 ‘ 320
11 ““Q 321
12 “‘0‘ 322
KL
b T SO
s TSN
17 "' 327
e 7L
20 ' 330
2 332
23 Even DSOs —— 333
24 334

Figure 10-4. DOs Assigned to CRVsin Odd-Even Order
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Framing and FDL Settings

SL.C-96 uses two types of framing: SLC-96 DLL and SLC-96 S4. The combination of setting for
the framing type and FDL protocol determine which framing type will be used for the drop DS1.
For Shelf A, the DS1 FDL protocol is set to “sIc96” to obtain SLC-96 DDL framing with its out-
of-band data link management channel. For Shelf B, C, and D, the FDL is set to “none” to obtain
standard SLC-96 $4 (or D4) framing.

Access Bank I/TR-08 Switch Settings

When ingtalling the Access Bank |/TR-08, Switch 4 (framing) onitsfront panel is set OFF for Shelf
A, or set ON for Shelf B, C, D. Response to loopback code patterns presented over the DS1 (T1)
line al'so depends on the settings of Switch 4 and Switch 6. Because there are no interconnections
between shelves, alarm monitoring is only available for Shelf A. If desired, all units can be
configured as Shelf A when using GR-303 to TR-08 translation.

Switch 4 | Switch 6 | Shelf Access Bank 1/TR-08
L oopback Code Response

OFF OFF or A Responds only to FDL (SLC-96 DDL) loopback codes
ON

ON OFF B,C,D Responds to CSU |oopback codes

ON ON B,C,D Does not respond to CSU loopback codes

Special TR-08 Settings

GR-303 provisioning for TR-08 Shelf B, C, D support requires the following settings for the DS1
drop lines. Other GR-303 settings remain the same. See GR-303 Provisioning Quick Guide on

page 10-9.

CLI Commands TR-08 Item Descriptions

set dsl <n> framing slc96 DS1 drop to TR-08 Shelf A

set dsl <n> fdl slc96

set dsl <n> framing slc96 DS1 drop to TR-08 Shelf B, C, and D
set dsl <n> fdl none

set dsO <n:ch> type voice DS0 type for TR-08 voice channels
set dsO <n:ch> type data DSO0 type for enhanced data services
set dsO <n:ch> crv <range> Assign CRVsin sequentia order.

set dsO <n:ch> crv <range> slc96 Assign CRVsin odd-even (sIc96) order.

See Figure 10-3 and Figure 10-4.
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GR-303 Provisioning Quick Guide

CLI Commands

Descriptions

status equipment

Verify equipment configuration.

show dsl <nj]all>
status dsl <n>
status dsO <n:ch>

Verify service status.

set dsl <n> down
set dsO <n:ch> down
set dsO <n:ch> type <voice|data>

Set unused circuits out of service
(down). If the DSL1 is not terminated,
set the DSO type of al channelsto
data. If the DS1 is terminated, set the
DS0 type of any unused channels to
match the DS0 type (voice or data)
configured on the device at the other
end of the DS1.

set

clockl <bits]|dsl n]internal>

Primary system clock source.

set

clock2 <bits]|dsl n]internal>

Secondary system clock source.

set switch type <b5ess|dms]generic> Ensures switch compatibility.

set dsl <n> type <switch]|groom|drop> DS1 type.

set dsl <n> framing <d4]esf|slc96> DS1 framing.

set dsl <n> linecode <ami|b8zs> DS1 line code.

set dsl <n> id <"id"> DS1 identifier.

set dsl <n> termid <id> Switch DS1 terminal identifier.
set dsl <n> clock <normal]loop> DS1 clock source.

set dsl <n> lbo <setting> DS1 line buildout.

set dsl <n> fdl <none|slc96]t1403> DS1 FDL type.

set dsl <n> remote device mgmt Management link for remote

<none|cafdl|caip <ipaddress>]dsl n>

Access Bank 11 and Adit 600.

set

dsl <n> remote device mgmt

caip <ipaddress> pphone

Enables call communications channel
for remote Adit 600 providing
P-Phone service.

set eoc primary <n:ch|none> EOC channels.

set eoc secondary <n:ch]none>

set tmc primary <n:ch|none> TMC channels.

set tmc secondary <n:ch]none>

set dsl <n> loopdetect <on|off> Usually off for drop DS1s.
set dsO <n:ch> type <voice|data]gr303> DS0 type.

set dsO <n:ch> pphone P-Phone channels.

Access Navigator - Release 1.8
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Obtain Provisioning Information

CL| Commands

Descriptions

set dsO <n:

<range>

ch>

isdn <bl|b2]d> crv

ISDN BRI 4:1 TDM channels.

set dsO <n:
set dsO <n:

ch>
ch>

crv <range>
crv <range> slc96

Assign Drop DSOsto CRVsin sequential
order or in odd-even (slc96) order.

connect <n:

ch>

<n:ch>

Connect ISDN D channel to Switch.

set dsO <n:

ch>

up

Set DSOs in service.

set dsl <n> up

Set DS1sin service.

1. Ohbtain officerecords for installation site.
2. Obtain circuit orders for GR-303 service turn up.

Verify System Equipment Configuration

CAUTION!

VERIFY CURRENT CONFIGURATION AND SERVICE STATUS WITH OFFICE

RECORDS BEFORE ADDING, DELETING, OR CHANGING CIRCUITS.

NOTE: The factory default sets all DS1s and DSOs in-service (up). To prevent
inadvertent service disruptions, it is good practice to set circuits out of service (down) when
not in use or not provisioned in the switch. Set the type of unused DSO channels to match
the DSO type configured on the device at the other end of the DS1. If the DS1 is not
terminated, set the type to data.

1. Start management session (see Sart Management Session on page 7-1).
2. Show system equipment configuration with the following command:
status equipment

A message similar to the following will appear, showing the equipment card slots, service status,
and Controller software version.

Equipment

Controller A
Controller B

DS1 Card 1
DS1 Card 2
DS1 Card 3
DS1 Card 4
DS1 Card 5

Status
Active
Standby
Installed
Installed
Installed
Installed
Installed

Version

01.70 GR-303 Option
01.70 GR-303 Option

RPRRRR
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Verify Service Satus

DS1 Card 6 Installed 1
DS1 Card 7 Card not installed
DS1 Card 8 Card not installed

Verify Service Status

1. Verify number of DSL circuitsinstalled by comparing equipment status with office records. If there
is adiscrepancy, follow standard practices to resolve problem.

2. Show current DS1 service status with the following command:
show ds1 all
A message similar to thefollowing will appear, showing the link up/down service status of all DS1s

inthe Access Navigator, aswell as certain other parameters of common interest in provisioning and
trouble-shooting.

Remote

Line Term Device

Circuit ID Link Type Code Framing ID FDL Mgmt
CA DS1# 01 DOWN DROP B8ZS ESF None None
CA DS1# 02 DOWN DROP B8ZS ESF None None
CA DS1# 03 DOWN DROP B8ZS ESF None None
CA DS1# 04 DOWN DROP B8ZS ESF None None
CA DS1# 05 DOWN DROP B8ZS ESF None None
CA DS1# 06 DOWN DROP B8ZS ESF None None
CA DS1# 07 DOWN DROP B8ZS ESF None None
CA DS1# 08 DOWN DROP B8ZS ESF None None

CA DS1# 09 uP DROP B8ZS ESF None CA FDL
CA DS1# 10 UP DROP B8ZS ESF None CA IP
CA DS1# 11 DOWN DROP B8ZS ESF None None
CA DS1# 12 DOWN DROP B8ZS ESF None None
CA DS1# 13 DOWN DROP B8ZS ESF None None
CA DS1# 14 DOWN DROP B8ZS ESF None None
CA DS1# 15 DOWN DROP B8ZS ESF None None
CA DS1# 16 UP DROP AMI D4 None None
CA DS1# 17 uP DROP AMI D4 None None
CA DS1# 18 uP DROP B8ZS SLC96 None SLC96
CA DS1# 19 upP DROP B8ZS SLC96 None None
CA DS1# 20 UP DROP B8ZS ESF T1403 None
CA DS1# 21 DOWN DROP B8ZS ESF None None
CA DS1# 22 DOWN DROP B8ZS ESF None None
CA DS1# 23 DOWN DROP B8ZS ESF None None
CA DS1# 24 DOWN DROP B8ZS ESF None None
CA DS1# 25 DOWN SWITCH B8ZS ESF 1 None None
CA DS1# 26 DOWN SWITCH B8ZS ESF 3 None None
CA DS1# 27 DOWN SWITCH B8ZS ESF 4 None None
CA DS1# 28 DOWN SWITCH B8ZS ESF 5 None None
CA DS1# 29 DOWN SWITCH B8ZS ESF 2 None None
CA DS1# 30 DOWN SWITCH B8ZS ESF 6 None None
CA DS1# 31 DOWN SWITCH B8ZS ESF 7 None None
CA DS1# 32 upP GROOM B8ZS ESF None None

3. Verify number of DS1s aready in service (link is up) by comparing DS1 link status with office
records. If there is adiscrepancy, follow standard practices to resolve problem.
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Verify Service Satus

NOTE: Commands containing ds1 <n> require the operator to enter a DS1 number or
range of numbers. For example, DS1 #6 is entered as ds1 6. If a DS1 range is specified,
the command operations will be applied to all DS1s in the range. To enter a range of DS1s,
type the starting and ending numbers, separated by a hyphen. For example, DS1s #1
through #8 can be specified by typing ds1 1-8.

Show current DS1 status with the following command, where <n> isthe DS1 or range of DS1sto
be turned up:

status dsl <n>
Example:  statusdsl 1

Thiscommand will produce a message listing the status of the specified DSL or range of DS1s. For
example, the message for DS1 #1 and #29 might look similar to the following. Note that the
message for DS1 #1 shows the DS1 isin service, while the message for DS1 #29 indicatesthereis
no Quad Framer circuit card installed.

Status for DS1 1:

Receive: Traffic
Transmit: Traffic
Loop: None
State: In Service
FDL Type: None
Status for DS1 29:
Receive: Traffic
Transmit: Traffic
Loop: None
State: Card Not Installed
FDL Type: None

5. Verify status of DS1 lines to be turned up by comparing DS1 status with office records. If thereis

adiscrepancy, follow standard practices to resolve problem.
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NOTE: Commands containing dsO <n:ch> require the operator to enter both the DS1
and DSO channel number or channel range. The DS1 and DSO numbers are entered with
a colon separating the numbers. For example, the channel list for DS1 #4 and DS0 channel
#8 would be entered as dsO 4:8. The channel list may also contain a range of DS0O
channels. For example, DS1 #6 and DSO channels #1 through #12 would be entered as
ds0 6:1-12. A colon follows the DS1 number, and the beginning and ending DSO
channels are separated by a hyphen.

6. Display current DSO status with the following command, where <n:ch> isthe DS0 or range of
DSOsin the DS1 to be turned up:

status dsO <n:ch>
Example:  statusds0 1:1-4

The status command will display the status for each DSO specified. For example, the message for
DS1 #1, DSO channels 1 to 4, and DS1 #32, DSO channels 1 to 4, would look similar to the

following:
Interface Status
DS1 1 Channel 1 In Service
DS1 1 Channel 2 In Service
DS1 1 Channel 3 In Service
DS1 1 Channel 4 Out of Service
DS1 32 Channel 1 Card Not Installed
DS1 32 Channel 2 Card Not Installed
DS1 32 Channel 3 Card Not Installed
DS1 32 Channel 4 Card Not Installed

7. Verify status of DSO circuits on DSL1 lines to be turned up by comparing DSO status with office
records. If there is a discrepancy, follow standard practices to resolve problem.

Set Unused Circuits Out of Service

NOTE: The factory default sets all DS1s and DSOs in-service (up). To prevent
inadvertent service disruptions, itis good practice to set circuits out of service (down) when
not in use or not provisioned in the switch. Set the type of unused DS0 channels to match
the DSO0 type configured on the device at the other end of the DS1. If the DS1 is not
terminated, set the type to data.

Set unused circuits out of service with the following commands.

set dsl <n> down
set dsO <n:ch> down
set dsO <n:ch> type <voice]data>
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Set System Switch Type

Set System Switch Type

NOTE: Access Navigator supports Lucent 5ESS, Nortel DMS, and generic Telcordia
GR-303 switch types.

1. Show switch type with the following command:

show switch
2. If switch typeis correct, skip remaining steps.

3. Set switch type with the following command:
set switch type <b5ess|dms]generic>

Example:  set switch type 5ess

Set System Clock Source

NOTE: For GR-303 call support, the primary and secondary clock sources are usually
set to two DS1s within the GR-303 Interface Group.

1. Show current clock settings with the following command:
show clock

This command will produce a message similar to the following:

Primary Master Transmit Clock Source: DS1 25
Secondary Master Transmit Clock Source: DS1 29

2. If clock settings are correct, skip remaining steps.

3. Set clock primary (clockl) source with the following command:
set clockl <setting>

Example:  set clockl bits

There are three different settings, which are defined as follows:

Setting Definition

bits Select external or BITS source on Timing In connector
dsl <n> Select clock recovered from DS1 number n
internal Select internal oscillator

4. Set clock secondary (clock?2) source with one of the following commands:
set clock2 <setting>

Example:  setclock2 dsl 5
Choose setting from list in previous step.
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Provision “Switch” DS1s to Interface Group

1. Show switch DS1 settings with the following command:
show dsl <n>

show dsl 25

The show command will produce a message showing the DS1 settings. For example, the message
for DS1 number 25 might look similar to the following:

Example:

Settings for DS1 25:

Circuit ID: CA DS1# 25
Up/Down: DOWN
Framing: ESF

Line Coding: B8ZS

Type: SWITCH
Clock Source: NORMAL

Line Build Out:

DSX-1 EQUALIZATION FOR 0-133 ft.

Loop Code Detection: OFF

Loop Back: OFF
Line Termination ID: 1(for switch DS1ls only)
FDL Type: NONE
Send Code: NONE

Performance Thresholds:

unavailable seconds: 0 0 0
severely errored seconds: 0] 0] 0
errored seconds: 0 0 0
sev. errored frame seconds: 0 0 0
degraded minutes: 0] 0] 0
linecode violations: 0 0 0

NOTE: Inthe above message, loop back is a test function that is turned off during
normal service. Line Termination IDs are used only by GR-303 switch DS1s.

2. If switch DS1 settings are correct, skip remaining steps.

3. Set DS1 typeto “switch” with the following command:
set dsl <n> type switch

set dsl 25 type switch

4. Set switch DS1 frame type to ESF with the following command:
set dsl <n> framing esf

set dsl 25 framing esf

Example:

Example:
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5. Set switch DSL1 line code to B8ZS with the following command:
set dsl <n> linecode b8zs

Example:  set dsl 25 linecode b8zs

6. Set switch DSI circuit ID with the following command:
set dsl <n> id <"id">
Example:  setdsl 25id "CA DS1#5"

The ID may contain up to 30 characters and must be enclosed in quote marks.

NOTE: GR-303 line termination IDs are used by the switch to set up calls through the
Access Navigator via the EOC and TMC messages. Customers can change the
termination IDs to match different installation configurations. The Access Navigator
provides the following default termination IDs for DS1s 25 to 32, so that termination IDs 1
and 2 are on different Quad T1 Framer cards for added protection: DS1 25 termid =1, DS1
26 termid = 3, DS1 27 termid = 4, DS1 28 termid = 5, DS1 29 termid = 2, DS1 30 termid =
6, DS1 31 termid = 7, DS1 32 termid = 8.

NOTE: To avoid duplication when setting line termination IDs, if another DS1 has the
same termid number, it will be set to termid 0 (not assigned).

7. Set switch DS line termination ID with the following command:
set dsl <n> termid <id>

Example:  setdsl 25 termid 2

NOTE: DS1 clock must be set to “normal” for normal operation.

8. Set switch DSL clock source to normal or loop with the following command:
set dsl <n> clock <normal]loop>

Example:  set dsl 25 clock normal
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9. Set switch DSI line buildout (Ibo) to required DSX-1 equalization or CSU attenuation with the
following command:

set dsl <n> lbo <setting>
Example:  setdsl 251bo 3
The setting is a number from 1 to 9, and is defined as follows:

Definition

Set DSX-1 equalization for 0-133 ft.

Set DSX-1 equalization for 133-266 ft.
Set DSX-1 equalization for 266-399 ft.
Set DSX-1 equalization for 399-533 ft.
Set DSX-1 equalization for 533-666 ft.
Set CSU attenuation for LBO of 0dB.

Set CSU attenuation for LBO of -7.5dB.
Set CSU attenuation for LBO of -15dB.
Set CSU attenuation for LBO of -22.5dB.

Lésfi
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NOTE: When loop request detection is turned on, the Access Navigator will respond to
T1.403 ESF bit patterned loop requests. Detection is normally turned on for “switch” and
“groom” DS1s and turned off for “drop” DS1s. This allows higher level equipment to test
the Access Navigator, and allows the Access Navigator to test remote CSUs such as
Access Banks.

10. Set switch DS1 loop code detection to on or off with the following command:
set dsl <n> loopdetect <on|off>

Example:  set dsl 25 loopdetect on

NOTE: The Facility Data Link (FDL) channel is an 4 Kbps out-of-band communications
link provided by the DS1 Extended Superframe (ESF) format. The default setting is "none".
Switch DS1s do not use FDL, so the FDL protocol must be set to “none”.

11. Set switch DS1 FDL protocol to "none" with the following command:
set dsl <n> fdl none
Example:  set dsl 25 fdl none

Example:  set dsl 25-32 fdl none
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Assign Primary and Secondary EOC

1. Show current EOC settings with the following command:
show eoc
The show command will produce a message showing the embedded operation channel (EOC)
settings similar to the following:
Settings for EOC:
Primary EOC: DS1 25, Channel 12
Secondary EOC: DS1 29, Channel 12
NOTE: For proper operation, the EOC must be on Channel 12 and the TMC on Channel
24 of the DS1. The first switch DS1 (TermID = 1) in the GR-303 interface group must
contain the primary EOC and TMC. The second DS1 (TermID = 2) must contain the
secondary EOC and TMC. By default, DS1 #25is TermID 1 and DS1 #29 is TermID 2. The
show ds1 all command lists the DS1 TermIDs.
2. If switch EOC settings are correct, skip remaining steps.
NOTE: Itis recommended that primary and secondary EOC and TMC be assigned to
different Quad T1 Framer (QF) cards for added protection. In the event one QF card fails,
the GR-303 switch will then be able to continue service using the redundant EOC and TMC
on a different QF card. QF card #1 contains DS1 #1 to #4 contains DS1 #5 to #8, etc. By
default, the primary EOC and TMC are on DS1 #25 and the secondary EOC and TMC are
on DS1 #29.
3. Set EOC primary location with the following command:
set eoc primary <n:ch]none>
Example:  set eoc primary 25:12
Example:  set eoc primary none
4. Set EOC secondary location with the following command:

set eoc secondary <n:ch]none>
Example:  set eoc secondary 29:12
Example:  set eoc secondary none
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Assign Primary and Secondary TMC

1. Show current TMC settings with the following command:
show tmc

The show command will produce a message showing the time-slot management channel (TMC)
settings similar to the following:

Settings for TMC:
Primary TMC: DS1 25, Channel 24
Secondary TMC: DS1 29, Channel 24

NOTE: For proper operation, the EOC must be on Channel 12 and the TMC on Channel
24 of the DS1. The first switch DS1 (TermID = 1) in the GR-303 interface group must
contain the primary EOC and TMC. The second DS1 (TermID = 2) must contain the
secondary EOC and TMC. By default, DS1 #25is TermID 1 and DS1 #29 is TermID 2. The
show ds1 all command lists the DS1 TermIDs.

2. If switch TMC settings are correct, skip remaining steps.

NOTE: Itis recommended that primary and secondary EOC and TMC be assigned to
different Quad T1 Framer (QF) cards for added protection. In the event one QF card fails,
the GR-303 switch will then be able to continue service using the redundant EOC and TMC
on a different QF card. QF card #1 contains DS1 #1 to #4, QF card #2 contains DS1 #5 to
#8, etc. By default, the primary EOC and TMC are on DS1 #25 and the secondary EOC

and TMC are on DS1 #29.

3. Set TMC primary location with the following command:
set tmc primary <n:ch]none>
Example:  settmc primary 25:24
Example:  settmc primary none
4. Set TMC secondary channel location with the following command:
set tmc secondary <n:ch]none]none>
Example:  set tmc secondary 29:24
Example:  set tmc secondary none
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Test DS1 Circuits

NOTE: The Access Navigator supports the following T1.403 loop tests:
» Responds to ESF bit patterned loop requests (when loopdetect is on)

» Generates ESF bit patterned loop requests

» Generates SF CSU inband loopcodes

NOTE: The Access Navigator provides line and payload loopback commands for
troubleshooting line problems. See Diagnostics & Troubleshooting on page 15-1.

NOTE: If the Access Navigator is connected to the local digital switch, you can use the
status eoc and status tmc commands to determine the link status. "Up" status
indicates the LAPD communications link with the switch is established and healthy.

Follow standard practicesto test groom DS1 circuits.
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Provision “Drop” DS1 Circuits to Subscriber

1. Show drop DSI settings with the following command:
show dsl <n>

Example:  show dsl1 9

The show command will produce a message showing the DS1 settings. For example, the message
for DS1 number 1 might look similar to the following:

Settings for DS1 9:

Circuit ID: CA DS1# 9

Up/Down: DOWN

Framing: ESF

Line Coding: B8ZS

Type: DROP

Clock Source: NORMAL

Line Build Out: CSU ATTEN FOR -15dB

Loop Code Detection: ON

Loop Back: OFF

Line Termination ID: 0 (for switch DSl1ls only)
Remote Device MGMT: CA 1P 192.168.201.1
PPHONE Call Connection: Enabled

FDL Type: None

P-Phone: In Service

Send Code: NONE

Performance Thresholds: 15 min. 1 hour 1 day

unavailable seconds: 0 0 0
severely errored seconds: 0] 0] 0
errored seconds: 0 0 0
sev. errored frame seconds: 0 0 0
degraded minutes: 0] 0] 0
linecode violations: 0 0 0

NOTE: Inthe above message, loop back is a test function that is turned off during
normal service. Line Termination IDs are used only for GR-303 switch DS1s.

FDL Status does not appear if FDL Type is none.

P-Phone settings only appear in the Access Navigator / GR-303 Host with P-Phone option,
when the Remote Management type is CA IP with P-Phone enabled and the remote device
is an Adit 600. (If P-Phone isn’t enabled, the setting will list it as disabled.) (See Provision
Remote Adit 600 via IP DSO on page 13-1.)

2. If drop DSL settings are correct, skip remaining steps.
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3. Set DS1typeto “drop” with the following command:

set dsl <n> type drop
Example:  set dsl 9 typedrop

NOTE: The Access Navigator provides GR-303 to SLC-96/TR-08 translation for Shelf
A, B, C, or D when the drop DS1 framing is set to "slc96".

A drop DS1 providing GR-303 to TR-08 translation must use “slc96” FDL protocol for
Shelf A and “none” for Shelf B, C, and D. A remote Access Bank I/TR-08 can operate as
Shelf A, B, C, or D. An Access Bank Il requiring TR-08 translation must operate as Shelf
B, C, orD.

Remote provisioning of an Access Bank Il requires “esf” framing and “cafdl” protocol.

Set drop DSL1 frame type to D4, ESF, or SLC-96 with the following command:
set dsl <n> framing <d4]esf|slc96>
Example:  set dsl 9 framing esf
Set drop DSL1 line code to AMI or B8ZS with the following command:
set dsl <n> linecode <ami|b8zs>
Example:  set dsl 9 linecode b8zs
Set drop DSL circuit ID with the following command:
set dsl <n> id <"id">
Example:  setdsl 9id"CA dsl #9"

The ID may contain up to 30 characters and must be enclosed in quote marks.

NOTE: DS1 clock must be set to “normal” for normal operation.

Set drop DSL1 clock source to normal or loop with the following command:
set dsl <n> clock <normal]loop>
Example:  set dsl 9 clock normal
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8. Set drop DS line buildout (Ibo) to required CSU attenuation with the following command:
set dsl <n> lbo <setting>

Example:  setdsl9lbo 8
The setting is a number from 1to 9, and is defined as follows:

Definition

Set DSX-1 equalization for 0-133 ft.

Set DSX-1 equalization for 133-266 ft.
Set DSX-1 equalization for 266-399 ft.
Set DSX-1 equalization for 399-533 ft.
Set DSX-1 equalization for 533-666 ft.
Set CSU attenuation for LBO of 0dB.

Set CSU attenuation for LBO of -7.5dB.
Set CSU attenuation for LBO of -15dB.
Set CSU attenuation for LBO of -22.5dB.

E,_
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NOTE: When loop request detection is turned on, the Access Navigator will respond to
T1.403 ESF bit patterned loop requests. Detection is normally turned on for “switch” and
“groom” DS1s and turned off for “drop” DS1s. This allows higher level equipment to test
the Access Navigator, and allows the Access Navigator to test remote CSUs such as
Access Banks.

9. Set drop DS1 loop code detection to on or off with the following command:
set dsl <n> loopdetect <on|off>
Example:  set dsl 9 loopdetect off

NOTE: The Facility Data Link (FDL) channel is a 4 Kbps out-of-band communications
link provided by the DS1 Extended Superframe (ESF) format. The factory default setting
is “none”. This turns off loopback code detection and transmission over the FDL channel.
The "t1403" setting enables detection and response to ANSI T1.403 bit-patterned codes.
A switch DS1 used for GR-303 voice traffic does not use FDL, so the FDL protocol must
be set to “none”.

* GR-303to TR-08 Translation for a drop DS1 must use “slc96” FDL protocol for Shelf A
and “none” for Shelf B, C, and D. A remote Access Bank I/TR-08 can operate as Shelf A,
B, C, or D. An Access Bank Il requiring TR-08 translation must operate as Shelf B, C, or D.

10. Set drop DS1 FDL protocol to none, SLC-96, or T1.403 with the following command:
set dsl <n> fdl <none|slc96]|t1403>

Example:  setdsl 9 fdl none
Example:  setdsl 12 fdl t1403
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NOTE: Remote Access Bank Il provisioning requires “esf” framing and remote device
management for “cafdl” protocol. See Provision Remote Access Bank Il on page 11-1.

Remote Adit 600 provisioning requires remote device management protocol for "cafdl" or
"caip" depending on management configuration. P-Phone service is enabled by "caip" with
the "pphone" option. There can be only one management DS1 to a remote Adit 600, so all
other DS1s to that Adit 600 must be set to point to the management DS1. See Provision
Remote Adit 600 via FDL on page 12-1 and Provision Remote Adit 600 via IP DSO0 on
page 13-1.

11. Set drop DS1 remote device management protocol to none, Carrier Access FDL, Carrier Access|P,
or aDS1 with the following command:

set dsl <n> remote device mgmt
<none|]cafdl|caip <ipaddress>|dsl n> [pphone]

Example:  set dsl 9 remote device mgmt none

Example:  set dsl 9 remote device mgmt cafdl

Example:  set dsl 9 remote device mgmt caip 192.168.201.1
Example:  set dsl 9 remote device mgmt caip 192.168.201.1 pphone
Example:  set dsl 9 remote device mgmt dsl 10
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Provision ISDN BRI 4:1 TDM Service to Subscribers

NOTE: The Access Navigator provides GR-303 support for ISDN BRI service using the
4:1 TDM mode, which combines the D (signaling) channels of four BRI connections into

one DSO channel that is statically connected to the switch. In the 4:1 TDM mode, the switch
uses Call Reference Values (CRVSs) to set up ISDN BRI connections.

For 3DSO0 transport mode using DCS, see Provisioning ISDN BRI Service on page 9-3.

NOTE: Commands including dsO <n:ch> require the operator to enter both the DS1
and DSO channel number or channel range. The DS1 and DSO numbers are entered with
a colon separating the numbers. For example, the channel list for DS1 #4 and DSO channel
#8 would be entered as dsO 4:8. The channel list may also contain a range of DS0O
channels. For example, DS1 #6 and DSO channels #1 through #12 would be entered as
dsO 6:1-12. A colon follows the DS1 number, and the beginning and ending DSO
channels are separated by a hyphen.

1. Show current drop DSO settings with the following command:
show dsO <n:ch>

Example:  show ds0 10:1-2

The show command will display the settings for each DSO specified. For example, the message for
showing DS1 number 10, DSO channels 1 and 2 would look similar to the following:

Settings for DS1 10, Channel 1:

Type: GR303
Up/Down: upP
CRV: 1
ISDN: B1
Settings for DS1 10, Channel 2:

Type: GR303
Up/Down: up
CRV: 1
ISDN: B2

NOTE: Inthe above message, the channel type can be GR303 (voice or ISDN BRI), or
private crossconnects for VOICE or DATA. Assigning an ISDN BRI to a channel will
automatically change its Type to GR303.
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2. Show current ISDN BRI settings with the following command:
show isdn crv <range>

Example:  show isdn crv 1-24

The show 1sdn command will display the settings for each Call Reference Value (CRV)
specified. For example, the message for showing ISDN CRVs 1 to 8 would look similar to the

following:

CRV B1 B2 D

1 10:1 10:2 10:24
2 10:3 10:4 10:24
3 10:5 10:6 10:24
4 10:7 10:8 10:24
5 not assigned not assigned 10:23
6 not assigned not assigned 10:23
7 CRV not assigned to ISDN

8 CRV not assigned to ISDN

NOTE: The above message shows that CRVs 1 to 4 are assigned to ISDN BRI and that
their B1, B2, and D channels are connected to DSOs on drop DS1 #10.

3. If drop DSO and ISDN BRI settings are correct, skip remaining steps.
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4. Un-assign ISDN BRI channels with the following command:
set dsO <n:ch> isdn none

Example:  set dsO 10:10 isdn none

NOTE: Inthe set dsO isdn command, the crv <range> modifier can only be used
to assign D channel CRVs. The D channels must be assigned in groups of four, but a zero
can be used as a place holder.

The B1, B2, and D channels of each ISDN BRI connection must use the same CRV.

5. Set ISDN BRI B1, B2, and D channdls and CRV s with the following command:
set dsO <n:ch> isdn <bl]b2]d> crv <range>
Example:  setdsO10:lisdnblcrv 1
Example:  setds010:2isdnb2crv 1
Example:  setds0 10:3isdnblcrv 2
Example:  set dsO 10:4 isdn b2 crv 2
Example: set ds0 10:24 isdnd crv 1,2,3,4

NOTE: If RDT provisioning is enabled in the switch, the switch can upload the ISDN
CRVs and provision the ISDN D channel DSOs, without requiring a switch operator to
manually enter this information into the switch database. The Access Navigator will then
crossconnect the D channel switch DSOs to the drop DSOs.

6. If RDT provisioningisenabledinthe switch, send the switch arequest to provisionthe ISDN CRVs
with the following command:

send switch provision request
Verify that switch has provisioned ISDN D channel DS0Os:

show i1sdn database

Skip remaining steps.
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7. Show current ISDN BRI connections with the following command:

show connect <n>

Example:  show connect 10

The show connect command will display the settings for the DS1 specified. For example, the
message for showing connections for DS1 #10 would look similar to the following:

Connections for DS1 #10 (CA DS1# 10):

From To Type

10:01 ..... GR303
10:02 ..... GR303
10:03 ..... GR303
10:04 ..... GR303
10:05 ..... GR303
10:06 ..... GR303
10:07 ..... GR303
10:08 ..... GR303
10:09 25:17 GR303
10:10 ..... GR303
10:11 ... .. GR303
10:12 ..... GR303
10:13 .....

10:14 ... ..

10:15 .....

10:16 .....

10:17 09:12 DATA
10:18 09:13 DATA
10:19 09:14 DATA
10:20 09:15 DATA
10:21 09:16 DATA
10:22 09:17 DATA
10:23 09:18 DATA
10:24 09:19 DATA

Interface [--> Port]

Acmelnternet --> V.35
Acmelnternet --> V.35
Acmelnternet --> V.35
Acmelnternet --> V.35
Acmelnternet --> V.35
Acmelnternet --> V.35
Acmelnternet --> V.35
Acmelnternet --> V.35

NOTE: The above message shows that DS1 #10 channels 1 to 12 are type GR303 and
that channel 9 is connected to switch DS1 #25. Only ISDN BRI D channels can be statically
connected to a switch DS1. DSOs carrying active calls will appear as connections to switch

DSO0s.

8. If drop ISDN BRI D channel connections are correct, skip remaining steps
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NOTE: To change existing ISDN BRI connections, you must first disconnect them
before making new connections.

9. Disconnect existing ISDN BRI connections with the following command:
disconnect <n:ch>
Example:  disconnect 10:9

10. Connect ISDN BRI D channel to switch DS1 with the following command:
connect <n:ch> <n:ch>
Example:  connect 10:9 25:17
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Provision DSOs to Subscribers

NOTE: Commands including dsO <n:ch> require the operator to enter both the DS1
and DSO channel number or channel range. The DS1 and DSO numbers are entered with
a colon separating the numbers. For example, the channel list for DS1 #4 and DS0 channel
#8 would be entered as dsO 4:8. The channel list may also contain a range of DS0O
channels. For example, DS1 #6 and DSO channels #1 through #12 would be entered as
dsO0 6:1-12. A colon follows the DS1 number, and the beginning and ending DSO
channels are separated by a hyphen.

Show current DSO settings with the following command:
show dsO <n:ch>

show ds0 13:1-4

The show command will display the settings for each DS0 specified. For example, the message for
showing DS1 number 13, DSO channels 1 to 4 would look similar to the following:

Settings for DS1 13, Channel 1:

Example:

Type: GR303
Signaling: LOOP START
Up/Down: upP
CRV: 35
PPHONE: Enabled
1SDN: None
Settings for DS1 13, Channel 2:
Type: GR303
Signaling: DID
Up/Down: upP
PPHONE: Enabled
CRV: 36
1SDN: None
Settings for DS1 13, Channel 3:
Type: DATA
Up/Down: DOWN
CRV: No CRV assigned
PPHONE: Enabled
I1SDN: None
Settings for DS1 13, Channel 4:
Type: GR303
Up/Down: up
CRV: 38
PPHONE: Enabled
I1SDN: None

NOTE: Inthe above message, the channel type can be GR303 (voice or ISDN BRI), or
private crossconnects using VOICE or DATA. P-Phone settings only appear in the Access
Navigator / GR-303 Host with P-Phone. This procedure only provides steps for
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provisioning GR-303 service. See also Provision DCS Service on page 9-1.

2. If drop DSO settings are correct, skip remaining steps.

NOTE: GR-303 channels use robbed-bit signaling except when carrying ISDN BRI
traffic.

3. Set DSO typeto "gr303" with the following command:
set dsO <n:ch> type gr303
Example:  set dsO 13:1-16 type gr303

NOTE: The Access Navigator/GR-303 supports GR-303 Direct Inward Dial (DID) circuit
concentration on GR-303 interface groups to switches such as the Lucent 5ESS.
(Two-way DOD/DID is not supported.) If the switch does not support GR-303 DID services,
the DID circuits can be groomed to a DS1 going to a DID shelf in the Central Office.

4. For GR-303 Direct Inward Dial (DID), set DSO signal to "did" with the following command:
set dsO <n:ch> signal did
Example:  setdsO 13:2 signal did

NOTE: P-Phone service requires a remote Adit 600 on the drop DS1 and a Nortel DMS
switch on the switch DS1. The remote device management must be set to CAIP with the
P-Phone option enabled.

5. For P-Phone service to aremote Adit 600, set DSO to P-Phone with the following command:
set dsO <n:ch> pphone
Example:  set dsO 13:3 pphone
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Assign Call Reference Values (CRVSs)

CAUTION! SERVICE DISRUPTIONS CAN OCCUR IF YOU ASSIGN A CRV THAT IS
ALREADY IN USE BY ANOTHER SUBSCRIBER. ALWAYS VERIFY CRVS BEFORE MAKING
CHANGES. DO NOT USE THESE STEPS TO CHANGE ISDN BRI CRVS.

NOTE: The IDT switch system will need to know the Call Reference Value (CRV) for
each GR-303 DSO voice termination. The switch uses the CRV to set up crossconnects.
The CRYV for each DSO0 is programmable. Factory default CRVs are sequentially numbered
from 1 to 768 (as shown in Figure 10-5), starting with the first DSO channel on DS1 #1 and
continuing to the last DSO channel on DS1 #32. If required, the user can assign different
CRV numbers. The only requirement is that the CRVs must be different for all assigned
GR-303 voice terminations. ISDN BRI connections use the same CRYV for the B1, B2, and
D channel.

NOTE: A CRV with an active call can not be moved or reassigned.

NOTE: To avoid duplication when setting CRV numbers, if another channel has the
same CRV number, it will be set to CRV #0 (not assigned).

Show current CRV settings with the following command:
show crv <range>

Example:  show crv 1-8

The show command will display the range of CRV s requested (up to 24), along with the DS1 and
DS0 channel to which they are currently assigned. For example, the message for showing CRV
numbers 1 to 8 would look similar to the following:

CRV Interface Status

1 DS1 #1 channel 1 In Service

2 DS1 #1 channel 2 In Service

3 DS1 #1 channel 3 In Service

4 DS1 #1 channel 4 In Service

5 DS1 #2 channel 25 In Service

6 DS1 #2 channel 26 In Service

7 DS1 #2 channel 27 In Service

8 DS1 #2 channel 28 Out of Service
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DSO0 #1 CRV #1
Access DS1 #1 /

Navigator \ DSO#24  CRV #24

DSO#L  CRV#25
DS1 #2 /

\ DSO#24 CRV #48

DSO#1  CRV #745
DS1 #32 /

\ DS0 #24 CRV #768

Figure 10-5. Factory Default Call Reference Values

2. If drop DSO CRYV are correct, skip remaining steps

NOTE: CRVs must be different for all assigned GR-303 voice terminations on drop
DSO0s. Other CRVs will be ignored.

NOTE: In the following command, there must be an equal number of channels and
CRVs.

3. Set DSO CRV range with the following command:
set dsO <n:ch> crv <range>

Example:  setds02:1-4 crv 118-121
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Turn Up Service

1. Show current DS1 status with the following command:
status dsl <n>

Example:  statusdsl 13

2. Show current DSO status with the following command:
status dsO <n:ch>

Example:  statusds0 13:1-16
3. If drop DS1 and DSO settings are correct, skip remaining steps.

4. Set DS1sand DSOsto in-service (up) status with the following commands:

set dsl <n> up
set dsO <n:ch> up

Example:  setdsl 13 up
Example:  set dsO 13:1-16 up

Test Circuits

NOTE: The Access Navigator supports the following T1.403 loop tests:
» Responds to ESF bit patterned loop requests (when loopdetect is on)

» Generates ESF bit patterned loop requests

» Generates SF CSU inband loopcodes

NOTE: The Access Navigator provides line and payload loopback commands for
troubleshooting line problems. See Diagnostics & Troubleshooting on page 15-1.

1. Follow standard practicesto test subscriber drop DSLI circuits.
2. Follow standard practices to test DSO connections.
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This procedure covers remote provisioning of Carrier Access' Access Bank® Il (ABII) family of T1 CSU
channel bank products, including the Access Bank 11/SNMP and the Access Bank 11/SDSL. The Access
Navigator can provision voice and data services through aremote Access Bank |1, which may include one
or more of the following interfaces: Analog voice, RS-232, T1 Drop, SDSL, and V.35.

The Carrier Access remote configuration provisioning feature enables the operator to remotely provision
voice and data services at any time, even before the Access Bank Il isinstalled on the customer premises.
When the Access Bank |1 isinstalled and powered up, the Access Navigator, when configured for Carrier
Access FDL (cafdl) remote management, automatically senses the DS1 connection and downloads
provisioning data over the FDL channd of the T1 line.

Olp\)lg\gt?(;l:]s On-Net Customer Customer
Center Location  Wiring Closet Premises
CLI/Telnet Analog Interface
SNMP
1~ Access Access : &> Key System
TCP/IP '\ Navigator Bank II ' EE] Fax
Access Network
Navigator S, Data Inter;:lc:jes
Element EDL odem
Manager /" \/aire \ @ FiL | =mm===a RS-232 |
T1 SDSL,
V.35 or
T1 Drop Rout/ler Ethernet
. —
: PBX -
m’ Stations
' T1 Dro B8
Local A G : )
Management -
CLI/RS-232 Note: SDSL port replaces T1 Drop
Figure 11-1 Access Bank |1 Voice and Data Services
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Pre-Provisioning and Testing

The Access Navigator’ s flow-through provisioning feature enables the operator to remotely provision
Access Bank I voice and data services. These services can be provisioned at any time, even before the
Access Bank |1 isinstalled on the customer premises. When the unit isinstalled and powered up, the
Access Navigator automatically senses the DS1/T1 connection and downloads provisioning data
through the out-of-band Facility Data Link (FDL).

Requirements

NOTE: T1 Type 1 facilities are recommended for reliable remote management. Type 2
facilities — in which the T1 is transported across other carrier networks — may not be
reliable because the FDL channel can be used or disabled by the other carriers.

Remote provisioning requires that all Access Bank Il voice and data services be provisioned through
the Access Navigator, since local changes can not be remotely tracked and will be erased by remote
downloads.

For remote provisioning, the DS1 drop on the Access Navigator must be provisioned for ESF framing,
B8ZSline code, and Carrier Access FDL (CAFDL) remote management. On the Access Bank |1, the
T1interface must be set to ESF framing, B8ZSline code, and PRM protocol AT& T “54016”, which are
the default settings.

To support remote provisioning, the Access Bank |1 family requires Controller card software versions
between 2.21 and 2.99. Software upgrades for versions 2.00 through 2.20 are available through the
distributor or dealer from which you purchased the Access Bank I1. Hardware and software upgrades
arerequired for even older Controllers. To display the software version, connect the Access Bank 11 to
your computer with CA’s Remote Monitor software, select the “Maintenance, DIP Switches’ tab, and
either click the* Read Current Screen from Access Bank 2" icon or click the “ Read Current Screen from
Unit” from the “Connection” dropdown menu.

Access Access
Navigator Bank Il
CA FDL AT&T 54016 2
--------------------------------------- HD
Framing = ESF I
DS1 Drop Line Coding = B8ZS T1 !

Figure 11-2 Access Bank || Remote Management Interface
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Analog Interfaces

The Access Bank |1 family of channel bank products can be equipped with one or two analog voice
cardsinstalled in card dots FX#1 and FX#2. Analog cards include Foreign Exchange Station (FXS),
Foreign Exchange Office (FXO), 4-wire E& M, and Special POTS (SPOTS). Each card provides 12
analog channelsfor connection to the customer’ sPBX, Key Systems, fax machines, modems, and other
analog voice terminations. Analog channels 1 to 12 are located on the card in dlot FX#1, and channels
13 to 24 arelocated on the card in slot FX#2.

The Access Navigator uses afixed mapping between the T1 DS0s and the anal og channels. If no remote
interfaces are used, DSO channels 1 to 24 will be connected to analog channels 1to 24. If aDS0is
connected to aremoteinterface, the corresponding anal og channel will not be used. For example, if DSO
channel 15 is connected to a remote interface, analog channel 15 will not be used.

The Access Navigator currently supports remote provisioning of the following Access Bank |1
interfaces:

® F[X cards providing up to 24 analog voice terminations (12 per card)

® RS-232 port for data service up to 57.6 Kbps between two Access Bank II's

® SDSL port for high-speed data service up to 1 Mbps (replaces T1 Drop port)

® T1 Drop port for PBX voice or high-speed data service

® V.35 port for high-speed data service

Crossconnect Features

The AccessBank |1 contains DSO crossconnect switchesthat areremotely controllable. Thisenablesthe
Access Navigator to set up connections between the DS1 drop DSOs and the various Access Bank |1
voice and data interfaces. Interna crossconnections can also be made between the Access Bank’'s T1
Drop port and other remote interfaces, such asthe V.35 port.

The operator specifies which DS0s on the DS1 to use for the RS-232, T1 drop, V.35, and other remote
interfaces using special set remote commands. The Access Navigator automatically connects any
remaining voice or GR-303 DSOs to the FX interfaces, which are provisioned using the standard set
ds0 commands. Since the factory default does not define any remote interfaces, DSO channels 1 to 24
areinitially connected to FX channels 1 to 24 (see A in Figure 11-3).

The Access Navigator only allows crossconnects between compatible voice, data, and GR-303 types,
as shown in Table 11-1. Invalid crossconnects in the table are grayed out.

Remote interfaces require two commands for provisioning crossconnects. The add interface
command creates a fractional interface and defines the DSOs it will use. Then the connect remote
command connects the fractional interface to aremote interface port on the Access Bank 1, such asthe
V.35 interface. This can produce crossconnections similar to example B in Figure 11-3).

To make an internal crossconnection between the T1 Drop and another remote interface, use the add
interface commandtocreatearemote interfacetype. Then usethe connect remote command
to connect the remote T1 Drop interface to another port, such as the FX or V.35.
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1 12 24
@ 9Ty 5
A A A
. CTTTTTITTITTITATIITTITITITTITITIT RS-232
Default Settings
connect DS0s 1 to 24 QT TTTTTTTITINTTITITTITITITITITII0 TlDrop(orSDSL)
to FX channels 1 to 24.
No remote inter- I"IIIIIIIIIIIVIIIIIIIIIIIII V.35
faces are connected. (IIIITTITITTITIT1] FX Card 1
\/
e FX Card 2
DSOSIIIIIIIIIIII“—:EI:I%I T1
When DSOs are :
connected to a IIIIIIIIIIIIIIIIEIIIIIIIII RS-232
remote interface, CITTTITTTTITTIATTIITITTITITIN T2 Drop (or SDSL)
the remaining voice R ettty ittt .
and GR-303 DSOs _III"IIIIIIIIIIIIIV.35
are connected to
the corresponding e v FX Card 1
FX channels. [ITTTITITTEEE FX Card 2
Figure 11-3 Crossconnections (ABII)
Table 11-1 Valid Crossconnect Assignments
Access Navigator Drop DSO Type
ABI| Remote Port Voice Data GR-303
FX analog Valid Valid
RS-232 Valid
SDSL Valid
T1 Drop Valid Valid Valid
V.35 Valid
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FX Analog Interfaces

NOTE: Provisioning FX service uses the same DSO0 provisioning commands as for other
analog terminations. Because of restrictions on some DSO0 parameters, these commands
are repeated below with additional notes.

Access Navigator DSO signaling must be either loop start (LS) or ground start (GS).
Access Bank Il FX card switches Option A, Option B, and Option C must all be set to the
OFF position for LS and GS operation with automatic detection. (This is the default
setting.)

The Access Bank |1 family of channel bank products can be equipped with one or two FX cards,
including Foreign Exchange Station (FXS) and Foreign Exchange Office (FXO). Each FX card
provides 12 analog channels for connection to the customer’s PBX, Key Systems, fax machines,
modems, and other analog voice terminations (see Figure 11-4).

The Access Navigator connects any unassigned voice or GR-303 DSOsto the FX interface. If no remote
interfaces are used, DSO channels 1 to 24 will be connected to FX channels 1 to 24, asin example A in
Figure11-3. If you connect DSOsto aremoteinterface, the Access Navigator will connect the remaining
voice or GR-303 DSOs to the FX channels, asin example B in Figure 11-3.

The Access Navigator uses afixed mapping between the T1 DSOsand FX channels, asin exampleB in
Figure 11-3. This allows the carrier to pre-wire all phone lines during installation and turn up only the
required service. Additional lines can then be remotely turned up as needed, without affecting service
to previous|lines.

Analog Interface

Access Access
Navigator Bank Il < Key System
§ Data Interfaces
FDL FDL (L] PBX - _
"""""""" i — (@ Stations
I —l =
DS1 Drop Tl |; . =
a —
Fax
ﬂ‘ Modem UJE,
/|

=&

Figure 11-4 FX Interfaces Support Analog Voice and Data Services
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Fractional Interfaces

A fractional interface is agroup of sequential DSOsin the same DS1, such as DSOs 19 through 24. A
fractional interface must be used to connect DSOs to a remote interface.

Each Access Navigator can support up to 64 fractional interfaces. Each DS1 can have several fractional
interfaces, but each remote SDSL, RS-232, or V.35 port can be connected to only one fractional
interface. A T1 Drop port can be connected to severa fractional interfaces to support voice, data, and
GR-303 traffic using different DSOs.

Fractional interfaces must be defined as data, voice, or GR-303. Data and voice interfaces carry DCS
service. To carry GR-303 voice service, the Access Navigator must have the GR-303 option to make
connections to a GR-303 IDT switch.

To beavaid assignment, the interface type must be compatible with the DS1 and DSO type, as shown
in Table 11-2 For example, a voice type interface can only be assigned to voice type DS0s on a voice
type DS1. Invalid combinations in the table are grayed out.

The Access Navigator makes it easy to identify and work with fractional interfaces. The add
interface command allows the operator to give the fractional interface a meaningful namefor easy
recognition. Names also make CL| commands simpler to use. Only one command, connect remote,
is needed to connect the DS0s between afractional interface and the remote interface port.

Table 11-2 Valid I nterface Assignments

Interface Type
DS1 Type DS0 Type Voice Data GR-303
Drop Voice Vvalid
Data Valid
GR-303 Vvalid
Groom Voice valid
Data Valid
GR-303
Switch Voice
Data
GR-303
Access Navigator - Release 1.8 August 2003 11-7
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Remote Interfaces

The Access Bank |1 family can provide avariety of remote interface ports for voice and data services.
Using set remote commands, the operator can remotely configure the settings of each interfaceto

meet customer requirements. The following remote interfaces are avail able, depending on the specific
product:

® RS-232 Port —an RS-232 DTE customer interface for connection to a DSO channel in the DS1

drop. This port supports baud rates from 1,200 to 57,600 between two Access Bank I1'sand uses
aspecial format to transport asynchronous data over the synchronous DS0 channel.

SDSL Port — a high-speed data network interface for connection to a SDSL router. The datarate
depends on the number of DS0s (up to 16) assigned to the port. SDSL routers have automatic
configuration, so no interface settings are required.

T1 Drop Port —asecond T1 port for connectionto aT1 router or T1 PBX. The Access Bank ||
cross-connects DS0s between its T1 Drop and T1 access line (same as the DS1 drop). DSOs on
the DS1 drop are assigned by the add interface command. DSOs onthe T1 Drop are aways
in sequential order, starting at 1.

V.35 Port — a high-speed data network interface for connection to aV.35 router. The datarate
depends on the number of DSOs assigned to the V.35 port. If therouter doesnot include automatic
rate sensing, it will have to be manually programmed for the required data rate.
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Remote Access Bank Il Provisioning Quick Guide

NOTE: Do not locally provision the Access Bank Il if you are remotely provisioning it
through the Access Navigator. Local changes made to the Access Bank Il will not be
recorded in the Access Navigator data base. Consequently, any local changes will be
overwritten when the Access Navigator downloads configuration settings.

Related Commands

Access Bank |1
Provisioning Items

set remote <n> config off

Temporarily disable configuration
downloading to remaote Access Bank
.

set dsl <n> type drop Provision DS1 service to remote,
set dsl <n> framing esf including remote management
set dsl <n> linecode b8zs interface.

set dsl <n> remote mgmt cafdl

set dsl <n> lbo <setting>

set dsl <n> loopdetect off

set dsl <n> id <"name'>

set remote <n> id <"name'>

set dsO <n:ch> type <setting> Provision DSO service to remote.
set dsO <n:ch> signaling <setting>

set dsO <n:ch> crv <setting>

set dsO <n:ch> up

connect <n:ch> <n:ch> Provision DCS crossconnects to
disconnect <n:ch> remote.

read remote <n> connections Read remote DSO connections and
read remote <n> rs232 interface settings.

read remote <n> tl

read remote <n> tldrop Note: SDSL interface port has no
read remote <n> v35 settings to read.

add interface <'name''> <n:ch> Create fractional interface and assign

DS0s to be used.

set remote <n>
set remote <n> tldrop <setting>
set remote <n> v35 <setting>

rs232 <setting>

Configure remote interface port to
meet customer requirements.

connect remote <"name'> <port>
disconnect remote <"name'>

Connect fractional interface to remote
interface port.

set remote <n> config on
set dsl <n> up

Download configuration and
turn up service.

Access Navigator - Release 1.8

August 2003
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Remote Access Bank Il Maintenance Quick Guide

In addition to reading configuration data from the remote Access Bank |1, the Access Navigator includes
maintenance commands that can remotely read Access Bank |1 alarms and event logs, set remote interface
loopbacks, and reset the remote system.

Related Commands

Access Bank ||
Maintenance T asks

read

remote <n> alarms

Remote alarms.

read

remote <n> log

clear remote <n> log

Remote log events.

read

remote <n> equipment

Remote equipment list.

read

remote <n> loopback

Remote loopback status.

send
send
send
send
send
send
send
send
send
send
send

remote <n> loopdown

remote <n> rs232 line loopup
remote <n> rs232 tsi loopup
remote <n> sdsl payload loopup
remote <n> tl payload loopup
remote <n> tl1 tsi loopup
remote <n> tldrop line loopup
remote <n> tldrop payload loopup
remote <n> tldrop tsi loopup
remote <n> v35 line loopup
remote <n> v35 tsi loopup

Remote interface |oopbacks.

Note: loopdown command disables
remote loopup.

reset remote <n>

Reset remote.
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Obtain Provisioning Information

1. Obtain office records for installation site.
2. Obtain circuit orders for remote Access Bank |1 service turn up.

Verify System Equipment Configuration

CAUTION! VERIFY CURRENT CONFIGURATION AND SERVICE STATUS WITH OFFICE
RECORDS BEFORE ADDING, DELETING, OR CHANGING CIRCUITS.

NOTE: The factory default sets all DS1s and DSOs in-service (up). To prevent
inadvertent service disruptions, it is good practice to set circuits out of service (down) when
not in use or not provisioned in the switch. Set the type of unused DSO0 channels to match
the DSO type configured on the device at the other end of the DS1. If the DS1 is not
terminated, set the type to voice.

1. Start management session (see Sart Management Session on page 7-1).
2. Show system equipment configuration with the following command:
status equipment

A message similar to the following will appear, showing the equipment card slots, service status,
and Controller software version.

Equipment Status Version

Controller A Active 01.70 GR-303 Option
Controller B Standby 01.70 GR-303 Option
DS1 Card 1 Installed 1

DS1 Card 2 Installed 1

DS1 Card 3 Installed 1

DS1 Card 4 Installed 1

DS1 Card 5 Installed 1

DS1 Card 6 Installed 1

DS1 Card 7 Card not installed

DS1 Card 8 Card not installed

3. Verify number of DSL circuitsinstalled by comparing equipment status with office records. If there
is adiscrepancy, follow standard practices to resolve problem.

Access Navigator - Release 1.8 August 2003 11-11
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4, Show current DS1 service status with the following command:
show ds1 all

A message similar to thefollowing will appear, showing the link up/down service status of all DS1s
inthe Access Navigator, aswell as certain other parameters of common interest in trouble-shooting.

Remote

Line Term Device

Circuit ID Link Type Code Framing ID FDL Mgmt
CA DS1# 01 DOWN DROP B8ZS ESF None None
CA DS1# 02 DOWN DROP B8ZS ESF None None
CA DS1# 03 DOWN DROP B8ZS ESF None None
CA DS1# 04 DOWN DROP B8ZS ESF None None
CA DS1# 05 DOWN DROP B8ZS ESF None None
CA DS1# 06 DOWN DROP B8ZS ESF None None
CA DS1# 07 DOWN DROP B8ZS ESF None None
CA DS1# 08 DOWN DROP B8ZS ESF None None

CA DS1# 09 uP DROP B8ZS ESF None CA FDL
CA DS1# 10 upP DROP B8ZS ESF None CA IP
CA DS1# 11 DOWN DROP B8ZS ESF None None
CA DS1# 12 DOWN DROP B8ZS ESF None None
CA DS1# 13 DOWN DROP B8ZS ESF None None
CA DS1# 14 DOWN DROP B8ZS ESF None None
CA DS1# 15 DOWN DROP B8ZS ESF None None
CA DS1# 16 uP DROP AMI D4 None None
CA DS1# 17 up DROP AMI D4 None None
CA DS1# 18 uP DROP B8ZS SLC96 None SLC96
CA DS1# 19 UpP DROP B8ZS SLC96 None None
CA DS1# 20 up DROP B8ZS ESF T1403 None
CA DS1# 21 DOWN DROP B8ZS ESF None None
CA DS1# 22 DOWN DROP B8ZS ESF None None
CA DS1# 23 DOWN DROP B8ZS ESF None None
CA DS1# 24 DOWN DROP B8ZS ESF None None
CA DS1# 25 DOWN SWITCH B8ZS ESF 1 None None
CA DS1# 26 DOWN SWITCH B8ZS ESF 3 None None
CA DS1# 27 DOWN SWITCH B8ZS ESF 4 None None
CA DS1# 28 DOWN SWITCH B8ZS ESF 5 None None
CA DS1# 29 DOWN SWITCH B8ZS ESF 2 None None
CA DS1# 30 DOWN SWITCH B8ZS ESF 6 None None
CA DS1# 31 DOWN SWITCH B8ZS ESF 7 None None
CA DS1# 32 up GROOM B8ZS ESF None None

NOTE: Inthe above message, the DS1 type may be drop, groom, or switch. The

"switch" type will appear only in Access Navigator versions with the GR-303 Option. The
line termination identifier (TermID) is used only for communicating over the EOC and TMC
with the GR-303 switch.
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5. Verify number of DS1s aready in service (link is up) by comparing DS1 link status with office
records. If there is adiscrepancy, follow standard practices to resolve problem.

NOTE: Commands such as ds1 <n> require the operator to enter a DS1 number or
range of numbers. For example, DS1 #6 is entered as ds1 6. If a DS1 range is specified,
the command operations will be applied to all DS1s in the range. To enter a range of DS1s,
type the starting and ending numbers, separated by a hyphen. For example, DS1s #1
through #8 can be specified by typing ds1 1-8.

6. Show current DSL1 status with the following command, where <n> isthe DSL or range of DS1sto
be turned up:

status dsl <n>
Example:  statusdsl 1

Thiscommand will produce a message listing the status of the specified DS1 or range of DS1s. For
example, the message for DS1 #1 and #29 might look similar to the following. Note that the
message for DS1 #1 showsthe DS1 isin service, while the message for DS1 #29 indicatesthereis
no Quad Framer circuit card installed.

Status for DS1 1:

Receive: Traffic
Transmit: Traffic
Loop: None
State: In use as DROP
FDL Type: CAC
FDL Status: Up
Status for DS1 29:
Receive: Traffic
Transmit: Traffic
Loop: None
State: Card Not Installed

7. Verify status of DS1 lines to be turned up by comparing DS1 status with office records. If thereis
adiscrepancy, follow standard practices to resolve problem.

NOTE: Commands such as dsO <n:ch> require the operator to enter both the DS1
and DSO channel number or channel range. The DS1 and DSO numbers are entered with
a colon separating the numbers. For example, the channel list for DS1 #4 and DSO0 channel
#8 would be entered as dsO 4:8. The channel list may also contain a range of DSO
channels. For example, DS1 #6 and DSO channels #1 through #12 would be entered as
ds0 6:1-12. A colon follows the DS1 number, and the beginning and ending DSO
channels are separated by a hyphen.

8. Display current DSO0 status with the following command, where <n:ch> isthe DS0 or range of
DS0sin the DS1 to be turned up:

status dsO <n:ch>
Example:  statusds0 1:1-4
Example:  statusdsO 32:1-4
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The status command will display the status for each DS0 specified and will look similar to the

following:
Interface Status
DS1 1 Channel 1 In Service
DS1 1 Channel 2 In Service
DS1 1 Channel 3 In Service
DS1 1 Channel 4 Out of Service
DS1 32 Channel 1 Card Not Installed
DS1 32 Channel 2 Card Not Installed
DS1 32 Channel 3 Card Not Installed
DS1 32 Channel 4 Card Not Installed

9. Verify status of DSO circuits on DSL1 lines to be turned up by comparing DSO status with office
records. If there is a discrepancy, follow standard practices to resolve problem.

Temporarily Disable Configuration Downloading

NOTE: To speed up the provisioning of remote services, temporarily turn off remote
configuration downloading to the Access Bank II. When finished, turn remote configuration
on again, and the Access Navigator will download all changes at once. Downloading to
each Access Bank Il can take up to one minute. The status remote command will report
“FDL tx in progress” during transmission and “FDL in service as CAC” when transmission

is complete.

Turn off remote configuration downloading with the following command:

set remote <n> config off
Example:  set remote 10 config off
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Provision Drop DS1 to Remote Access Bank Il

NOTE: This is the T1 connection between the Access Navigator and Access Bank II.

1. Show drop DSI settings with the following command:
show dsl <n>

Example:  show dsl 10

The show command will produce a message showing the DS1 settings. For example, the message
for DS1 number 10 might look similar to the following:

Settings for DS1 10:

Circuit ID: CA DS1# 10

Up/Down: DOWN

Framing: ESF

Line Coding: B8ZS

Type: DROP

Clock Source: NORMAL

Line Build Out: DSX-1 EQUAL. FOR 0-133 ft.
Loop Code Detection: OFF

Loop Back OFF

Line Termination ID: 0 (for switch DSl1s only)
FDL Type: CAC

FDL Status: uP

Bit Error Rate: 2.31425e-4

NOTE: In the above message the loop back test function is turned off during normal
service. Line Termination IDs are used only for GR-303 switch DS1s. FDL Status does not
appear if FDL Type is none. Bit Error Rate appears only if test pattern is present.

2. If drop DSL settings are correct, skip remaining steps.

3. Set DS1typeto “drop” with the following command:
set dsl <n> type drop
Example:  set dsl 25 type drop

4. Set drop DS1 frame type to ESF with the following command:
set dsl <n> framing esf
Example.  set dsl 25 framing esf

5. Set drop DS1 line code to B8ZS with the following command:
set dsl <n> linecode b8zs
Example:  set dsl 25 linecode b8zs
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6. Set DS1 remote device management type to Carrier Access FDL with the following command:

set dsl <n> remote device management cafdl
7. Set drop DS1 clock source to normal or loop with the following command:

set dsl <n> clock <normal]loop>
Example:  set dsl 25 clock normal

8. Set drop DS line buildout (Ibo) to required DSX-1 equalization or CSU attenuation with the
following command:

set dsl <n> lbo <setting>
Example:  setdsl 251bo 8

The setting is a number from 1to 9, and is defined as follows:

Definition

Set DSX-1 equalization for 0-133 ft.

Set DSX-1 equalization for 133-266 ft.
Set DSX-1 equalization for 266-399 ft.
Set DSX-1 equalization for 399-533 ft.
Set DSX-1 equalization for 533-666 ft.
Set CSU attenuation for LBO of 0dB.

Set CSU attenuation for LBO of -7.5dB.
Set CSU attenuation for LBO of -15dB.
Set CSU attenuation for LBO of -22.5dB.

E&_
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NOTE: When loop code detection is turned on, the Access Navigator will respond to
T1.403 ESF bit patterned loop requests. Loop detection is normally turned off for DS1
drops.

9. Set drop DS1 loop request code detection to on or off with the following command:
set dsl <n> loopdetect <on|off>
Example:  set dsl 25 loopdetect on
10. Set drop DS1 circuit ID with the following command:
set dsl <n> id <"id">
Example:  setdsl 25id "DS1#25"
The ID may contain up to 30 characters and must be enclosed in quote marks.

11. Set remote terminal identification with the following command:
set remote <n> id <'“name'>
Example:  set remote 10id "Acme Corp"

The remote ID may contain up to 32 characters and must be enclosed in quote marks.
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Test DS1 Circuits

NOTE: The Access Navigator supports the following T1.403 loop tests:
» Responds to ESF bit patterned loop requests (when loopdetect is on)

» Generates ESF bit patterned loop requests

» Generates SF CSU inband loopcodes

NOTE: The Access Navigator provides line and payload loopback commands for
troubleshooting line problems. See Diagnostics & Troubleshooting on page 15-1.

Follow standard practices to test subscriber drop DS1 circuits.

Provision DSO0s

NOTE: The Access Navigator configures crossconnections inside the Access Bank 1.
The user can specify which DSO0s to use for the RS-232, T1 drop, or V.35 remote
interfaces. The Access Navigator connects any unassigned voice or GR-303 DSO0s to the
analog interface. If you connect DSOs to a remote interface, the Access Navigator will
connect the remaining voice or GR-303 DSO0s to the analog channels.

The Access Navigator uses a fixed mapping between the T1 DS0s and the analog
channels. This permits unused analog lines to be pre-wired and turned up when needed.
If no remote interfaces are used, DS0 channels 1 to 24 will be connected to analog
channels 1 to 24. If a DSO is connected to a remote interface, the corresponding analog
channel will not be used. For example, if DSO channel 15 is connected to a remote
interface, analog channel 15 will not be used.

NOTE: Commands such as dsO <n:ch> require the operator to enter both the DS1
and DSO channel number or channel range. The DS1 and DSO numbers are entered with
a colon separating the numbers. For example, the channel list for DS1 #4 and DSO channel
#8 would be entered as dsO 4:8. The channel list may also contain a range of DSO
channels. For example, DS1 #6 and DSO channels #1 through #12 would be entered as
dsO 6:1-12. A colon follows the DS1 number, and the beginning and ending DSO
channels are separated by a hyphen.

1. Show current DSO settings with the following command:
show dsO <n:ch>

Example:  show dsO 25:1-4

The show command will produce a status message for each DS1 specified. For example, the
message for DS1 number 25, DSO channels 1 to 4 would look similar to the following:

Settings for DS1 13, Channel 1:
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Type: GR303
Signaling: LOOP START
Up/Down: DOWN
Settings for DS1 13, Channel 2:
Type: GR303
Signaling: LOOP START
Up/Down: DOWN
Settings for DS1 13, Channel 3:
Type: VOICE
Signaling: GROUND START
Up/Down: DOWN
Settings for DS1 13, Channel 4:
Type: DATA
Up/Down: DOWN

If drop DSO settings are correct, skip remaining steps.

NOTE: GR-303 and DSO voice channels use robbed-bit signaling, while DSO data is
clear channel.

Set DS0 type to voice, data, or GR-303 with the following command:
set dsO <n:ch> type <voice|data]gr303>
Example:  set dsO 25:1-18 type voice
Example:  set dsO 25:19-24 type data

NOTE: The Access Bank Il supports one or two analog cards (12 channels per card).
The default analog setting provides automatic ground start/loop start detection and
translation for each analog channel. If E&M signaling is required, the DIP switches on the
analog card must be set for E&M signaling, which applies to all channels on the card.

Set DS0 signaling (voice only) to Loop Start (Is), Ground Start (gs), or E& M (em) signaling with
the following command:

set dsO <n:ch> signal <Is]gs]em>
Example:  set dsO 25:1-18 signal gs
Set DSOs to in-service (up) status with the following command:
set dsO <n:ch> up
Example:  setds011:1-16 up

August 2003 Access Navigator - Release 1.8

Download from Www.Somanuals.com. All Manuals Search And Download.



Provision Remote Access Bank |1
Provision D0 Crossconnects

Provision DSO Crossconnects

1. Show current crossconnect settings with the following command:
show connect <n>

Example:  show connect 11

The show command will display the current settings for the specified DS1. For example, the
message for DS1 number 11 would look similar to the following:

Connections for DS1 #11 (CA DS1# 11):

From To Type Interface [--> Port]

11:01 ..... GR303
11:02 ..... GR303
11:03 ..... GR303
11:04 ..... GR303
11:05 ..... GR303
11:06 ..... GR303
11:07 ..... GR303
11:08 ..... GR303
11:09 ..... GR303
11:10 ..... GR303
1111 .. ... GR303
1112 ..... GR303
11:13 .....

11:14 .. ...

11:15 .....

11216 .....

11:17 09:12 DATA Acmelnternet -->
11:18 09:13 DATA Acmelnternet -->
11:19 09:14 DATA Acmelnternet -->
11:20 09:15 DATA Acmelnternet -->
11:21 09:16 DATA Acmelnternet -->
11:22 09:17 DATA Acmelnternet -->
11:23 09:18 DATA Acmelnternet -->
11:24 09:19 DATA Acmelnternet -->
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2. If DSO crossconnect settings are correct, skip remaining steps.

NOTE: To change existing DSO connections, you must first